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ABSTRACT

-A conlemporary issuc of concern to both external suditors and financizl statement

users is frwd-detection by auditors. The ability of auditors lo detect malerial
irregularities, including fraud, should be enhanced to epable them 1o apply "reasonable
skill and care” in carrying oul the audit. Such proficiency in fraud detection is needed iF
the profession is to avoid costly litigation, ever-increasing indemnity insurance and
erosion of the profession's credibility. The thesis maintains that such enhancement can
be achieved if auditors both utilise knowledge about the acliclogy of fraud in
psychology, sociclogy and criminology as well as by synthesising a broad range of

approaches to fraud deiection.

The multidisciplinary discusston of the aeticlogy of fraud enabled the develepment of a
three-component model, The model's three components are: rationalisations (R},
apporunity (0) and a crime-prone motivated person (P), hence the acronym ROP.
Next, a close examiﬁatign of relevant auditing puidelines and a number of fraud
detection models that have bcen proposed were used to develop an eclectic fraud

detection model {with the ROP model as one of iis components).



‘Fhe applicability of the ROP model was determined in a study of 50 major fraud cases
in.\'cstigatcd and prosecuted by the Major Fraud Group (MEG) of the Vietoria police,
The study identified a mumther of intee-relationships between offence, offender and
victim chameteristics. ‘The findings oblained ulso confirmed the applicability of the
model in the field and yiclded a two-level eriminal profile of serious fraud offenders
which includes a new taxononmy of such offenders. The taxonomy consists of twelve
specific typologies. In addition, the MFG study findings cast doubt (1) on Gottlredson
and Hirschi's (1990) assertion in their General Theory of Crime that white-collar
offenders are not significantly different from common offenders and (2} on a busic
premise of Locbbecke et al's (1989} fraud risk-assessment model that all three

components of their model need 1o be present for fraud to occur.

The experience of auditors with detecting six different types of material irregularitics.
including management froud, employee fraud and error, was investigaled in a postal
survey of 108 auditors. The findings provide support for the applicability of the eclectic
fiaud detection model. The survey also found that: it is rare for even experienced
auditors to encounter material irregularities; that different types of irrepularity (e.g.,
management fraud) occur more frequently in some industries (manufacturing and
construction) than in others; the irregulurity is likely to take one form (e.g., window
dressing and misappropriation of funds) rather than another; and management review
ard fests of controls are more likely to alert an auditor to the existence of management
fraud. In support of earlicr research {indings, data analysis revealed that the lack of an
effective internal control sysiem and the absence of n code of corporate conduct are

statistically significant correlates of an irregularity having a material impact on the



financial accounts of a company, In contrast to claims by Lochbucke et al. (1989), the
survey findings show that lraud risk-ossessment utilising red Nags alone is not efleetive
and the presence of only two {and not al} three) of their model's components need (o be

present for management frawd 10 aceur.,

Both the ROP model and the eclectic fraud detection model were further refined in the
light of the findings from the two cmpirical studies. Without ignoring limilations of the
twao surveys, the work reported in the present thesis sheds new light on the aetiology of
flmud. shows that neither audit experience nor red flags alone is sullicient to improve
auditors' fraud detection performance and provide another dimension 1o fraud risk-
assessment, The new knowledge should be added to the auditor's armoury to enhance
the audit effectiveness and efficiency and to reduce the fraud detection componem of

the expectation gap.
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CHAPTER

INTRODUCTION

CHAPTER SUMMARY
This chapter discusses auditors’ responsibilitics for [raud delection and provides a

motivation for the studics reported in this thesis,
1.0 BACKGROUND AND MOTIVATION FOR THE RESEARCH

The Australian Accounting Research Foundation AUS 210 (AARF) (1993z,
para.05(a)), defines fraud "as any act which involves the use of deception 1o obtain an
illegal advantage”, i.e., the misappropriation of assets or intentional misstatements in
the accounts by management, employees or third parties. Fraud may .involve:
manipulation, falsification or alteration of records or documents; suppression or
omission of the effects of transactions from records or docurnents; and/or recerding i;-I:f
transactions without substance; or misapplication of accounting policies (AUS 216,
para.07). The key concept is deception intended to financially benefit the deceiver in

1
one way or another’

! Acts that result In & materially misstated financial report are of particufar interest 1o audltors. Fraud for or
against a company can teke the form of fraudulent financial reporing, also known as management faud (i.e.,
"imentional misstalements or omissions of amounis or disclosures in financisl statements®) ond
misappropriatinn: of assets of employee fraud, also known as defalcation (i.e., "thelt of an entity's nssets™). The
terms "fraud” (including management and employee fraud) and jrregularily” are used interchangeably.



Auditors huve responsibitities for detecting and reporting Jraud. Auditing Standirds
and rulings by the courts provide guidance on this malter. As far a5 common law is
concerned, a close examination of the relevant judicial pronouncements in Australia
and the UK.? shows that it has been a mixed blessing for the auditing professian (sec
Godsell, 1990 for a discussion). Over the years, it has clarilied the auditor's
responsibilities in carrying out an audit; it has cast doubt on the auditor's ability3 o
safeguard the investors' interests by ensuring that fraud and eror are detected, and hus
defended the auditor who is deceived by management'. The relevant common law also
demonstrates that while auditors do not have a legal duty to detect fraud per se they
have a legal duty to audit with due care and skill® and that includes considering the
possibility of fraud®, "if there is anything calculated to excite suspicion he should
probe it to the bottom"’, and reporting suspicions about fraud to the appropriate entity”.
It should be noted that "what is reasonable skili, care and caution niust depend on the

. 9
circumstances of each case".

? Until 22 yeats apo, developmients in the common law in Australia used to follew Englisk precedent, Todey,

even though decisions by coutts In Engfand and Wales are nol binding on Australian courts, they are
considered relevant and ere cited with approval.

3 L) Chelsmford in Spackmarn v. Evans (1868}, 3 L.R. 171; Coleridge, L) in Arnold v. drmitage 1885, 1 TLR
670,

1 Lopes, LI in Re Kingston Cotion ME! Lid (No, 2) [1896]2 Ch. 279, at 290,

! Lindlcy, LI in Re Lendon end General Dank (No.2) (1895}, 2 Ch, 677, at 632:683; 1 rnes, LI in Re
Kingsion Cotion M Lid (No. 2) 2 Ch, 279, at 284,

‘L Denning in Fomenio (Stirling Avea) Lid v. Selsdon Fountain Fen Co fad. [1958] 1 All E.R. 11; MofTit, }
int Pacific Acceplance v, forsyth & Others (1970) 52 W.N. (N.8.W,) 20,

! Lopes, LY in Re Kingston Cotton M Ltd (No. 2) [1896] 2 Ch, 289; Alverstonc, LI in Re Cliy Equitable
Fire Assurance Company [1925] Ch. 404,

E Pidgeon J in iW.4. Chip and Pulp Pty Lidv. Arthur Young & Co (19875 A.C.L.C. ot 1004.

? Lopes LI in e Kingston Cotton Mill a1, 288,



A
Both ln._t::nl]y’u andd internationally", the Accounting Prolession and governnems ?_mvu
invested heavily in the issue of the cost of fraud and fraud detection by auditors. “The
auditing profession in Australin, UK., U.S,, together with the International Federation
of Accountants, skate in their auditing standards” that the responsibility for the
prevention and detection of imepgularities resis with management and that auditors
should plan and conduct the audit so as to have a reasonable expectation of detecting
fraud and other irregularities, [t is explained further that while the auditor does have a
legal and professional duty 1o exercise reasonable skill and care in planning and
conducting the audit, the auditor does not have a similar responsibility to detect

irregularities that do not have a material financial impact”.

The ability of the external auditor 1o delect material irregularities, including fraud, is
coming under increasing scrutiny and auditors are under considerable pressure to
accept responsibility for detecting material fraud. A number of surveys have
documented that audit beneficiaries want an expanded role for auditors as society's
corporate watchdog and that this view contrasts with that of auditors themselves

(Humphrey Moizer and Tutley, 1992, 1993; Monroe and Woodliff, 1994; Porter,

1 For Australia see: the twe Sente Commissions investigating the auditor's duties (Royal Commission of
Inquiry into the Activilies of the Nugan Hand Group, 1985; McCusker Repont, 1990 and one working party
comntissioned by the ASCPAACAA which repored in 1994 (But sec Monroe and WoodlilT, 1994, for a
critique). The two accounting bodics in Austratia established a Finarcing Repotting and Audil Expectation
Gap Taskforce to repost on the working parly's recommendations. The reporl was issued in 1996,

" For tiie U.S. sce: Commission on Audilors’ Responsibilities (CAR), {Cohen Commission), AICRA, 1978,
Nationat Commission on Fraudulent Financial Reporting [Treadway Commission] {AICPA, 1987); Public
Oversight Board Repod (1993); For Canada see the Macdonald Commission repert {CICA, 198R). For the
UK. see: [CAEW {1985} ard Cadbury (1992) but see, also, Humphrey et al. (1992) for a discussion,

2 Aus 210, AARF (1955a, para.9); Andiling Practices Board SAS 110 (APB), (1995, para.10); SAS 82,
AICPA (1997, para.2), and International Federation of Accountants [SA 240, IFAC (1995, para.5).

* Australfan auditing standards do not define whal is meant by reasonable care and skill. However, Judge
Rogers in AWA v. Danlels, 2 Delotite, Haskins & Sells & Ors (1992) 10 ACLC 933 determined what is
reasonable by asking auditors in o similar ticr firm 1o lhl: defendant 1o interpret or outline what they would
have done under the same circumstances.



i
]‘)38, 1993), ‘The suditing prolession has been trying 1o reconcile the publics
expectition of auditors with the potential to safeguard the interest of investors with the
fact that an audit cannot guarantec that if there is a material irregularity such as (raud it
will necessarily be detected 100% of (he time (Chandler, Edwards and Andersen,
1993). At the same time, the prolession has endeavoured to minimise its legal liahility

and costly litipation when failing 1o detect fraud or error,

Accounting firms and auditors™ are facing a litigation crisis with outstanding claims
running into billions of dollars and as much again in setiled claims'®, In such litigation,
what is alleged apainst auditors is that they have breached their duty of care to th;ir
client andfor a third party in carrying out the audit and, consequently, failed to detect
fraud that had been instrumental in causing significant financial loss if not the
complete collapse of a corporation. Another financial impact is the fact that
professional indemnity insurance is becoming “increasingly expensive and almost

unacceptably high"'® (Gill and Cosserat, 1996:97).

" The auditor of Rathwells, Louis Carter was persenally charged and convicted with conspiracy 1o defiaud
the public by "deceitfully concealing and falsely poriraying Rothwelis' financial posilion in three annual
reports, plus half-yearly consolidated statemenls in 1988" {Sykes, 1996:1; and "Rothwells officers”, 1596:5).
He was sentenced to 4 years' and 3 menths® imprisonment and was eligible for parole in 17 months
("Rothwells fraud pair", 1996:3}, Carter lodged an appeal against the conviction, which was refuse,

15 The tevet of litigalion againsi nuditors was one of the issues giving cause for concem in (the Uniled
Kingdom's Auditing Practices Board discussion paper (APB, 1992},

& A submission of the National Joint Limitation of Linbility Task Force of the Institute of Chartered
Accountants in Australia and the Australizn Society of Certified Practising Accountanis to the Inquiry inta the
Law of Joim and Several Linbility, esiablished by the Federal Attomey-Generat and the NSW Allorney-
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According 10 fraud victimisation studies, it appears that the cost of fraud is very high
and indeed it seems to be an the increase (Brnst and Young, 1996 and KPMG, 1996,
(995a). A company fraud victimisation survey by Deakin University (1994) sampled
1,500 medium and large corporations in Victoria. Of the 628 {42%) business enlilies
that responded to the questionnaire, 71% reported fraud within their organisation and
the cost of fraud was estimated at $941 million. In addition to the cost incurred by the
victims, the cost of fraud includes the financial costs arising out of litigation apainst
auditors who fail to detect fraud as well as damage 1o the accounting profession’s

credibility.

The prevention and detection of fraud is expected to continue to be an important issue.
Criminelogists such as Grabosky and Smith (1996) have argued that Australia is in the
midst of profound social, economic and technolopical change, and that this brings with
it increasing opportunities for fraud. The same authors have also argued that new
forms of fraud may be expected in many areas of industry, commerce and public
administration as a result of the plobalisation of financial markets and improved
technology. A recent survey by the Audit Facully of the Institute of Chartered
Accountants of England and Wales (ICAEW) has found that most accountants expect
fraud to increase substantially during the next five years. This is attributed to a lower
standard of personal ethics, increased pressure on individuals to perform, the impact of
down-sizing and increased reliance an computers and their sophistication ("Fraud

Fears", 1997: 13).

General {1594:3), has quoted the figure of 360,000 per partner per annum for the [then) Big Six firms,
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A study ot raud commission and the auditors ability to deteet Traud s warranted for
severil reasons, First, there exists un expectation gap as far as the role of auditors in
fraud detection is concerned. The courts have stated that auditors can be held nepligent
if they have breached Lheir duty of care to their client by not applying "reasonable care
and skill” in carrying out the audit. However, the auditing profession with its
mandatory auditing standards indicates that the auditor is not responsible for detecting
material jrregularities and "has distanced itself from these responsibilities” (Monroe
and Woodliff, 1994:49), A betier understanding of how and why fraud is committed
ard who is likely to commit fraud should improve the fraud detection abilities of
auditors, thus enabling them to better meet their legaj and professionai :responsibilitics

and the expectations of financial report users.

Second, by its very nature, fraud is a complex subject and difficult to detect. Auditors
are not very good at detecting fraud as they rarely encounter fruud and they are not
usually experts at fraud detection"”. This is partly because there is a void in the
auditing literature as there appears te be no comprehensive model of the aetiology of
commercial fraud and its detection by auditors. Although Cressey (1986), Loebbecke,
Einning and Willingham (1989) and Albrecht, Wemz and Williams (1995) have
presented models of why people commit fraud, their models can be criticised for not

doing so within a psychological, sociological or criminological framework, and for not

17 Auditing Stzndard SAS 82, AICPA (1997, para, 7) acknowledpe that fraud, particularly when concealed
through falsified documentation, is difficull for auditors 1o delect since audilors are not trained ner are they
"experls in such authentication”. It ean also be argued that if auditors rely on experience alone to become
experts at idenlifying irregularities, then they are unlikely 1o become experts in due course owing o the fact
that irregularities are infrequent (Ashton, 1991; Locbbecke, et al., 1989). Suppor for the arpument that
auditors are not expeits at fraud detection is foond in Ashten's {19913 lilerature review which shows
convincingly that audit experience alone cannol make auditors fraud-deteclion experts. However, KEMG has
developed a data base of cror fiequencies for a population of international audits { Ashlon, 19913,
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dcaling adequately with the notion of traits that render someone o be erime-prone. In
ather words, the existing models make no attempt 1o ﬂl:f;ount for individual differences
as far as the aetiology of ffaud is concerned by considering the individual offender’s
personality traits which predispose him/her to commit fraud under particular
circumnstances, In addition, the three medels have also failed to conceptualize the
opportunity to commil fraud so as to include (he broader sociocconomie context in
which fraud takes place and to locate if within a theoretical framework such as
Clarke’s (1980) situational approach to criminal behaviour. Clarke’s approach siresses
the importance of opportunity, both in understanding the aetiology of crime and crime

prevention.

This thesis argues that because management and employee fraud is by its very nature
complex and difficult to detect, auditors' fraud-detection abilities need to be enhanced
to enable them to apply "reasonable care and skill” in carrying out an audit. Such
enhancement can come gbout by utilising knowledge about the aetiology of fraud in
such disciplines as psychoiﬁgy, sociology and criminology, and by synthesising
different approaches to fraud detection. A close examination of a broad range of
explanations put forward by psychologists, sociclogists, and criminologists as to why
people commit fraud allows the identification of a number of correlates of fraud and
enables the construction of a descriptive model of the actiology of fraud. A better
understanding of why fraud occurs and the type of individual likely to commit fraud

should enable auditors to be better at detecting fraud,
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Finully, research into traud is scarce. Very litle is known aboul the types of crimes
committed, the characteristics of those who commil !;'1[(:1‘1 crimes and auditors'
expcricngt:sh with delecting fraud. Auditors' fraud detection abililies can also be

enhanced by camrying out empirical research into fraud detection so that auditors learn

through the experiences of others.

The research undertaken in this thesis is intended to encapsulate in a model available
knowledge about the actiology of fraud and fraud-detection by auditors. Rescarch has
. been noticeably deficient in both of these argas. At a theoretical level, the critical
evaluation of available perspectives and empirical findings relevant to both the issues
mentioned is used to construct a descriptive aetiological model of frand (ROP model)
and an eclectic fraud detection model. The model of fraud developed in this thesis
incorporates and expands on ideas in the models presented by Cressey (1986),
Loebbecke et al. (198%) and Albrecht et al. (1995) by incorporating research findings
from the auditing, psychology, sociolegy and criminology literatures, The probability
of fraud occurring is modeled as a function of the opportunity (O) 16 cotnumit the .
crime, one or more motivated crime-prone persons {P) being i a position to-commit
the crime, and the use of rationalisations (R) or justifications to enable the
individual(s) concerned to commit the crime by overcoming any inhibitions imposed
by one's conscience or perceptions of the risks involved, Thus, the ROP model
includes the notions of rationalisations, crime-prone persons and situational factors
which are found in the psychology, sociclogy and criminology literatures. The frand

detection model developed in this thesis incorporates the ROP mode! into its design,
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The applicnbility of cach model was examined empirically in two separate siudics, In

the first study, predictions pectinent to the actiolopy of Iﬁaud generally, and fruud

- oftenders’ characteristics specifically, were examined in a'study of 50 serious fraud

cases prosecuted by the Major Fraud Group (MFG) of the Victoria Police. This study
provides a partial test of the ROP model, including demographic, modus operandi and
criminal justice characteristics of the offenders surveyed. The study fumishes a two-

component profile of the major fraud offender.

The second study which involved a survey of auditors who had experience in detecting
irregularities, including fraud, yielded findings about fraud deteciion and tested the
applicability of the fraud detection model, Findings pertaining te the notion of crime-
prone individuals, company fraud-victimisation proneness and fraud-detection by

auditors are reported and discussed.

Both studies as well as the two models developed are original and enable comparisens
to be made between Australian and U.S. auditors as far as fraud detection is cotcerned.
By providing knowledge that can be used in practice to improve auditors' fraud-
delection ability, this thesis reduces to sotne extent the fraud-detection component of

the expectation gap. N
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20 QUTLINE GF THE THESIS

[n view of the naticenble lack of knowledge by auditors as far as the actiology of fraed
is concerned, the next chapter draws on a number of pcrspccli:}cs within psychology,
sociology, and criminology in order 1o identify comelates of fraud. A number of
different theoretical perspectives in psychology, scciclogy and criminology are
discussed and critically evaluated. Chapler 3 examines the usefulness of auditing
guidelines as far as fraud detection is concerned and a number of approaches to fraud
detection are also critiqued, including the Loebbecke et al. (1289} fraud assessment

madel,

On the basis of the theoretical discussion in Chapters 2 and 3, two models are
developed in Chapter 4, one addressing the reasons why people coﬁzmit fraud and one
of fraud detection by auditors. Chapter 5 reports findings from a study of 50 major
fraud offenders and provides case summaries of 24 illustrative cases. Chapter 6
describes a survey of 108 Australian auditors' experience of detecting irregularities,

including management and employce fraud,

The final chapter discusses both the findings obtained and the conclusions that can be
drawn from them, as well as policy implications. The two models discussed in Chapter
4 are revised in the light of the empirical findings in Chapters 5 and 6. Finally, Chapter
7 considers in what sense this thesiz can be said to be making an ariginal contribution

to the knowledge about the actiology of fraud and fraid detection by auditors.
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AN INTERDISCIPLINARY AP PROACI-!;{I‘O:'EIIE ALTIOLOGY OF FRAUD
CHAI'TER SUMMARY

The first part of this chapter considers Goitfredson and Hirschi's {1990) géﬂeml theory
of crime and empirical studies of white-collar effenders, It then exarmines a number of
well-known explanations for criminal behaviour within psychelogy (in terms of self~
concept/self-esteern;, Eysenck's theory of persomality and crime; psychopathy;
psychodynamic theory), sociology (differential association; control theory; theory of
drift), and the situational approach in criminology. Offender personality and

situational correlates of fraud are also idenlified.
1.0 INTRODUCTION: THE AETIOLOGY OF FRAUD

Deception offences such as fraud are examples of criminal behaviour. Therefore,
accountants and auditors should look to the criminological literature for insights into
the comrelates of such behaviour. In the last century, psychiatrists, psychologists and
sociologists have put forward general theories of criminal behaviour'. In most cascs,
the aim has been to provide a single theory that accounts for crime in peneral.
However, given the variety of behaviours that can be assumed under "crime", the
search has been largely unsuccessful. As Walker (1987) put it, the search for a single

theory of ctime can be compared to searching for one theory of disease, Disappointed

1 See Blackbum, 1993; Feldman, 1993; and Williams, 1981, for reviews.
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with the scarch for a single Lheory, some criminologists have shified their atlention

away (rom individual offenders and have, instead, concentrited on characleristics of

situations which make it casier to commil an offence (Clarke, 1980},

This chapter discusses a number of theorics of crime. To put this discussion in context,

the following questions arc considered:

iii.

Arc white-coliar offenders in some significant way different from conventional
offenders?

Can existing theories of criminal behaviour p;ovide an adequate expianation
for white-collar crime in general and fraud in particular?

If a specific explanation for white-collar offences like fraud is needed, should
we look for canses within the individual offender, the situation in which the
offence is committed or both?

Can one legitimately talk about causes or correlates regarding the question of

who, how, and why fraud is commitied?

Following the discussion of the various theories of crime from a criminological

perspective, auditing theories of fraud detection are considered in the next chapter,



13
20 EXPLANATEONS FOR WHITE-COLLAR OFFENDERS
21 Can general theories of criminal behaviour provide an  adequate

explanation for white-collar crime in general and fraud in particular?

Theories of ctiminal behaviour in the twenlicth century have been dominated by

positivism. Pasitivism in criminology is bascd on the belief that human behaviour is

determined, i.c., that there are causes of hurnan behaviour which can be explained by

natural laws. Anotler characteristic of positivism is that one should be concemed with
"facts' rather than metaphysical issues. Finally, positivistic criminologists believe that
the best way to discover the natural faws goveming a particular behaviour is by means "
of‘ the "scientific method" as used in the natural sciences (Blackburn, 1993:18).
Deterministic explanations of criminal behaviour are found in psychiatry, psychology

and sociclogy.

Positivist theories in criminofogy explaining crime in deterministic terms, have focused
on the offender in their search for causes of criminal behaviour’, This practice is in
contrast to the Classical School's emphasis on an offender's deeds a3 the result of the
choices of rational agents who are therefore responsible for the behaviour in question.
Positivistic criminologists have heen criticised by critical criminologists such as
Ta:_;_-:'lor, Walton, and Young (1973) for: (1) not questioning the concept of "causes”; (2)
jgnoring the fact that human behaviour is rational and people interact with their
environment (including the criminal justice system) in a dynamic way; (3) not

questioning the medical model; and (4) for trealing people as passive rather than active

2 Positivisilc criminologists also emphasise the need 1o rehnbilitatz, rather than punish, the offender,
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decision mnkers. Positivism characterises most theories of crilne in (his century,

including theorics of white-collar crime.

In contrast, the Classical School of thoughl in criminology (see Becearia, 1963) builds
on the premise that offenders are agents with free will. Consequently, because criminal
~ behaviour is conceived of as the result of rational decision making, i.c., is free willed,
the Classical School focuses on the type of crime thal has been committed and
considers how serious it is in order to decide the depree of retribution the offender
should be sentenced to. Unlike those interested in the rehabilitation of offenders, the
Classical School is not interested in the individual offender and his/her personality,
position in life, or needs, and thus conceives of retributien as commensurate to tﬁe

severity of the crime alone.

1t should be noted that theories of criminai behaviour have been mainly concemed with
juvenile delinquents (rather than adult offenders) as welt as with offenders known to
authorities, With these limitations of general theories of criminal behaviour in mind, let
us consider four well-known psychelogical and three sociological theories of criminal

behaviour as well as the situational approach to crime.
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2.2 Are whitc-collar offenders in gome significant way different frum
conventional offenders?
Gotttredson and Hirschi (19903 put forwarl 2 general theory of crime which attempts
to synthesise both offender-based explanstions (i.e., both psychological and
sociological explanations that focus on attribules of the individual} as well as offence-
based explanations within criminology (i.c., those that highlight the importance of
opportunities for crimes to be committed). Drawing on Bottems' (1993) eritique of the
theary, the following can be said about their general theory of erime: a number of
explanataty elements are utifised to explain how crimes are possible, namely
opportunity, a suitable target, a free-thinking but basically self-interested hedonistic
individual lacking in self-control and making a free choice, and the absence of effective
crime-prevention situational factors. Noting that committing crimes even in the case of
persistent, career offenders takes up but a part of their time, the theory atiempts to
account for individual differences in how different people are likely to commit

different offences or the same offences to a greater degree.

Gottfredson and Hirschi (1950} make use of the concept of self-control. According to
these criminologists, low self-conirol is an enduring criminal predisposition which is
the result of defective socialisation, For them, socialisation, whether effective or
ineffective, takes shape primarily within the family and the school. They conceive of
low self-control as a single, unidimensional, enduring trait which is made up of: (1)

impulsivity, a preference for simple rather than complex tasks; (2} risk-sceking, a

3 Their theory 15 an eatension of Hirschi's (1569) contra] theory discussed in section 4.2 below,
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preference for physical rather than intelleetual activities; (3) being self-centred; and (4)
having an explosive temper (pp.89-91). Low self-control js also said 1o predispose
people to engage in certain other kinds of irresponsible behaviour which are not
necessarily criminal offences (pp.91-94). Gotifredson and Ffirschi maintain that self-
control is lacking in persons whese socialisalion within the family was characterised by
the absence of nurterance, discipline and training. More specifically, they argue that
iow self-control is established when parents: (1) do not menitor closely their children's
beha\';r.ir;ur; (2) do not recognise deviant behaviour when it takes place; and (3) fajl to
punish such behaviour (p.97). Furthermore, it is also arpued that people with low self-
control are not only more likely to commit offences but are also more likely to be

unsuccessful at school, as employees, and in their mamiages.

For Gottfredson and Hirschi, a primary cause of ctiminal behaviour is the combination
or interaction of low self-control end opportunity to commit a crime. By itself]
however, neither factor is a major cause of erime. The general theory of crime posits
that the incidence of crime in society decreases as a person's self-control increases with
age. Thus, the comumission of crime is explained in terms of a situation providing an
opporiunity for an offence to be committed and without effective "capable guardians™

and the presence or not of a person with weak enpugh self-control (in tum, a function

of his/her socielisation and age).

4 As termed in Cofien and Felson's {1979) rouline activilies'opponunity theory, 8 "eapable guardian” fn this
context refers to Lhe presence of one or more persons (c.g., police presence, nciphboeors looking on) or
technology (e.g., sccurity cameras) that discourages offending because it significanily increases the risk of
apprehension, In fie context of frawd, the existence of middle management and/or competent intemal and/or
external auditors who watch out for fraud constitute an example of a “capable guardion®,
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Finally, Gottltedson and Mirschi maintin that specialisation among offenders is o
myth and that criminals are "versafile”, ic., they perpeirate "a wide variety of eriminal
acts, with no strong inclination 1o pursue a specific criminal act or a pattern of criminal
87ts to the exclusion of others" (p.91). However, as Bottoms {1993:70) states "ihe
empirical world is more complex than Goftiredson and Hirschi allow for". Before
discussing this and other serious criticisms levelled against the general theory of crime,
let us first constder some empirical support for Gottfredson and Hirschi's basic premise
that a combination of low self-control and oppaeriunity is a (perhaps the) primary cause

of crime.

Grasmick, Tittle, Bursik, and Ameklev (1993) reported a self-report study of offending
that used a 24-item questionnaire measuring self-control and crime opportunity in face-
to-face opportunities with a random sample of 389 adults in Oklahoma City, The
questionnaire items developed by Grasmick et al. tap six components of the personality
trait of self-control derived from Gottfredson and Hirschi's conceptualisation of the
trait. Their results support the genetal theory of crime, namely that it is the
combination of low self-control and crime opportunity which predicts both "fraud"
{Gottfredson and Hirschi's term for property offences) and "foree” (Gottfredson and
Hirschi's term for violent personal crimes) that the respondents repotted committing,
However, contrary to what the general theory would have predicted, crime opportunity
was a sipnificant predictor of both fraud and force independent of its interaction with
low self.control, Grasmick et al, also found that crime opportunity was a better
predictor of whether those surveyed bad committed fraud than low selficontrol,

Grasmick et al, concluded that their findings provide promising support for certain
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aspects of the general theory and that the theory has identified one mechanism tha
affeets crime. Their data, however, "seem to weaken the theory's structural challenge”
and falls short of the expectations generated by the appearance of the theery (p.24).

Piquero and Rosay (1998), however, have expressed concerns about the reiiability and

validity of Grasmick et als self-control scale’.

Regarding major criticisms levelled against Gotifredson and Hirschi's general theory of
crime, Bottoms (1993:72) points out that two different scheels of thought within
criminology, positivism and classicism, are treated as potentially complementary, In
fact, classicism and positivism are inﬂg_rentiy contradictory. Other criticisms of the
theory discussed by Bottoms (see pp.éﬂ-ﬂ} revolve around: (1) the absence of
empirical support for their premise that the ape-distribution of crime does not vary
across social and cultural conditions; (2) a failure to show convincingly that their
theory covers all crime as they claim; (3) available empirical literature contradicts their
assertion that crimes basically "require little foresight, planning or effort" (p.6%); (4)
their treatment of the refationship between gender and victimisation is inadequate; and,
finally (5) they completely ignore "the socialisation and social control potential of

comnnities" (p.71).

.Grasmick et al, (1993).criticise the theory for placing too little emphasis on ctiminal
.apporturity which most likely is linked to sociaf structure. The same authors also point
out that: Gottfredson and Hirschi's definition of low self-control includes risk seeking

whereas (in an apparently logically inconsistent way) their definition of criminal

¥ See Longshore, Stein and Tumer (1998) for a response to Piquero and Rosay (1998) and a defence of
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opporiunity includes little risk of detection. The validity of Gottfredson and Hirschi's
assumption that everybody is equally molivated to commit offences and that individual
differences in offending arc attributable primarily to low self-control andfor erime
opportunity is questioned by Grasmick ot al. Finally, Grasmick et al. criticise
Gottfredson and Hirschi's fatlure to claborate on the situational circumstances and
individual characteristics which might mute or counteract the effect of low self-control
(p.25). Consequently, they conclude that the theory "needs expansion, refinement, and

elaboration before it can explain crime to the degree Gottfredson and Hirschi imply”

(p.26).

Benson and Moore (1992:252) argued that Gottfredson and Hirschi's theory "is
inadequate in explaining white-collar crime; its rejection of motives as important
causal forces is misguided". Evidence against Gottfredsen and Hirschi comes from
studies showing that white-collar offenders are different from common criminals in
terms of a number of demographic and ctiminal justice characteristics (Benson and
Moore, 1992; Marshal), Albrecht and Cherrington, 1980; Thomas, 1992, and Wheeler,
Weisburd, Waring and Bode, 1988). It should be noted in this respect that a limitation
of such studies is that they have been concerned with white-collar criminals reported to
the. police and processed by the courts. In view of the large volume of crimes and
oﬁ'endcrs that remain unknown te the authorities (Williams, 1991:51-60), findings
reported by such studies cannot be readily generalised to white-collar criminals at
large. Their findings are nevertheless useful in increasing our knowledge about white-

collar offenders processed by the police, courts, and prisons. Another limitation of the

Grasmick ct al’s scale,
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empirical sludies discussed below is that the data upon which their lindings are based
\I-I‘n
is dated. '['lmrcl'"';;}rc, it is by no means ¢lear whether one should expeet, for example,
today's traud offenders to have the same demopraphic and criminal justice
characterisiics as twe decades ago. The last 20 years have seen an increasingly more
diverse population of people in western countries having tertiary education and
entering the professions. Changes in the structure and management of corporations

have affected the job mobility and career paths for many professionals in positions of

financiat trust, factors that affect the composition of white-collar offenders.

Marshall et al. (1980-cited by Albrecht et al., 1995:7-8) compared incarcerated white-
collar criminals with prisoners serving sentences for property offences® and with a
sample of non-criminal college/university students, Compared to property offenders,
white-collar criminals were more likely to be reported to the police, caught, arested,
convicted and imprisoned and less likely to serve long sentences. Given that it takes a
number of years for people to get into managerial positions or other positions of
financial trust, it came as no surprise to find that white-collar criminals were likely to
be older and better educated; they were also more religious and more likely to enjoy
better psychological health, to be generally more optimistic, hav; higher self-esteem,
be self-sufficient, motivated, and 10 enjoy a sense of achievemént and family harmony
and, finally, were more likely to express more social conformity, self-control, and
empathy. However, they were less likely to have criminal records or to be characterised

by alcohol and illicit drug abuse than the other property offenders. Compared to the

6 The term “property offence” refers 1o the following: thefi, burplary, robbery, and fiaud (L., obtaining
property or financin] advaritage belonging to ancther by deception wilh the intenticn of permanently depriving
the other of it).
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cul!ug'chnlivcrsity student control group, white-collar eriminals were found (o be "more
dishones(, more independent, more sexually mature, more socially devianl and more
empathic. However, white-collar criminals were much mere similar to students than to

other property offenders” (p.8).

Further empirical evidence against Gottfredson and Hirschi's theery was reported by
Wheeler et al. {1988). They used dat from 1976-1978 pre-senience reports in 1,329
white-collar crime cases (antitrust offences, securities and exchange fraud, postal and
wire fraud, false claims and statements, credit and lending institution fraud, bank
embezzlement, IRS fraud, and bribery) and a control sample (N=209) of non-violent
crimes. They examined characteristics of white-collar crime that distinguish it from
non-violent offences in a total of seven districts (see also Wheeler, Weisburd and Bode
(1982)). They found that convicted white-collar crime offenders were of a higher
educational standard and were more likely to have been in employment for longer
periods and 1o be white and older in age than those convicted of common crimes. For
example, the typical white-cotlar convicted offender in the Wheeler et al, (1988) study
was a forty-year old white male, while the typical convicted common offender was a
black male thitty years of ape. More specifically, 45.5% of non-violent comman
criminals were high school graduates compared to 79.3% of white-collar criminals and
3.9% of the former but 27.1% of the latter were collegefuniversity graduates, Wheeler
et al.’s findings support the common sense view that for someone to be in a position to
commit major fraud, he/she must have had the necessary education and so forth to rise
to a respected position over a number of years. Individuals withoul terliary

qualifications, with a serious drug-addiction problem, or with a criminal record, would
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be significantly less likely to oceupy responsible positioas,

In a different report that used the same sample as Wheeler et al. (1988), Weisburd,
Chayet and Waring (1990}, examined the eriminal careers of white-collar offenders
and found that they started their criminal carcer at a later age than common criminals.
However, Weisburd et al. also found that a proportion of white-collar offenders were
recidivists who did not specialise in white-collar crime, This last finding lends support
to Gottfredson and Hirschi’s basic premise that white-collar offenders are no different
from common offenders and do not specialise in their criminal activities. Further
support for Gottfredsort and Hirschi was reported by Thomas' (1992) five-year follow-
up study "of 588 persons convicted in one week in 1980" (p.125) in New Zealand
which included 44 fraud offenders. Thomas (p.125) found thal, "many fraud offenders
re-offended: 15 (34.1%) were later re-convicted of the same offence, and 30 {68.2%)
were re-convicted of fraud or any other offence”. Benson and Moore (1992:255) point
out that the sample of offenders used by Weisbutd et al, "may not represent convicted
white-coliar offenders penerally". The sample used by Thomas can be similarly
criticised. The sample of offenders used in the Weisburd et al. study was drawn from
.seven judicial districts in the U.S. duning the yeers 1976, 1977 and 1978. They
examined a number of offence categories of white-collar ¢rime and a random sample
of 30 cases was selected from each offence category in each of the seven districts. As
Wheeler et al. (1988:336-337) themselves point out, the list of offence categories did
not include a number of important federal white-collar crimes, including bankrupicy
fraud, conspiracy, and the study relied on data from convicted white-collar defendants

“who cannot be considered representative of such offenders gencrally, most of who
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would remain undeteeted. Coﬁ:wquenlly. the findings of Weisburd et al. cannol be
~ extrapoluted 1o white-collar crime offenders generally. -

Benson and Moore {1992) examined the question of whether whilc-cc]lar:ffcnders we
different from commoen offenders by analysing data on 2,462 persons sentenced in
eight federal disirict courts between 1973 and 1978 for bank embezzlement, bribery,
income tax violations, false claims and mail fraud, and 1,986 individuals sentenced for
&ﬂee common crimes that included drug offences, postal forpery, and bank robbery.
f;re-senlence reports were the main source of data. Like Weisburd et al. (1990), Benson
and Moore {1992) used an offence-based definition of white-coliar crime, i.e., they
designated offenders as white-collar by the offences they committed rather than their
social or occupaticnal status. Their findings contradict Gotifredson ane Hirschi's view
that white-collar offenders are no different from common offenders. Bensen and
Moore found that offenders classified as white-collar were less likely to have prior

arrests, alechol and drug abuse, and poor performance in high school than those

classified as common offenders (p.265).

The studies discussed thus far have involved surveying official records on white-collar
offenders. Langdale (1990) reported an Australian study that uscd a cass study
approach. Langdale was concerned with two cases only. She aliended the court
proceedings, read the briefs of the case and followed an unstructured interview
approach with the offenders and the victims. No concrete reasons or benefits are
outlined for the methodology used and it is very unclear what the research was testing.

Qualitative case studies of two cases can provide some useful insight into corporate
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crimi{'isll Aactivity. Langdale found that the offenders did not see themsclves as
criminals; in fact they denied having deceived any of the victims. Such case studies,
however, need 1o be tellowed up with quantitative research. It is doubtful whether the
approach followed by Langdale provides the claimed "deeper understanding of

corporate criminal aclivity" (p.16).

Zietz (1981} also reported using a case-study approach with 100 women inmates at 1he
California Institution for Women serving sentences for embezzlement or fraud, She
first inter#iéwed the women and surveyed their prison records in order to examine
whether the same conditions (antecedents) advocated by Cressey (1953} in A Study in
the So‘c:'a! Psychology of Embezzlement: Other People’s Money as necessary for male
. offenders tq:commit offences violating financial trust also apply to female felons.
Cressey's antecedents for financial trust violators who had accepted a position of trust
in good faith are: (1) conceiving of themselves as having & non-sharcable financial
prablem; (2) being "awarc that this problem can be secretly resolved by vislation of the
position of financial trust"; and (3) being able to apply their "own situation

verbalisations which enable them to adjust their conceptions of themselves as trusted

'persons with conceptions of themselves as users of the entrusted funds or property”

(@.30).

Cressey found that the most important of the three antecedents was whether someone
was able to ﬂjnnulate, in advance, a ratiénalisation that would permit them to justify to
themselves violating their position of financial trust. Regarding the nature of the

unshareable financial problem, Zietz (1981:52-61) reported that the following financial



29
problems, also identilicd by Cressey, underpinned the trust violation of the women ib
her study: problems resulting from persenal failure, from business reversals, and
problems involving pressure or persuasion by a significant pcr.;ion. However, Zielz also
found that, unlike Cressey's male trust vielators, none of the women in her study had
been affected by: (1) physical isolation (lhough many had been adversely afl feclc;I by
emotional isolation}; (2) problems resulting from employer-employee relalions; or (3}
a desire to gain status. Zielz concluded that the behaviour of the women in her study,
unlike that of the male offenders described by Cressey, "seemed to have a Joan of Arc
quelity. They showed a willingness to be burned at the stake, if necessary, 1o obtain for
a loved one the medical care he needed, or to buy, if possible, the love of a husband

attracted to a younger worman" {p.58).

Having found that the female inmates studied did not share the san* ~haracteristics as
those reported by Cressey {1953) for his heterogencous group of 133 mele financial
trust violators (embezzlement and fraud offenders), Zietz atliempted to develop &
typology of female property offenders in peneral and embezzlement and fraud
offenders in particular, She focused on the “problems" the female incarcerated felons
tried to solve with their embezzlement or fraud and identified two typelogies of such
offenders, The fitst group consisted of a number of subtypes. First, there were "honest"
women who breached financial trust in the context of: (1) shouldering their
responsibilitics as mothers and wives; (2) becatse they were romantic dreamers, ¢.g.,
obsessed with keeping a husband or a lover they loved too much to risk losing; (3}
being greedy opportunists whe defrauded in order 1o meet a financial need, and as a

result came 1o enjoy a new lifestyle they got used to and, conscquently, persisted in
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defrauding in order to go on enjoying the same lifestyle; and (4) wemen who came 1o
violate financial trust as a result of having been pressured into or been persuaded o do

so by another person.

The second glmup of women identified by Zielz also consisted of subtypes. There was
the vindictive type who committed offences in order to benefit herself on the basis that
this was justified by what she perceived to be childhood deprivations or hardships she
experienced as an adult; there was the sccial entrepreneur who perpetrated a variety of -
fraud offences with or without an accomplice, who planned her crimes and justified
them by pointing to similar practices by legitimate entrepreneurs in the business world
or by referring to the criminal avarice of her victitns, Another identified subtype was
the reluctant offender who perpetrated a variety of property offences, but did not feel
particularly responsible for planning them and blamed a husband or a lover as having
pressured or talked her into committing the cimes concemed. Zietz reporied that the
two groups of women differed significantly in how they viewed themselves, in their
motives, in what they valued in [ife and whether they engaged in a criminal lifestyle. A
bésic limitation of this type of research is how to ascertain the reliability of what one is
told in interviews in general, especially by incarcerated felons. Inmates may well have
their ideas about what are _de‘sirablc answers to the questions and numerous factors
influence how people attribute fesponsibi[ity for their behaviour. Zjetz failed to ensure
adequately the reliability of he: data. One way of doing so would be to interview the
spouses/lovers of the women, where applicable. A final limitation of Zietz's study is-
that it is not clear whether the justifications offered by the inmates were the cause or

" the effect of their fraudulent activity. Despite its limitations, that study does provide
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some insight into the thinking of women imprisoned for deception oflences,

Recasting the lypology of female fraud offenders developed by Zietz (1981} in terms
of components of a model of why people commit fraud (sec Figure |, Chapter 4.].1. we
have: (1) motives (e.g., domestic responsibilities, preed, financial pressure, or other
pressure such as emotionat or even revenge on the company by a disgruntied
employee seeking personal justice); and {2) justifications/rationalisations (so as not
to lose a husband/lover, the company deserved it} Of course, given a person with a
motive for committing fraud and being able to justify it to him/herself, an opportunity
is needed for fraud to occur. What is lacking in Zietz's typology is some explanation of
the reasons why, under the same circumstances, other women do not commit fraud. In

other words, what personality attributes of the women rendered them crime-prone in

combination with particular opportunities/conditions.

It can be seen that findings from five of the six studies discussed (the exception being
Weisburd et al., 1990} contradict Gottfredson and Hirschi's general theory of crime. In
other words, white-collar offenders differ from common convicted offenders in lerms
of a number of important demographic and criminal justice characteristics, namely
being older, better educated, likely to be first offenders, to have steady employment

histories and, finally, to be less likely to have an alcohol or illicit drug abuse problem.

In considering these studies, it is important to bear in mind that different findings may
reflect differences in the tesearch method used, such as the definition of white-collar

crime, the lypes of offences examined and whether the criteria of prior criminality or
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recidivist was used. Furthermore, the term embezztement, as used in (he ULS., may
cover a breuder range of offences than in Australia and New Zealand. It s also
important to remember that the studies involve convicted white-eollar offenders. it is
unknown whether such offenders are representative of white-collar offenders in gencral
since only a proportion of such offenders comes to the attention of the authorities and,
of those, a number beat the charges against them or, if convicled, are not sent to prison,
Consequently, a study that focuses on incarcerated fraud offenders, as Benson and
Moore (1992); Marshall et al. (1980); Thomas {1992); Weisburd et al. (1990); Wheeler
et al. (1988) and Zietz (1981} have done, can not justifiably extrapolate its findings to
the general population: of such offenders. The comment made (and which would apply
less to research involving whire-collar offenders investigated and prosecuted by the
police, but not necessarily incarcerated, see Chapter 5) should not be taken to mean
that such research should be dismissed; rather, that it should be treated with caution.
Finally, there is still a lot we do not know about what factors motivate fraud offenders.
Before considering 2 nmber of general theories of crime, it should be pointed out that:

fraud oceurs in many forms. A great deal of the published literature on fraud

uses the term very loosely, often as a synonym for, or in the context of

discussion of, white-collar crime, i.e., crimes against business. However, not all

frauds would be classified as white-collar crimes (especially if they occur

outside an occupational context) and there are white-collar crimes other than

fraud. Fraud can also occur in the context of comorate crimes or crimes by
business (Edelhertz, 1983; Levi,1987; Geis, 1991}, (Thomas, 1992:123)

On the basis of the preceding discussion it can be concluded that Gottfredson and
Hirschi's general theory of crime is inadequate in explaining fraud. Therefore, auditors
wishing to improve their knowledge about why fraud eceurs should consider other

theories of criminal behaviour which have been proposed from different perspectives,
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A discussion of such theories follows bul it needs 1o be poinied out that the theorics
concerned have not been tested on white-collar criminals. In the context of the present
thesis, the justitication ol discussing these theories is that they provide uselul pieces of

the jigsaw puzzle of fraud actiology.
3.0 PSYCHOLOGICAL THEORIES OF CRIMINAL BEHAVIOUR

Psychologists' interest in crime goes back to the end of the nineleenth century. As
Thomas (1992) points out, psychologists "do not appear to have considered fraud in the
context of white collar erime in much detail” {(p.123). In fact, as Blackbum (1993:2)
reminds us, "crime has always been a minority interest among psychologists”,
Psychological research into criminal behaviour has concentrated on who becomes a
criminal and why. Generally, psychologists have put forward pesitivistic explanations
of criminal behaviour. Thus, they are subject to the same criticisms mentioned earlier
with reference to positivism. [t should be noted that critics of psychological theories
tend to lump them together. I—Ir-i;.vcver, as shown below, this can not be justified

because such theories differ significantly.

In considering the psychological theories discussed below, one should remember that
there is disagreement among criminologists as to whether researchers should be
focusing on offenders, offences or both. The usefilness of psychologists' concern with
individual offenders is appreciated more when one remembers thalt "acts and
tendencies ... call for difterent kinds of explanation" (p.22). It should be emphasised

that psychologists are interested in explaining individual differences. In this way, they
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supplement the sociclogists' fbeus on social and cultural factors as determinants of
criminal behaviour. Afler all, individuals wha are brought up in the sume environment

do not neeessarily exhibit the same behaviour.

31  Self cnnéeptiestcnm:‘im:lgc and criminal behaviour’

Behaviouristic psychologists, who like to explain behaviour in terms of conditioning,
frovn upon the notion of the seif as a separate "I" or "me" which people experience
subjectively. Social cognitive theorists (see Bandura, 1989) conceive of the self a5 a
structure that processes information actively, In other words, it is viewed as a cognitive
schema. According to Blackbum (1993), the concept "refers to knowledge and beliefs
about oneself including attitudes of affective regard or selfesteem. Since the self is
generally believed (o derive from and mediate social interaction, a deviant self-concept
may also mediate antisocial behaviour" (Wells, 1978:197). Psychologists have
constructed instruments that measure self-esteem (see Eyo's, 1981, "Tennesse Self
Concept Scale"), Self-esteem is part of a person's social identity and is said to be
inversely correlated with a person's degree of neuroticism (Watson and Clark, 1984).
As mentioned below, newroticism is a personality trait considered by Eysenck (1977)

to be associated with criminal behaviour,

There are conflicting views about the exact nature of the relationship between self
concept and criminal behaviour. One such theory is that a positive self concept
instlates against deviant influences (Reckless and Dinitz, 1967), Another vicw is that

people will commit offences if they believe that in doing so their seli-image will not

7 This scction draws on Blackbum {1993:197-200).



31
sulfer. When one's self-esteem is low, one is more likely to commit deviant acts such
as cheating when an opporlunily presents itsell’ (f:jliscn, 19723, Other suthors (sec
Howetls, 1978) argzue that people are molivated to maintain their self-csteem or 1o
augment it, even if it means commilling deviant acis such as crimes. Finally,
researchers have reported a significan! correlation between low self-esteem/nepative
itnage and non-conformity in young eflfenders (Richman, Brown and Clark, 1984) and
between low self-esteem and cheating (Aronson and Mettee, 1968 - cited in Feldman,
1993:287-288). One explanation as to why there are such conflicting views (and no
identifiable prevailing or current view) belween sclf imagefesteern and deviant
behaviour/offending is that there is "a lack of an adequate theory of self concept”

(Blackburn, 1993:199).

Social identity theory {Tajfel and Tumer, 1986} provides an explanation for the
relationship between one's self-categorisation and behaviour, This theory maintains
that much of people's social behaviour is motivated by the desire te understand and
evaluate one's self, and that this desire is satisfied through social categorisation and
social comparison. Social categorisation refers to how people simplify a complex
social world by placing themselves and others into categories such as pender or
successful businesseperson. Thus, one's social identity is defined by the sociat
categorisation process. According to Vivian and Brown (1995), together with the need
for self-evaluation and understanding, there may be a need for "self-enhancement”, In
other wruds, people are motivated by the desire to know and evaluate themselves
favourably in relation to others, to have a positive social identity and behave

accordingly (see below).
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Drawing on the psychology of seli~concept and social identity, one could hypothesise
that someone in management who regards themselves as compelent and a high-
achiever and is accepled as such by their colleagues enjoys high self-esteem. H such a
person comes 10 perceive him/herself as having failed as a professional because the
company is facing imminent bankruptcy histher self-esteem will be low, he will
accordingly be under pressure, and may well commit fraud to re-establish histher seif

image/esteem/social identity (Kaplan, 1930).

3.2 Personality and criminal behaviour i
3.2.1 Eysenck’s Theory

Mad__cf.l (1980) defines personality as a set of characteristics, tendencies and
tem;;eramcnt that have been formed by inheritance and by social, cultural, and
cavironmental factors. On the basis of his assessment of available empirical findings
from a number of criminological studies of offenders under the age of 21°, Feldman
(1993:160) states that "there seems, then, some basis for expecting personality
measures to correlate with criminal behavior and to discriminate between offenders
and controls", One view is that certain persenality characteristics (e.g., being a ncuretic
extrovert, high on psychopathy, having a weak ego or inadequate superego, or being
characterised by criminal thinking patterns’) facilitate the commission of antisocial
acts. In other words crime-prone individuals possess ceriain identifiable

charactetistics/traits.

B See, for example, McCord (1979).



11

Caspl et al. (1994) examined the relationship between personality traits and crime in
two studies. in New Zealand, they studied 18-year old males and females from an
entire birth cohort. [n the 1U.S,, they studied an cthnically diverse group of 12 and 13
year old boys. 1n both studies they used personality tests (Multidimensional Personality
Questionnaire (MPQ)} and a number of independent measures of delinguent behaviour;
police records of contact, court records of convictions, sclf-reports, and reports from
independent informants, parents and teachers (pp.166-7). Caspi et al. found that,
irrespective of country, age cohort, gender and race, those high on Negative
Emotionality (the tendency to experience negative emotional states') and weak on
constraint {i.e., having a strong tendency to behave impulsively) were more delinguent.
Crime prognoses in terms of distinct personality traits, however, has not been

examined with aduit white-collar offenders.

A well-known theory of personality and crime was pul forward by Eysenck (1977) and
it is known as the Eysenck theory of crime and delinquency. This theory (unlike
psychodynamic theoties such as that of Sigmund Freud - see below) is stated in a way
that makes it possible to falsify it. Eysenck's starting position is that human beings are
by nature antisocial, i.e., hedonistic, egocentric and destructive, Therefore, he asks:
why daoesn't everybody commit certain criminal acts? In other words, what is it that
stops peaple from committing criminal offences? His answer is that it is people's

conscience, which he takes to be a conditioned reflex. According 1o Eysenck, an

9 See Blackburn (1993) for a diszussion of the relevant literature. .

10 Persons high an “negative emotionality” are said by Caspi et al, (1994:169} to have a "low gencral
threshold for the cxperience of negative cmotions such as fear, anxicty, and anger and fend lo break down
under siress”,
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individual's personality can be measuvred on three dimcnsions:. extroversion (1),
neuroticism (N) and psychoticism (P). Each of these personality traits is said to have a
biological basis and the three personality traits can be measured using the Eysenck

Personality Inventory (EPI)".

This section draws on Feldman's (1993) and Blackburn's (1993) discussion of

Eysenck's theory. The three determinant variables are:

i, Extroverts (E) are said to be low on cortical arousal (i.e., brain stimulation) and
a high score on E points to a person who {in contrast to an introvert) is sociable,
active, optimistic, outgoing and impuisive. Individuals who are high on E are
said to be difficult to condition, will not have a strong conscience and,
consequently, will show higher levels of criminal behaviour.

ii. The individual who is high on neuroticism (N} has a labile autonomic nervous
system (i.e., jumpy), which overreacts to painful stimuli (¢.g., when being

~ punished for behaving in a particular way) and thus interferes with
conditioning. They are prone to mood fluchitions, are sensitive to criticism,
are anxious, restless, and rigid. A high N score is said to be associated with
higher levels of eriminal activity.

ili.  As far as psychoticism (P) is concemed, people high on this characteristic tend

to be loners who search for pleasure, are social misfits and do not feel remorse

11 Sea Blackbum {1993), Feldman (1993) and Williams {1991) for detailed descriplions and appraisals of the
theory.
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for the trouble they cause others and, finlly, are incapable of empathy. A high

P score is also said to correlate with higher levels of offending,

Eysenck's theory predicts that offenders will have higher E, N and P scores. Studies
which have tested thiz hypothesls, comparing, for example, prisoners and, nen-
offenders as well as studies of self-report offending, have reported conflicting

findings".

Fartington, Biron and Le Blanc (1982) reviewed 16 studies (including Allsopp and
Feldman, 1974, Bartol and Holanchock, 1979; Buikhuisen and Hemmel, 1972;
" Eysenck and Eysenck, 1970, Farrington, 1979) which cémpared offenders with police
records and control groups. They concluded that while in most of the studies the
officially-known offenders scored higher on P and N, seven studies which used a self-
report measure of offending reported a significant positive correlation with E, a smaller
number of studies reported a aignificant positive correlation with P and, finally, there
was no unequivocal relationship reported for N and offending. On the basis of their
own test of Eysenck's theory in London and Montreal, Farrington et al. concluded that

it lacked empirical support.

Eysenck's theory hes been criticised by Blackbum (1993) on a number of grounds. The
following are some ef the major criticisms made by Blackburn: (1) it only considers
punishment and ignores the importance of praise, positive reinforcement, in shaping

one's behaviour; (2) the EPI can be faked; (3) the P dimension as described by Eysenck

12 gre Blackbym, 1993, for discussion of such sludics,
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contains a lot of ambiguities; and (4) it ignores the importance of social faclors in

+ pxplaining criminal behaviour,

Blackburn (1993:127) concludes his comprehensive evaluation of Eysenck's lhcod by

stating that;

It must be concluded that Eysenck's theory of criminality is not well supparted
... the cnicial prediction that the ranks of criminals are swelied by extroverts has

not been upheld with sufficient consistency to justify confidence in the theory,

Eysenck's theory has not been tested with white-collar criminals. On the basis of this

theory one would argue that:

i, not forgetting individual differences reparding one's E, N and P score and crime
proneness, people would not feel guilty about perpetrating white-collar crimes
such as fraud because they have not been conditioned through punishment to
feel enough anxiety about it 5o as not to commit such acts; and

it white-collar erime is very widespread because most peoﬁle do not disapprove

of it.

While fraud “victimisation studies support (ii)”> whether white-collar offenders in

general and fraud perpetrators in particular feel remorse about their offending remains

13 See Crossey (1986), Dirkis and Nichol (1996).
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an empirical question. Chapler 5 reports findings relevant to .1his isste, l-lyscr;ck's
theory sugpests IIsomc ways that fink personality traits and criminal behaviour, [,imit;‘:i(__j
support for E,ysenck's.lhcmjv is found in the rescarch finding that psychopaths are very -
similar to the cxtrcmeljr extroverled individuals described by Eysenck (Bartol and
Bﬁrto], !994;323). Psychopathy is a controversial persoﬁalily trail much discussed by

psychologists and criminologists alike.

3.2.2 The psychopath and crime

Psychopath is a elinical term which has some validity as a behavioural pattern that is
both identifiable and distinet. Psychopathy is often measured with the Psycho;ialhy
Checklist (Hare, 1991). According in Bartel and Bartol, psychopaths are generally of
average or above-average Intelligence, sociable, appear friendly, likeablk, well
educated with broad knowledge and iﬁterests (p.323). Additional features of the
ﬁsychopath include an ability to remain calm and collected under extremely stressful
conditions, they do not fecl anxious, do not have a genuine sense of humour, and they
appear emotionally flat (p.323). Behavioural patteins typical of psychopaths include:
an inability to love and be affectionate towards others and to be extremely selfish; they
are unable to learn from their mistakes and, when drunk, they "become vulpar,
domineering, loud and boisterous" (2323). Psychopaths are constantly under-aroused
neuro-physiologically so they have an insatiable need for stimulation, cxcitement and,
in this sense, they are very similar to the extremely extroverted individuals deseribed
by B}'seﬁr:k. In psychoanalytic termas, a psychopath hus a weak superego [see below)

(Glover, 1?60).
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Psychopaths should not, be confused with seciopathy or people with an anti-secial
personality disorder (A'D), As Bariol and Bartol (1994:323) point out, the terms
sociopath and APD are commonly used to refer to recidivist offenders who exhibit a
distinet inability to learn fiom experience. The psychopath, despite also sharing an

apparent inability to learn from experience, may or may not commit criminal offences.

Most peopie would find psychopaths difficult to live or work with because they arc
irresponsible, unpredictable and thus unreliable. Their behaviour follows a cyclical
pattern in that for a period of time a psychopath will appear responsible and be
successful at whatever hefshe is doing. However, quite unexpectedly, he/she will do
something which endangers his/her status imespective of the importance of the
accasion and however serious the consequences of his/her impulsive behaviour,
"Because of this cyelical pattern, psychopaths rarely pursue consistent, successfil
criminal careers. Rather, they are more likely to participate in capers or hastily planned
crimes that offer immediate satisfaction” (Bartol and Bartol, 1594:323). In the light of
the attributes of the psychopath (e.g,, intelligence, charm, selfishness, lack of anxiety or
remorse, sensitivity to monetary gains and a weak superego), ene could hypothesise a

significant positive relationship between psychopathy and a tendency to commit fraud.

3.2.3 Psychodynamic theory and criminal behaviour
Freud's ideas have influenced thinking in various disciplines. Blackburn (1993:11)
points out that while Freud himself "had litile to say about crime®, other

psychoanaiysts have shown strong interest in criminal behaviour because of their
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general focus on individual pathologies which are expressed in crime. Consequently, a
number of psychoanatytically-oriented authors have expressed views on causes of

crime, however, there is no single psychounatytic theory of crime (p.)1}).

Like Eysenck, Freud regarded people as antisocial by nature. This is because humans,
whose behaviour is largely determined by how unconscious canflicts are resolved, are
born with instincis {c.g., aggressive, sexual, death) that demand satisfaction. Freud
advocated three personality structures and maintained that a child pgoes through a
number of stages of psychosexual development (oral, anal, phallic), each of which is
characterised by an erotogenic zone (j.c., a part of the body which can be the source of
sexual p]easr;llre}. The first component of the personality structure is the id. This stands
for our instincts. Inevitably, the id conflicts with demands imposed by our social
natures. The need to control the demands of the id gives rise to the ego which mediates
between the /d and external reality. The ego can thus delay satisfying the demands of
the id using fantasy and planning. In additien, the ego has ai its disposal a number of
defence mechanisms to help deal with conflicts experienced by an individual, The
defence mechanisms include: denial, repression, regression, projection, displacement,

sublimation and reaction formation.

An individual's superego represents the norms of his/her parents and social proups. The '
superego consists of two parts: a set of moral principles, a conscience, vielation of
which gives rise to guilt, and an cgo-ideal, i.e., standards 10 which the self aspires,
which provide the ego wilh values and goals (Blackbum, 1993:112). il the ids

demands are incompatible with a person’s conscience, then the ego must cither
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neuteakise them or prevent them from reaching consciousness through the epo's defence
mechanisms. For example, if the id's demand is for someone to be aggressive lowards a
person lhey consider morally wrong to atlack, then if this wish breaks threugh into
consciousness or is acted upon, the person will experience puilt. The ego, therefore,
needs to neutralise the energy generated by the id's wish or redirect it by, for example,
denying the unconscious wish or repressing it or displacing il. In chauﬁeiling id drives,
the ego is guided by the superego. "Superego formation depends on psychosexual and
ege development through the child's relations with its parents, and is associated with

the resolution of the Oedipal conflict around the age of five" {p.112).

Psycheanalysts explain criminal behaviour in terms of inadequate superego formation
and functioning. More specifically, criminal behaviour may result from a harsh, weak
or deviant superego. According to Blackbumn, 2 person with a harsh superego may
comnit a crime in erder to be punished (p.114), while a weak superego (i.e., a weak
conscience) correlates with a person having a psychopathic personality, i.e., ene which
is egocentric, hedonistic, feels no guilt and cannot empathise. Finally, a deviant
superego is one where a boy has a good relationship with his father, but the father is a
criminal and the boy comes to adopt the father's norms and behaviour. People with a
ﬁeak superego, i.e,, those who have an underdeveloped conscience, are less able to
channel their energies into socially approved pursuits and thus feel no guilt when

_ committing antisocial acts (Albrecht, Romney, Cherrington, Payne and Roe, 1982:32).

Blackburn (1993) points out one mejor weakness of Freudian theery, namcly that it

dees not provide a comprehensive theory of crime because it not only fails to account
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for several [emtures of elfenders such as (heir age but, also, nol atl examples of criminal
behaviour can be auributed 10 unconscious conflicts - the act is that many crimes
involve rationa) decision making (pp.115,116). In other words, Freudian theory
overernphasises unconscious processes. Other major weaknesses of orthodox Freudian
theory are: (1) it ipnares the importance of influgnces on a person'’s behaviour during
adolescence and later on; (2) it is not clear whether eriminal behaviour is a
consequence or a cause of neurotic conflicts experienced by individuals; (3) it
overemphasises the importance of unconscious processes; and (4) it is not possible 10
ascertain the effectiveness of psychoanalysis as a method of helping a person resolve

their unconscious conflicts,

Despite such weaknesses, Blackbum {1993) concludes that:
the psychodynamic hypotheses cannot be rejected out of hand. Psychoanalysis
is the only theoty which attempts to deal systematically with the phenomenon
of affective experience, and contrary to the somewhat overdone positivist
critiques, the theory has proved 1o be falsifiable, and has withstood the test in
several respects ... The resistance of psychologists to the notion of unconseious

processes has also begun to dissipate ... and with the “copgnitive' revolulion,
psychology has moved closer to psychoanalysis ... (p.116)

To the best of the author's knowledge, none of the psychological theories considered
above have been tested in the context of white-collar crime. Each provides a useful
insight into personality attributes of crime-prone individuals and thus goes some way
towards explaining why pecple commit crimes. Such knowledge cnables us to expand
on existing models of the aetiology of fraud which, for example, talk about "attitudes”
and "motivations" (Loebbecke et al,, 1989) as a neoessary prerequisite for fraud to take

place, but fail to locate their explanation within a conceptual framework, trcating the
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individuatl fraud olfender in a vacuum,

In summary, it can be argued that the personality of the individual offender may be o
significant eomponent of a psychological explanation as to why people commit fraud.
The psychelogical perspectives discussed provide some useful picces to tonstnet the

personality mosaic of fraud-prone individuals. These include:

. weak ;ﬁpcrcgofloxv self-control;

. low self-esteermy;

. not being attached to other people;
. egocentricity;

. lying;

. lack of anxiety and empathy;

. over-sensitivity to monetary gain;

. need for excitement;

. being indifferent to the consequences of one's behaviour; and
. impulsivity.

This list does not suggest that an individual must possess all the attributes for fraud 1o
occur, Possessing some of them can be enough under the right circumstances of

envirenmentat opportunity and conditions.
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40 SOCHILOGICAL THEQRIES OF CRIMINAL BEHAVIOUR

Sociolopists have been concerned with which social groups become delinguent. Most
sociological theories of crime have been concerned with explaining juvenile
delinquency by lower-class male offenders. Such theorics can be prouped into
"leaming”, “strain”, "control”, “abelling”, "conflict" and "radical' theories,
Sociologists researching crime have traditionally been interested in identifying causes
of delinguency in social structure and cultural factors (Blackburn, 1993:87). In other
words, "they have emphasised the causal processes in the social environment” (p.88).
This section considers three well-known sociological theories of crime: (1} differential
association; (2) control theory; and, finally, (3) theory of drift (see Blackburm, 1993;

Feldman, 1993, and Williams, 1991, for reviews of sociological theories of crime).

4,1  Differential association

In an attempt to explain white-collar crime (i.e., criminal r;ffences by persons of high
socioeconomic status), Edwin Suthertand (1939), put ibrﬁmd the theory of differential
association {Sutherland and Cressey, 1970). This is a leaming theory which explains
criminality by asserting that crime is learned primarily by association with others. Such
learning i5 said to take place in small groups and involves both the cchniques for
committing a particular crime as well as the values, attitudes, rationalisations and
motives necessary for its commission, Williams, (1991:195) indicates that, "whether a
person takes part in criminal activities depends on the amount of contact they have
with criminal activities or with those who support or are sympathetic towards criminal

activities".
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The nation of differential association is useful in understanding the professional coreer
conman who intentionally sels out to victimise a compuny. Such an offender would
often get himv/herself into a position of trust within the company {sometimes by forging
qualifications and work references or would set up a company lo prey on other
company by exploiting the trust he/she manages to establish} or vis-g-vis the company.
In their association with other criminals, such offenders can acquire skills and
techniques useful in committing fraud, such as how to produce forgeries of various
documents and how to otherwise deceive financial institutions. Ancther example of
how the notion of differential association can be applied to the actiology of
management fraud is by focusing attention on the importance of the corporate culture
that often condones unethical and illegal means of acquiring wealth, whether for
oneself or the company. Adopting such a perspective, for example, might lead a
researcher to ask about the processes by which a manager becomes aware of and
adopts the norm that "it is okay to use insider information to trade in shares™. A final
example of how the type of peoﬁ]e one associates with can facilitate the commission of
fraud is the case where someone in a position of trust in a company that is vulnerable
to fraud victimisation (e.p., due t& weak internal controls) is befriended by a non-
employee of the company (¢.g., a real estate agent) apd together they embark on a scam

to defraud the company.

Williams (1991) discusses a numbér of criticiszns of differential association theory

(pp.197-198): :



ii.

iii.

iv.

vi.

vii.
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[1 cannot account for the first time u crime is committed because i the
behaviour does not exisl, il cannol be learned.
It does not cater for individual differences when il comes to being influenced

by one's associates. As Blackburn (1993:90) points out, differential q"‘lsocialiun

is "an incomplete theory, since it rests on vague psychological a.'iélﬁmplions
about human learning".

It cannct account for crimes committed by individuals who have not associated
with criminals or. people who hold similar attitudes. Of course, as Williams
points out, behaviour may be leamed through observing others, watching
ielevision, from books, etc.

"A further criticism is that this approach cannot explain irrational, impulsive,
opporfunist or passionate criminals, who would thenibe acling due to one of
those factors rather than as a result of anything they have learnt" {p.197).

It is impossible to measure the effect of differential association as an
explanation of why an individual has committed a particular crime.

One cannot, on the basis of this theory, decide whether differential associalion
is the cause or the effect of a person's criminal activities.

Finally, differential association, as formulated by Sutherland (1939) and
Sutherland and Cressey (1970), is not “concemed with the process of acquiring
criminal attitudes and behaviors”" or "with their performance and long-term

maintenance" (Feldman, 1993:234).

Despite the above criticisms, according to Williams (1991:§98) and Blackbum

(1993:90), there is evidence for a link between differential association and criminal
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behaviour. The thieory appears to be more useful in explaining white-collar ar corporale
crime. One could hypothesise, for example, that new business executives are
"inducted" into the "executive subculture” and this includes altitudes and norms which
are conducive for the commission of certain white-collar offences, Furthermore,
placing one's self into the catepory of successful company director, bank manager,
solicitor, or accountant, defines one's social identity favourably relative to what others

in a similar oceupatienal position enjoy in life.

42  Control theory

Control theorists in sociological criminology {e.g., Hirschi, 1969), iike their
counterparts within criminological psychology, start with the assumption that people
are born free to break the law and that criminal activity is natural since the uncontrolled
human tendency is to look for pleasure and avoid pain. The search for an account of
why people commit offences is a search for constraints and/or controls on behaviour.
Hirschi {1969} argued that four elements are necessary for someone to be a law-abiding

citizen:

i Attachment to other people, Evidence for this is to be found in one's conscience
and the norms one has come to adopt, as well as whether one cares about what
others think,

ii. To develop a commitment to conventional goals and the responsibilities that fo
with them.

iii.  To be involved in conventional activities which are incompatible with law-

breaking.
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iv.  To have a belicf “in the moral validity of conventional values” (Blackburn,

1993:92).

According 1o Hirschi (1969), these four clements are important because they are

associated with the bond between a person and society. If this bond is weak an

M
‘i

individual will exhibit crintinal behaviour.

Hirschi (1969} does not provide details about how bonds develop ar break down or
how weak bonds preduce criminal behaviour or why an individual selects one kind of
criminal activity rather than another {Williams, 1991:250). Blackbum (1993:92) states
that empirical studies have reported conflicting findings regarding the negative relation
between bonding elements and delinquency that control theory would predict. Finally,
criminologists disagree on whether control theory can account for crimes such as
Watergate and oil sanction busting in Rhedesia that are committed by the powerful

(Box, 1981-cited by Williams, 1991:262).

43  Theory of drilt

The American sociologist Matza (1969) reintroduced the notion of free will into
criminological theorising with the idea of "drift". Matza's theory maintains that
individuals choose to drift in and out of criminal behaviour or, to put it differently, to
 drift between law-abiding and criminal behaviour. In other words, offenders are not
committed to criminal behaviour, Matza, too, has been concerned with explaining
juvenite delinquency. His theory, however, has applications to adult offenders

(Williams, 1991:239). According to Matza, there are constraints on offending and the
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state of drift is reached by means of o number of technigues of newtralisation. These

are justifications which explain or neutralise the offenders’ criminal behaviour. Mare+

specifically, they enable individuals to:

jii.

v.

Deny responsibitity for their offending by blaming factors beyond their control

{such as poverty, their family backgreund, influence of friends and so forth) for

~their behaviour.

Claim that no ane has been harnmied by the crime(s) concerned because, for
example, the victim can afford the financial loss and/or the insurance company
will pay.

Claim the victim deserved the harm caused because, for example, the victim
also commits offences and/or because he/or she or the company provoked the
offence.

Condemn the coridemners by claiming that they too commit erimes so they are
in no moral position to condemn the offender and, finally,

Claim greater Joyalty to a particular group, This justification may be used by
delinquents to refer to their loyalty to a street gang, but a white-collar criminal
could use loyalty to his/her company or family in order to justify a particular
crime. This does not mean, however, that either the street gang or a company
actually demands that a member or an employee commit a crime. Rather, the

choice is up to the individual,

Matza's techniques of neutralisation are no different from the no_lion of rationalisations,

 justifications put forward by Albrecht, et. al, (1995) or Cressey (1953, 1986) to explain
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why people commit fraud. The theory explains how it is possible for someone to lead a
double [(ile, commit [raud and sce themselves as respectable members of the
communily, There is empirical support for his view that individuals are not necessarily
committed to either criminal or law-abiding behaviour {Williams, 1991:242) and the
theory is not deterministic in its predictions. As Williams (1991) puts it, most
delinguents "have some area of choice as to whether they will perform criminal acts
when both the opportunity and the temptation arise” (p.243).

It is possible for someone to initially get inte trouble financially and, as a result, drift
into criminal behaviowr, For example, a bank manager may decide to lend someone
more money than is justified by the type of security provided, in the hope that the
excess funds will soon be paid back andfor because, dug to a very heavy workload
and/or incompetence as a manager, he/she had no time to do the necessary paperwerk
that would render the loan objectionable, Subsequently, however, the loan is not repaid
ancll,_'the manager ends up stealing from the bank to cover up the bank loan decision. In
rjj};: sense, a person may be said to “drift in" to fraud rather than to commit the crime(s)
tlill.';{‘the basis of a rational, frec-willed decision.

In concluding this brief discussion of these three well-known sociological theories of
crime, it can be said that theories which attempt 1o expiain juvenile delinquency can
not readily be used to account for white-collar offenders and why they offend.
However, particular concepts from these theories (e.g., differential association, weak
self-control, a person's rationalisations that render criminal behaviour possible) can be

used to explain causes of white-collar crime.
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- 5,0 . ASITUATIONAL THREORY OF FRAUD

Unlike the psychelogical and sociclogical theories of crime, which treat compliance
with the law as a consequence of internalised norms or moral prohibitions, the
situational approach to criminal behaviour is concerned with crime prevention (see
Clarke, 1980; Clarke and Mayhew, 1980). More specifically, it "sees crime as the
outcome of immediate choices and decisions, and {...] focuses on the proximal rather
than the distal influences on crimes as specific events” (Blackbumn, 1993:104}. Without
ignoring the importance of individual differences, advocates of the situationat approach
do not assume environmental determinism. The situational approach to understanding
why people comumit crime developed out of a disillusionment with theories that assume

crime is the resuit of some disposition of the individual (p.104).

Seen from this perspective, the career, professional fraud off'ender is motivated to
exploit and, if need be, to create opportunities. Most frauds, like most crimes géneral]y,
are best understood as "rational action performed by fairly ordinary people acting
under particular pressures and exposed to specific opporfunities and situational
improvements” (Hough, Clarke and Mayhew, 1980 - cited by Blackburn, 1953:104).
Conceptualising fraud offendets as rational decision makers focuses on the agtiology of
fraud as the result of benefits outweighing the costs and could well lead one to
advocate the use of deterrents to reduce fraud viclimisation. Fraud reduction could be
achieved by increasing one's subjective perception of risk of apprehension and severity
of likely penalty upon conviction, so that the calculaied costs of punishment are

significantly greater than the individual's subjective benefits or profits of the fraud (See
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Braithwaite, 1989). '
I 60° THE AETIOLOGY OF FRAUD: WHAT EXPLANATION?

Historically, it appears that fraud is more prominent when there is a recession, or an

avalanche of corporate collapses (Clolery 1993). KPMG's (1995b) report of Canada’s
1,000 largest companies indicates the following reasons for alleged increases in__!_'raud

{multiple responses):

I economic pressures - $8%;

ii. weakening of society's values - 70%;
ili.  more sophisticated criminals - 56%;
iv, lack of emphasis on prevention - 51%;
v. staff downmsizing - 50%; and

lack of government intervention - 11%.

=.

There may be cultural factors affecting the determinants of fraud. An international
survey conducted by KPMG (1996:8) atiributed the major reason for the increase in
fraud to be "society’s weakening values. This was the number one reason given by the
regions of Hong Kong, Middle East/Asia, Europe and Australasia, Consistent with the
Canadian survey, North America and Africa listed economic pressures as the major

reason for the expected increase™.
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':I'i'li‘hc preceding discussion has shown that lraud offenders are different from common
affenders in terins of a number of demographic and criminal activity characteristics.
Despite a number of criticisms that can be levelicd apainst the psychological and
sociological theories of crime, cach thecory has somcthing to contribule to our
understanding of the reasons people commit crimes. This knowlcdge can be
supplemented through the situational approach, which highlights situational factars and

conditions providing epportunities for crime.

Prior research in criminology indicates that a single theory can not account for a broad
range of criminal behaviours. Given that the term "fraud” cavers a list of diverse
situations and individuals, and because serious fraud offenders do not appear to be
veisatile, the best we can do is to provide a multi-disciplinary explanation for specific
types of fraud offences. Elliott and Willingham (1980} also recommend that an
interdisciplinary approach be taken when studying management fraud so as to befter

understant how such acts are committed, by whom, and in what type of organisations.

Reference was made earlier in this chapler to Blackbumn's {1993) argument that
"whether behaviour is a function of a person or a situation depends on what is meant
hy behaviewr" (p.21, emphasis in the original), This point is very important o the

present thesis and, therefore, Blackburn's argument is quoted at length;

‘The ¢laim that behaviour is a function of the situation usually refers to specific
aots. However, a specific act or occurrence must be {at least) a function of the
situation, because it depends on environmental opportunities and conditions: A
could not have hit B without B's presence in that particular context. [t is
therefore tautologous to say that behaviour is "situation specific”, because what
identifies a specific act is the situational context in which it occurs, On the
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other hand, if "behaviour" menns a tendeney, it is clearly a property of the
purpese: it is something he or she carries around with them, which is the
preduct of their prior history, Terms such as "sociable” and “aggressive®...
describe tendencies or capacitics residing in the person, which are manifest
only under relevant conditions ... Acts and tendencies therelore call Tor
different kinds of explanations. A specific act is a function of the siluation and
the person. The silwalion is necessary to provide the conditions and
cpporiunities for action, but only the person has the power to produce (hat
action ... traits are weak predictors of specific acts ... traits summarise average
and likely behaviour, and cannot reasonably be expected to predict single acts,
unless other conditions are known ... Theories of criminal behaviour vary in
whather they focus on crime, as the aggregate of eriminal activities, crimes, as
specific criminal acts or events, or criminality as a disposition to engage in such
acts (Hirschi and Gofifredson, 1988) .. to contrast "situations" and
"dispositions”, or proximal and distal factors, as causes of "crime" is a false
dichotomy. Clearly, early family experience cannot itself explain why an adult
commils a specific criminal act, Equally clearly, some people have strong
criminal dispositions, which can only be explained by prior history, not the
immediate situation, (pp.21-23)

~ The studies cited above report correlates of white-collar crime, and characteristics of

both the person and situational factors, On the basis of such data, one cannot predict
with accuracy who will tum out to be a major fraud offender. What is needed for such
a predictive statement is detailed and reliable data on both characteristics of offenders
and specific situations. If enough such information were available to generale a
predictive model, then one could attempt to provide a probability explanation, i.e., how
was it inevitable that such an act should have taken place? In the absence of such
detailed information on recurring behaviours or because the behaviour in question js a
one-off event, the best one can hope for is a possibility explanation (Walker, 1977),
i.e., how was it possible for someone to commit fraud? By virtue of being narralive,
stich an explanation is of an historical kind. The existing empirical literature on fraud

offenders only allows for possibility explanations. In other words, in attempting to

- provide an answer to the question " Why is fraud committed?", the available chipirical
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literaturi enables us 10 peint to correlates of fraud that make il possible lor the crime Lo
tnke place. Such factars, whether operating alone or in combination, can be said to
facilitate the commission of the crime. We cannot talk about direct single causes of
fraud on the basis of relevant theories in criminology, psychology or sociology because
no single feature of a person or a situation makes it inevitable that fraud will be
committed. Rather, fraud is more likely 1o be the resull of multiple factors operating

contemporaneously.

70  CONCLUSION

;
I
This chapter has shown that & number of criminal behaviour correlates relevant to the

offender's personality and situational factors have been identified by psychologists,
criminologists and sociologists. The characteristics of offenders that are likely to be
related to their criminal behaviour include the following: (a) psychological (weak
superepoflow self-control, low self-esteem, not being attached to other people,
egocentricity, lying, lack of anxiety and empathy, over-sensitivity lo monetary gain,
need for excitement, being indifferent to the consequences of one's behaviour; and
impuisivity) ; and (b) sociological (one's associates, being part of a criminogenic
corporate culture, possessing techniques of neutralising one’s guilt, and finally being
prepared to exploit opportunities). Without ipnoring the fact that the theories of
criminal behaviour discussed have not been tested on white-collar offenders the present
thesis argucs that such correlates of criminal behaviour are also o be found among
~fraud offenders. The personality correlates of fraud identified together with the varions

motives discussed in the next chapter enable us to talk about fraud-prone individuals,
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The notion of fraud-proncness is used to refer mainly to a person with low sell-control
who is motivated to commil i muﬂ. One's level of self-control (which renders a person
crime-pronce) in combination with crime oppdnuniiy appears to be worth investigating
further as onc mechanism that affects crime. The existence of an upportun-ily and
pressure on someone to commit fraud are not enough to account for individual

differences in who does or does not commit fraud.

Given the importance of an individual’s personality and motives in any attempt to
explain individual differences in why people commit fraud, as well as situational
factots (e.g., opportunity), aetiological factors of fraud identified in this chapter are
incorporated in the mode] proposed in Chapter 4 and tested in the research reported in

Chapter 5.



CUHAPTER 3

AUDITORS AND FRAUD DETECTION

CHAPTER SUMMARY

The first part of this chapter discusscs why fraud is nol detceted by auditors as
frequently as financial statement users would like them 1o, The focus js then shifted 1o
a critical evaluation of a number of approaches to fraud detection, including Loehbecke

et al.'s {1989) frand assessment model, and the cognitive approach.

1.0  WHY FRAUDIS DIFFECULT TO DETECT

Due to the natore of auditing and its inherent limitations, fraud is very difficult to
detect. Inlereslingly, 2 survey of British accountants by the Audit Faculty of the
ICAEW found that the twe arcas considered os the mest difficult to delect were
transactions with related partics and manipulatien of computer programs ("Fraud
Fears", 1997:13). One reason {raud is difficult to detect is because it may be committed
by people who are familiar with accounting procedures and can cover it up, In addition,

auditors do not have the:

requisite education and background fo rccognise ils characteristics ... [and]
because of the limited amount of time an auditor spends looking at the records
of a business, he or she typically does not have the time or inclination to revicw
the personal characteristics and lifestyle of possible white-collar criminals.
(Wells, 1993:93-94)
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Wells also mentions that there is 4 built-in confliet since auditors are usked Lo
investigate upper management who indirce(ly are the same group that hired them.
More importanily, why should they spend a lot of time detecling fraud when il they do
there is the "spectre of protracted litigation, grand juries, and trials, and one

immediately sees why the auditor may hape the issue of fraud never sees the light of

day" (p.94).

Another reason fraud is difficult to detect is because auditors do not possess the
necessary skills. In fact, the U.K.'s APB discussion paper (APB, 1992) identified the

auditors' lack of skills as a key issue giving a cause for concern,

Knox, Deputy Director of the serious fraud office (1994), believes that auditors fail to

detect fraud for the following reasons:

i the scape of audit testing and inquiries were inadequate;

ii. the scope of the auditors’ work has been restricted by management;
jid. the auditors have failed to understand the company's business;

iv.  failure to identify related party transactions;

V. reliance on uncorrcborated representations fiom management; and

vi. = deceptions practised on auditors. (p,128)

A further difficulty is time pressure. The AICPA (1978:114-121) recognised that the
lime pressure auditors face leads to increased relince on  management's

representations, Furthermore, due to tight reporting deadlines, senior personnel are
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spread too thin, hence having an impact on Whe cffectiveness of the audit. “T'e illustrate,
Elliott and Willingham {1980:31) believe thal "large lransactions near the end of a
reporting period bave been a feature of a number of {raud cases”. Time pressure,
however, may well prevent the anditor from following up large, unusual and infrequent
transactions. Such transactions need 1o be {ollowed up and mcasures should also be
considered by the auditor to cnsure that tight year end deadlines will not be

expericnced.

Despite the above-mentioned difficulties, there are some auditors who are able to
detect fraud even though it might be well hidden (Bell, Szykowney, and Willingham,

1921; Jamal, 1991; and Johnson, Grazioli, Jamal and Zualkerman, 1992).

2.0 APPROACHES TO ENHANCING FRAUD DETECTION BY

AUDITORS

A number of models have been developed to assist auditors to obtain expertise in fraud
detection, even though it is a rather infrequent experience for them (Loebbecke et al.,

1989).

Different authors on the subject of fraud detection have 1aken different approaches and
put forward a range of different suggestions aimed at enabling auditors to be more
effective in detecting fraud, These can be differentiated into general approaches and

specific models.
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21  General approaches

There is a growing supply of published 1exts on how to detect and/or investigate Traud
(see Albrecht et al., 1995; Bologna, Lindquist, and Wells, 1993; Huntington and Davis,
1995; and Thomhill, 1995). Simiiarly, some of the Big Five firms have recognised the
aced to survey fraud victimisation (see Emst and Young, 1996 and KPMG, 1996;

19955 and b; 1993a and b), and offer fraud awareness training to their clients.

Arthur (1995) maintains that for external auditors to be proficient at detecting fraud,
they shouid be able to use some of the techniques already developed by pre-emptive
Jraud investigators. According to Arthur, Pre-empiive Froud Investigation "is a review
intended to assess the vulrerability of an organization to fraud” (p.23). On the basis of
his survey of suppliers {security firms) and users (accounting firms) of prc-empli\;c
fraud investigation services, Arthur lists the following requirements for auditors

wishing to be proficient at fraud-detection, they:

i need to develop more effective inter-persona! skills;

ii,  should zcquire investigative work experience;

iii. should use non-finencial information and information external to the
organlisalion under revicw;

iv.  should use subterfuge (e.g., undercover methods, and surveillance); and

v, should adopt 2 more suspicious and proactive attitude towards fraud,
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Finully, he recommends that more experienced and senjor auditors shouk! be used "al
the coal face” to review crucial dotuments and 1o carry out basic tes(s to detect fraud.

One weakness of Arthur's survey is that the security firms whose opinion was sought
about external auditors' fraud detection ability had a vesled interesi in criticising
auditors to justify the pre-emptive fraud invesligations services their companics
provided. Also, it is highly unlikely subterfuge will ever become an acceptable
external audit tool because it raises important cthical and prolessional issues. Finally,
the use of pre-emptive fraud investigation methods will add significantly to the cost of

an audit, a major obstacle to introducing such methods into the audit process.

According to the Association of Ceriified Fraud Examiners Manual (1994:1.601), to
examine company books and records for fraud, one must know and understand the
environment where the entity operates (i.e., the business, the industry, major
customers, the methods of receipts, the procurement methods) and the accounting
system (i.e., the system of intemnzl controls, past, present and future, internal fraud, the

audit trail).

22 Triangle.approach in detecting frand

Saorensen and Sorensen (1980:196-225) discuss a number of auditing approaches that
can be used to detect management fraud, namely the Triangle Model, which comprises
three paris: (1) a strong, involved, investigative board of directors; (2) a sound,
comprchensive system of intemal ¢ontrols; and (3) alert, capable independent auditors.
If any of the points in the triangle do not function properly, the catire triangle will

collapse, and the opportunity for management fraud is increased,
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In order to avoid the (hangle collapsing and the opportunily for fraud increasing
auditors need to audit (he board where the board members do not take an active role in
the company's operations. Auditors need to ascertain the knowledge and understanding
of ils individual board members, and assess the board's compasition and operation
{e.g., how many non-exccutive directors are on the board, and whether board members
attend meetings). In addition, companies should form audit commiltees 1o assure the
adequacy and effectiveness of accounting and other controls as well as the objectivity

of the financial statements.

Sorensen and Sorensen also advocated management involvement in material
transactions. A specific “"review should be made [by the auditors] to determine
management's direct or indirect involvement in material transactions which are
included in financial statements" (Touche Ross, 1976:10). Red flags are tied to
conducive economic factors (e.g., pressure to finance expansion via current earnings
rather than through equity or debt) and business structures (management tendency to
exer! extreme pressure on exccutives to meet budpets), hence a procedure like a
specific review of management involved in material fransactions should be integrated

into the appropriate sections of the basic audil program to avoid over auditing,

They also recommend using the risk-based audil approach, which requires the auditor -
to have an understanding of the overall economy, industry, and environment in which
the client operates and a general knowledge of the operations of the client's business

AUS 304 (AARF, 1995c).
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Elliott and Willingham {1980:38) rccommend that the audil team's detection

elfecliveness can he enhanced by:

it

iii.

iv.

Vi

Improving the "preparation of individuals entering the profession” (p.24).

Audit firms ensuring that they have "measures of individual's sensitivity to
evidence of potential fraud, the measures to be used 1o recruit and promote
auditors with greater regard for their acuily in detecting fraud" (p.25).

Varying the "audit procedures from year to year” (p.25) so that perpetrators of
management fraud do not become familiar with the audit procedures.

Learning auditing procedures that should have been performed in an audit
where fraud is known to have been committed. To illustrate, following the
MecCusker (1990) report on Rothwells, once again the significance of debtors'
confirmations became apparent,

The creation of a database of fraud cases to assist auditors in maintaining
sensitivity to management fraud indicators.

Appointing members to the audit team with a sociology or a psychology
background to question employces on their role in the internal controls, or

interviewing outgoing employees who would least fear reprisals,

Pincus (1594} recommends an individual approach. She claims that auditing firms need

to recruit and select auditors who are sensitive to red flags. 11 is doubtful, however, that

auditing firms can asscss this scnsitivity of auditors. She recommends combining this



03

approach with Sullivan's (1993 - as cited by Pincus, 1994) frontal' and side® approach

in order for auditors to be cffeclive in raud detection.

A practical suggestion abouwt how to cnhance auditors' fraud-detection capacily has
been made by Davidson (1994) whe argues that auditors ought to spend lime in

forensic accounting departiments 1o gain knowledge about fraud detection.

There is undoubtedly a need for the effectiveness of these fraud-detection enhancement

techniques/approaches to be ascertained empirically.

2.3  Maanipulating trade-offs for the auditor

In an attempt to obtain more information on the relationship between the occurrence
and detection of fraud and substantive testing versus compliance testing and audit fees,
an experimental simulation was used by Matsumara and Tucker (1992) to gain some
understanding about factors that impact on fraud detection by aﬁditors. They developed
a theoretical framework drawing on game-theoretic analysis and cconomic
experimentation. The manager moves first by committing fraud. Unaware of the
manager's move, the auditor plans his/her compliance and substantive procedures.
Substantive testing allows the auditor to detect fraud with a probability that increases

with the level of testing (p.753). They examined the importance of four independent

) This approach uses increased "manpower and heavy agtillery + such as larger samples ond more detail tests™
{Pincns, 1994:91). With this approach, while ouditors will deteet (raud, Lhe cost of audiling will increase and, as
Pincus cleims, will have economic ramifications for the companics and the survival of suditing finns.

2 This approach involves gelting the auditors "smarter” about fraud (Pincus, 1994:92). Auditors nced to know
tore about the naturz of the client’s business and 1he industry and nuditing fitms would need to investin their
anditers' iraining and improved decision making,
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variables on the auditors tests of transactions and balances, fruud detection and
incidence of fraud, namely: {1) the uud‘i..lor‘s penally (financial penalty or loss of
reputation); {2) auditing standard requirements; (3) the quality of the intemal control
structure; and (4) the audit fee. They reported the following findings using 39 siudents
(undergraduate business and MBA) as subjects who were asked to play the role of

checker (auditor) and marker (manager):

i Increasing the auditor’s penalty decreased fraud occurrence, decreased tests of
transactions, increased detailed tests of balances, and increased fraud detection.

il Increasing audit procedures increased audit costs, decreased discretionary
testing, increased fraud detection and decreased fraud commission,

SR With strong internal controls, anditors increased tests of transactions and

detected fraud more frequently and managers committed fraud less frequently.

iv, Increasing the audit fee resulted in less fraud due to increased testing being
done.
V., A direct relationship exists between the extent of tests and likelihoed of fraud

detection and, consequently, fraud prevention,

It should be noted that Matsumara and Tucker (1992) focused on irregularities in
general, i.¢, fraud (misrepresentation of fact) and defaleations (misappropriation of
assets). Therefore, as they themselves admit, their findings cannot be generalised to
management fraud (p.754). A methodological weakness of the Matsumara and Tucker
(1992) experimental simulation study is its apparent low exlernal validity because they

used univcrsity' students as subjects. In fact, they concealed the purpose of the study by
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referring to managers as "markers” and auditors as "checkers”.

‘24 The Red-Fiags® Approach
Under this approach, [raud indicators are cues ("red flags") meant to alert an auditor to
the possibility of fraudulent activity, which could have a material impact on the
financial statement in a given circumstance. The use of red flags is evident in textbooks
on fraud detection {Albrecht et al,, 1995, 1982; and Bologna and Lindquist, 1987} and
in auditing standards AUS 216 (AARF, 1995a). Recognising tha auditor's di fliculty in
detecting irregularities including fraud, AUS210 (AARF, 1995a) provides a checklist

of fraud indicators that might alert the auditer to detect an irregularity.

The notion of "red {lags" has been conceptualised by the accounting profession in a
very narrow way. Price Walerhouse (1985:31) defined "red flags" as “potential
.' symptoins existing within the company's business environment that would induce a
higher risk of intentional misstatement of the financial statement” [own emphasis
added]. Such a definition ignores attributes of an individual holding a position of trust
that point to his/her being crime prone, as will be shown later in this thesis (see
Chapters 5 and 6). It also ignores various external pressures which have an impact on

an individual and increase the likelihood of faud being committed.

According to Sorensen and Sorensen {1980), the red flags approach began in the mid-

1970's with To__uche Ross designing a set of warning signs for fraud, Following an

2 Red flags are cucs that may be picked up by external auditors or internal auditers which may put them on
nolize that someone in Lhe company may be cngaged in seme form of froudulent or impropet canduct.
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increase in the expectation that auditors ought to be responsible for fraud detection,
some of the U.8. Big Six [then] audil firms developed the red flags approach within

their practices {Pincus, 1989).

Uretsky (1980:90-91) emphasised that asuditors must be alert for signals that
management lacks integrity®, conditions that may provide a molive for management
fraud, and to signs that fraud has occurred, Red flags are situational indicators, which

indicate that the auditor should be more watchful and suspicious than usual,

According to Elliott and Willingham (1980:28) red flags do not indicate the presence
of fraud, Instead, they represent conditions commonly present in events of fraud and
they therefore suggest that auditors should be more concerned with fraud when such

indicators are present.

Views similar to Elliott and Willingham have been expressed by Johnson, Grazioli aﬁd
Jamal (1993:485), who argued that neither the use of red flags nor the development of
specialised individuals have “been particularly successful" in fraud detection, Johnson
et al. arrived at this conclusion on the basis that the problem of frand detection is better

solved "through reasoning rather than through recognition and experience” (p.486).

4 A questionnaire survey of 156 audilars (rom a [then] Big 6 firm by Shaub and Lawrence (1996) found that
situational factors that increase professional scepticism include: the exisience of a related party Iransaction, client
financial stress, prior client inaccuracics, and prior client-auditor communcation. §t was also found that the
professional sceplicism of the auditors was eounteracied when the client was important to the practice of the
audit firm as a souree of referrals {p.155).
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KPMG's (L993h) fraud survey of (he largest companics in the U.8. found that the most
frequent reason why frauds remained undetected was insensitivity to red Nags, More
specifically, it was found that approximately half of the reported fraud “could have

been detected more quickly had red flags not been ignored" (p.2).

The effectiveness of the red flags approach depends on the auditor's interpretation of
the fraud cues, and its correlation with other evidence found during the audit,
Therefore, communication among audit team members is imperative to enable them 1o
compare, analyse and correlate various signals, For a small audit team this might be
easy, however, for a large audit team iqvolving up o 100 audit staff, tax consultants
and information technology advisers, in .\ arious offices or even states, it will be very
difficult to achieve, As Pincus {1989:155) states, studies {¢.g., Sorensen, Grove and
Selton, 1983; Wallace, 1983; also see Jones and Maher, 1987 - cited by Pincus, 1989)

"have not yet established impressive predictive ability” of the red flags questionnaire.

Pincus (1989} investigated the usefulness of the red flags approach with an
experimental study. One hundred and thirty seven auditors, with an average of 18
months' experience at a large CPA firm, were asked to evaluate the possibility of fraud
during the planning stage of an audit. An actual case was vsed. Subjects were asked to
review a set of detailed background information for an audit client and 1o asscss the
likelihood that material fraud existed. In order to assist their assessment, about half of
the subjects were provided with a red flags questionnaire comprising 73 queslions
(while the other half were not) and were given either a case where the current year

financial statements were materially misstated due to fraud or were given a no-fraud
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case. Pincus found that: (1) the “subjects who used 4 red flags questionnaire to aid
them in fraud risk assessment considered a morc comprehensive and uniform sl of
polential fraud indicators than thase subjects who did nol use a guestionnaire” (p.161);
and (2) "there was no significant difference. in the assessed fraud nisk by questionnaire
users and non-users for a no-fraud case, and the non-questionnaire users oulperformed
the questionnaire users for a fraud case” (p.160). In otler words, the use ol a red flags
questionnaire did net impact significantly on the auditors’ lraud risk assessment for the
fraud case {p.160). One can argue, however, that the Pincus siudy did nol prove the
casé against the usefulness of red flags for the following reasons: (1) the auditors used
were relatively inexperienced;’ (2) as Pincus herself admits, several fraud indicatars
listed by non-questionnaire users were not included in the red flags questionnaire; and,
ﬁnal'ly,, (3) there is the possibility that "the red flags questionnaire used in this sindy

may have underemphasised negative indicators” {p.162).

There is general agreement among authors on the limitations of the use of red flags.
According to Pincus (1989:155), the predictive ability for red flags is limited by the
nature of the approach. While red flags are associated with fraud, the association is not

perfect.

In additien, Pincus (1989) and Purvis (1987) pointed out that one major disadvantage

of red flags is that they focus attention on specific cues and could prohibit the auditor

from identifying or observing other reasons.

5 Accerding 1o Bonner ond Penningtan (1990), in arder (o make regsoned assessiments of the iikelihood of
fraudulent financin) reporting, auditors should have at Teast cight and ore-hall years' experienee,
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Regarding the advastages of red flags, Pincus (1989:155) is of the view thal they: (1)
ate functional to the extent that they appropriately raisc the auditor's sensitivity to (he
possibility of fraud; (2) add structure to the consideration of fraud; (3) provide

consistency among auditors; and (4) could increase the possibility of detecting fraud.

In testing the predictive ability of red flags, Albrecht and Rommney (1986} state that
“this va]idai;i)n is important because most of the red flags werc identified from single
fraud cq!l.'és rather than a statislically valid study" (p.324). As a result, they preparcd
"o qa'e_stionnaires, each containing 87 red flags, (categorised into situational
pressures, opportunity to commit fraud and personality factors). One questionnaire was
written in the present tense and served as the control group instrument” (1986:324). It
was sent to partners on engagements where fraud had not been found and was not
suspected. The partners had to indicate whether the red flags were present. The major
limitation which detracts from tiie survey is that the questionnaire was sent to 20 firms
and data on 27 past frauds and 36 nen-fraud cases were identified. The respondents
were asked to rank the red flags, and as the authots themselves state, there "was an

insufficient number of responses to statistically test the red flags” (p.331). It was found,

however, that only one-third of the 87 red flags were significant predictors of fraud.

Fama and Jensen (1983) argued that the board of directors plays a crucial role in
menitoring the actions of top managers and, furthermore, it constitutes the highest
internal control mechanism that performs that task. They also argued that the prcsc.lli.c.e
on the board of outside directors {whe arc more motivated 1o discharge their

monitoring responsibifity and not to couspire with top managers to victimise
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shareholders) reduces the risk of financial statement fraud. [n a recent sludy Beasley
(1996) examined the relationship between financial stalernent [raud {i.c., management
fraud) and the composition of the board of directors. He utilised data on 75 fraud and
7:5 non-fraud firms matched for “size, industry, national exchange where common
'stocks traded, and time period”, He also controiled for "differences in motivations for
management to commit financial statement fraud and for conditions that enable
management to override board monitoring to carry out the fraud™ (p.445). It was found
that the inclusion of a larger proportion of outsi'cic members on the board of direclors
{(but not the presence of an audit committee) significantly reduces the risk of ﬁnan;ial

statement fraud.

2.5  Fraud Assessment Model

Loebbecke and Willingham (1988} and Locbbecke et al. {1989) developed a
descriptive model based on empirical work conductedll'-:;in two studies. A pioneering
research project, it tried to identify as much information as possible on both

management fraud and employce fraud.

One basic premise of the Loebbecke et al. {1989) fraud assessment model is that
materjal management fraud (MI) occurs when the following three components are
present: (1) conditions that provide an incentive {C); (2) person(s) in position of
authority and responsibility have a reason or a motivation (M) to commit a fraud; and
(3) person(s) in position of authority and responsibility have an attitude or sct of ethical
values that allow them to commit that irregularity (A),

PMD=AIC,M.A)
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In developing their medel, Lochbecke and Willingham (1988) considered the content
.I of the then relevant U.S. Auditing Guideline SAS 53 (AICPA, [988) which identificd
factors to consider when assessing the likelihood of management fraud being present.
They proposed a reorgantisation of those red flags and developed a model which tested
management fraud cases reported by the Securities and Exchange Commuission (SEC),
as well as by Accounting and Auditing Enforcement Releases. They recognised that
their model was biased towards those cases investigaled by the SEC. As a resull, they
extended their model in an attempt to gain more information on: "how oflen can an
auditor expect to encounter fraud? Where is it encountered and how is it likely to be
detected? What are the common types of fraud? What indusirics seem to be more
fraud-prone than others?" (p.3). They contacted the audit pariners from one U.S. [then]
Big Six firm and asked them fo participatc in a questionnaire survey. From the 277
audit pariners who agreed to participate, the researchers selected 165 and administered
their instrument. The survey consisted of two Parts. Part 1 obtained summary
information of twe types: (1) demographic data about the participant and histher audit
experience, and (2) summary information about each of the iregularities with which
the participant had experience. Part 1I of the survey obtained detailed information about
one material irregularily which was sclected by the participant. The pumese of the
Survey was (o obtain a better understanding of aoditors' experience with .detecting
imeguiarities and to obtain & better understanding regarding material irregularities and
the presence of red flags. They had a response rate of 73% and the resbondems had an

average of 19.5 years of audit experience.
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Management fraud® was found (0 be more prevalent in public than in privale
companies as well as in technology and communications, transportation and
manufacturing companies, but was less frequently encountered in the educational
sector. [t was mainly committed by top management and occtrred in revenue,
inventery, related partics transactions, other assets, and accounts receivable. Regarding
defalcations’, they were more likely (o be committed by a variety of personnel at all
levels in an organisation and tended to occur in payroli and cash receipts. Finally, like
defalcations, management fraud came to light as a result of substantive tests. They also
found that about 25% of instances of defalcation or management [raud oceurred with
new clients and with clients who had been audited for up to ten years rather than for
those who had been audited for more than ten years (p.12). The authors concluded that
since detecting 2 material frregularity is such a rare event, auditors need to maintain

their vigilance and not fail to detect them due to a sense of complacency.

On the hasis of their findings, they recommend the use of their assessment model on
every audit as opposed to a check-list approach, Their model internalises the reasoning
process. The work of Loebbecke and his associates has been important in highlighting
fraud-vuinerability differences between different types of industries as well as between
different financial arcas within the same company. They also reported useful correlates

of fraud, which can be used by auditors to help detect raud.

6 Management fraud is irregularities including fraudulent financiol reporting undertaken 1o render financial
slaternenls misleading SAS S} AICPA, 1988)
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Their model, however, contains a number of impertant limitations which detract from
its usefulness. First, auditors nced to make a subjective assessment on cach of the three
compenents, and if any one rcquirement is absent, the overall assessed likelihoed is
zero. Since it is a subjective assessment, there is the risk that an auditor might nol be
able to identify a condilion(s) that would allow a material management fraud 1o ocour,
_Furthermore, in practice, fraud can cceur with only two ¢lements being present (sce

Chapter 4).

Second, it has been maintained by Hackenbrack (1993) that how auditors assess the
risk of frandulent financial reporting using red flags is related to whether they are
assigned to the audit of small or large companies. Those (like the ones in the
Loebbecke and Willingham, 1988, study) whe are assigned to audit large companies
are more likely to focus on eopportunities-for-fraud red flags. In other words, one's
experience influences one's audit judgement. Consequently, since their model is based
en a hiased sample, it may not be useful to auditors whe are routinely assigned to audit

small companies.

Third, Locbbecke et al. assumed that the decision concerning whether an irregularity
does or does not exist is a dicholomous one. However, this view ignores the fact {hat
frregularities can be located at different points along a continium and there {s
discretion in deciding whether there is enough evidence 1o conslitute a material

irregularity,

7 Defaleations are misapprogriation of asscis by employces SAS 53 (AICPA, 1988),
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Fourth, their model conceptualiscs the perpetrator as a pathological individual wilh
deviant attitudes and cthics. Criminologists, however, question such a simplistic
perspective of deviance, especially one in terms of palhc.logy {sce Taylor, Waltan and
Young, 1973), The view that there are two types of people, honest and dishonest, can
not be sustained given lhe amount of cvidence from studies ef criminal behaviour
stowing that committing offences (with the cxception of a few very serious violent
crimes) and breaking all sorts of rules and regulations is a characteristic of most

people.

Finally, it is not possible to generalise the findings from Loebbecke et al. (1589) to
auditors at large because it was based on the responses of audit partners who frequently
do not perform the bulk of the audit work and make assessments on fraud indicators
but simply review and approve the work of other auditors. Furthermore, their findings
were from only one firm and the training and audit experience of those audit partners

would differ from those In smaller Brms (see Hackenbrack, 1993).

2.6  Type of audit experience and differential approach to fraud detection

Recognising some of the weaknesses in Loebbecke et al. (1989), Hackenbrack (1993)
conducted two studies to determine the effect of experience with different sized clients
on auditor evaluations of fraudulent financial reporting indicators. In a simulation
study, the author adminisiered a one-page descriplion of a hypothetical company to
establish a baseline from which to evaluate 16 frand-related situations. Each situation
was based on a fraud-risk factor listed in the AICPA (1987) Treadway Commission's

Good Practice Guidelines for Assessing the Risk of Fraudulent Financial Reporting.
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Hach auditor had to rate how much each independent situation weuld increase the
company's exposure to fraudulent financial reporting. Afier completing Lhe rating lask,
the anditors categoriscd cach of the (raud-related situations as cither an incenlive or an
opportunity. The 21 participanls who had three years' audit experience were selected
from &7 auditors who participatcd in a national public accounting firm's fourth year
continuing education course (attendance was not based on industry specialisation). He
found significant disagreement about the amount of fraud-risk associated with the
. fraud related situations presented. Nene of the fraud indicators examined was found to

be significant.

In a second study Hackenbrack (1993:103), examined possible systematic differences
in auditors' opinions about the relative importance of incentives versus opportunities
when making fraud-risk assessments as a function of whether an auditor’s experience
had been with small or large clients. The hypothesis tested by Hackenbrack was that
the stronger 2 company's control structure, the lower the control risk assessment made
by the auditor, hence pgreater emphasis will be placed on compliance procedures. Large
client auditors are more accustomed than small client anditors to situations where
control risk is assessed as low, and spend "considerably more time evaluating ang
testing control siructures...[and] are more likely to suffer a loss, in terms of cxpected
audit efficiency, if key contrels are found not to be in place and effective” {p,104),
Large client auditors were therefore expected and were found by Hackenbrack to place
more emphasis en opportunities than the small client auditors. Hackenbrack (p.109)
goes on to say that if "opportunities do pose a greater threat in large companies than in

small companies, one implication is that audit efficiency could suffer if an auditor
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typically assigned to larpe engagements were to be assigned to a small engagement.”
He believes that being an expert in large companics rather than small ones, the auditer
would perceive that there exists an abundunce of epportunities in the small company,
and would assess the risk of fraudulent financial reporting as "high” and perhaps be

unnecessarily sceptical,

In Hackenbrack's second study, three audit partners, one at each of the offices of two
national accounting finms, coordinated the distribution of experimental materials to
auditors with about three years' audit experience. The materials were given to equal
numbers of subjects from two groups: one with experience mainly on small companics
and another with experienice on large companies. In order to establish a baseline from
which to evaluate cight fraud-related situations, the auditors first read a one-page
descript;on of the same fictitious company used in study one, Four of the situations
were incentives to commit fraudulent financial reporting and four were opportunities

that rendered such fraud possibvle.

The subjects were asked to categorise each of the eight fraud-related situations as cither
an incentive or an opporiunity. More specifically, the subjects carried out two tasks.
Initially, they carried out & paired-comparison which required them to judge the
relative fraud risk created by each incentive vis-d-vis each opportunity. For each pair of
situations they indicated which situation created the greater risk of fraudulent reporting,
~ind rated it by how much on a seven-point scale. The subjects were then given cards
ot which were reproduced the eight fraud-related situations. They had to sort them so

as to have the situation that created the greatest fraud risk on top and the least fraud-



17

risk situation at the bollem of the pack. A pair of fraud-relaled situations was rated
pesitive il the opportunity was placed on top of the pack and negative if the incentive
wis placed on 1op of the pack. The total of the 16 signed ratings yiclded an index ol the
relative emphusis placed on the opportunitics by an auditor. In other words, the larger
the index, the greater the emphasis placed on opportunities. Another index was
computed showing the relative emphasis placed on opportunities by auditors in the

card-sorting task.

Analysis of the paired-comparison dala showed a positive relationship between the
average-size company to which the subjects were assigned to during the most recent
calendar year in millions of dollars, and the relative emphasis they placed on the
opportunities vis-g-vis the incentives used in the study. A similar finding was obtained
with the card-sorting task. The findings were obtained taking into account the subjects’
months of audit experience, industry experience, prior experience with fraudulent
reporting, and firm affiliation or office affili~tion. Hackenbrack concluded that "audit
seniors presented with the same facts and instances had different opinions about the
rigk of fraudulent financial reperting. The auditors, assigned predominantly to the audit
of large companies, placed more emphasis on the opportunities than the auditors
assigned 10 the audit of small companies” (p.108). The policy implication of this
finding is that; (1) "such differences of opinion may lead to differences in planning
decisions about the extent of supervision, the cxtent and selection of audit procedures,
and the degree of professional scepticism to be applied on the engagement”; and (2) the
neced to develop fraud risk engagement tools with high utility cannot be

overemphasised (p.108).
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The fndings of Hackenbrack's two siudies, however, need 1o be treated with caution
because: (1} what auditors say they do or influences them may be different from what
they actually do and what faclors influence them in real audit work; (2) the auditors
who participated had on average 37 months' experience in auditing and enly 33% of
them had experienced fraud detection, i.e,, the respondents were relatively
inexperienced in fraud detection®; and (3) Hackenbrack did not instruct his subjects 1o
make any assumptions about materiality levels, despite the fact that they were
ilireminded that the definition of fraudulent financial reposrting is intentional material
misstatement. Hackenbrack's studies point to the importance of auditors' experience
with different size clients (it could be argued that partners in the then Big Six firms
would have bigger size clients than smaller tier firms, which indicates a possible

weakness in the Loebbecke et al. (1989) study).

2.7  The cognitive approach to fraud detection

Briefly stated, the cognitive approach aims to understand people's decision making by
focusing on how they process and utilize information available to them and explaining
differential use of the same information. In other words, this approach concerns itself
with the thinking and reasoning that underlies cne's decisions. As will be shown below,
the cognitive approach has been used to detect fraud by wiilising information aboul an
auditor's expectations regarding the likelihood that fraud has occumred, and hisfher

degrec of perceptual ficld-dependence (sce below Bemardi, 1994a). Fram this

8 See Bonner and Pennington {1990).



79

perspective, fraud detection by auditors is larpely a funclion of the extent 1o which
auditors selectively perceive, inlerpret and utilise information about fraud so a5 to
justify lo themselves carrying out additional tests. Another way the cognitive approach
can be used to detect fraud is by enabling the auditor to think like the person who has
perpetrated the fraud. The auditor is thus able to avoid being fooled by the fraud
offender's deception tactics (see Jamal, Johnsen and Berryman, 1995; Johnson et al,

1993).

2.7.1 Fraud detection: Psychological attributes of auditors

There is evidence that an auditor's perception of a client's integrity and competence are
important factors in fraud detection (Anderson and Marchant, 1989; Kaplan and
Reckers, 1984), Using a modified version of the case study used by Pincus {1590},

Bernardi {1994a) tested the following hypotheses:

i. - fraud will be detected by auditors at a higher rate when they are provided with
low-integrity and competence information about their client;

il fraud will be detected by auditors at a higher rate when their prior expectations
regarding the existence of fraud increasg;

i, 'j%raud will be detected by auditors at a higher rate when they are more field
independent (i.e., are able to recognise embedded figures within larger and
more complex figures, as measured by the "Gronp Embedded Figures Test"),
of high moral development (as measured by the short form of the "Defining

Issues Test") and are of intemal locus of contro] (as measured by the "[ntemal-
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External Locus of Control Test"Y,

The subjects in Bermardi's experimental sludy were randomly assigned to the
experimental conditions (i} and (ii) described above, and compriscd' 152 managers and
342 seniors from five Big Six [then] auditing firms in the U.S. It was found that the
auditors' fraud detection ability was significantly affected by perceptions of client
integrity and competence only for high-moral development managers. Managers
outperformed seniors but this differsnce was moderated by the latler's moral
development, and finally, a positive relationship was found between an auditor's prior
beliefs conceming the existence of fraud and fraud detection. Bernardi (1994a)
concluded that “auditors should be more suspicious about the probability of fraud
existing” (p.78) and that "accounting firms should develop specialized training aimed

at increasing auditors’ awareness of the probability of fraud” (pp.78-79).

In her discussion of the Bemardi (1994a} study, Pincus (1994} argucd that the reason
why no differences were found between field-dependent and field-independent'
auditors may well reflect a shift towards a more field-independent population
distribution for auditors. Furthermore, that shift may reflect more field-independent
people being attracted to auditing as a career and/or remaining in the field and not so
much the increase in computer technology in auditing. Pincus also questioned

Bermardi's hypothesised relationship between an auditor's locus of coatrol and fraud

9 See Bemardi (19940 and {994%) for details regarding these differcat tesis,

10 A field-independent person (the oppesile of « feld-dependent person) is someone who is zood at recognizing
figures which arc embedded within Targer and more complex Nigures (Bermardi, 19942:71). Field-independent
indiviguals have been found 1o be more efficient ot consirugting inferences, to be belier at solving problems and,
finally, to detect fraud at 3 higher rate (p.71).
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. :
detection, on the basis that an auditor can influence culcomes and events in the external

andit despite his/her locus-of-control rating as far as everyday life is concerned (1.92).

Another criticism levelled against Bernardi (1994a) by Pincus (1994) cencerned (he
finding that auditors who failed to detect fraud were insensitive to ethical attitudes of
their client's management, Dincus arpued that this finding was attributable o
weaknesses in the research design used by Bemardi, namely the extreme manipulation
of the client integrity/competence or that some of the subjects misinterpreted the moral
development scales used or, finally, that adding the competence/integrity scale
experimental manipulation was unrealistic. Pincus concluded that "further research on
auditors' sensitivity to management integrity is the only means to determine whether

Bernardi's results are disturbingly rea! or spurious” (p.94),"

2.7.2  Uslag general strategies
: Managf:l.'s are in a position, if they wish, to word/"frame” their annual report in such a
way as to concea! fraud or to otherwise mislead financial statement users (Kahncman
and Tversky, 1986 - cited by Jamal, Johnson and Berryman, 1995}, According to Jamal
et al, (1995:86), "a framing effect occurs when alternative descriptions (frames) of a
problem activate different representations in the mind of a problem-selving agent".
.. Thus, a "framing effect’ would refer, for cxample, fo the impact of changes in

management's descriptions in the annual report on the auditor's decision making. In the

L¥ Sce Bernardi (1994k) for his reply to Pincus € 1994),
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context of an audit, a representation is 1 menlal image of such task-relevant construetls
as m:ﬂcriu]ily and audil risk and their interrelstionship, Kahneman and Tversky (1986}

proposed that there are two ways a framing effect can be detected:

i Using multiple representations, i.c., considering alternative rcprcscnta.tion; of
the particular problem (e.g., gains vs. losses), By being in a position to know
lhé different sojutions for different representations of the same problem, the
auditor can identify which particular representation is likely to be invalid; and

ii. using a procedure that will transform all problems into a standard
representation, An example of such a procedure is the conversion of different

streams of cash [lows into net present value (Jamal et al,, 1995:87).

Jamal et al. reported that financial statement fraud car.i:bc better detected by converting
altemative versions of a problem into a standard representation, instead of a multiple
representation. Twenty-four audit pariners were asked in a simulation study to think
aloud while carrying out a concurring partner review in four cases in which client
management had construcled a misleading frame (description of the company) and a
financial statement fraud. All the (seven) auditors who used a standard representation
were successful in detecting both menagement's frame and the financial statement
fraud in all the four cases used. Auditors using a single representation detected neither
the frame nor the fraud. Four auditors who used multiple representations were only
successful in detecting the company's overall company frame and not the fraud in the
four cases. Jamal et al, concluded that their results suggest that a strategy that uses

multiple representations may not be effective in complex task deinains such as auditing
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(p.102).

Finaily, Jamal et al.'s findings lend support to the idea that management has the power
to deceive audilors by using framing effects. Over half (13) of the audit pariners who
took part in their study were deceived by management despile their training, experience

and motivation not to be deceived (p.102).

2.7.3  Using specific strategies to counter management's deception tactics

Johnson et al. {1993) developed a cognitive model using an interdisciplinary approach,
Their model transforms the prablem of fraud detection by auditors into an adversarial
information processing problem in the context of one auditor examining the financia)
statements of a company, the management of which is assumed to attempt to deceive
the auditor. Their model proposes that while management aftempts to deceive the
auditor by utilising their knowledge of the business and accounting practices as well as
deep cognitive strategies and tactics for constructing a deception, auditers can use
strategies and tactics for detecting such decepiions. Furthermore, they claim that fraud
detection requires knowledge which is not based on direct experience of fraud
detection and consider fraud to be an instance of a deception created in order to cheat
on a social contract. For an auditer to detect sich a deception, they must first
understand the strategies for constructing a deception, A deceiver can use
"dissimutative deceptions [hiding the real]* or "simulative deceptions [showing the
false]". Por an auditor to detect such deceptions, they need to identify the
misrepresentation created by the deceiver, Johnson et al. consider this an casy task

since there are constraints created by the decejver, for example, information which is
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not readily available to the auditar. Johnson el al. identified a number of “strategics

and tactics that have been developed a5 a means of consiructing a deception, and use

then: Lo specify constraints that must be processed by any agent (hat attempts lo detect

this deception" (p.469).

A basic goal of management is to create a favourable impression among financial

slatement users such as creditors and investors. Additional goals of management that

can lead to the creation of a deception were sugpested by Tumer {1980:181 -104 - cited

by Johnson et al,, 1993:472) and include the following;

vi.
vii.

viii,

overstatement of carnings (e.g., in order to maximize compensation);

obtaining financing (eredit, capital) despite condition of financiai distress (e.g.,
by fulfilling contractual ebligations such as bend covenants);

evading legal tax liability;

manipulating the company's stock price;

consolidating management's reputation despite unsatisfactory performance
{e.g., by increasing R&D investments);

concealing the sale or assignment of fictitious or misrepresented assets;
fuifilling regulatory constraints (e.g., portfolio restrictions);

concealing illegal activities {e.g., bribes); and

el}*fbczzling.
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Table 1 (repreduced from Johnson et al,, 1993:472) shows seven teception taclics that

can be used.tz cover up an overstatéient of carnings.

Table 1: ‘Examples of Deception Based on the Goeal of Overstaling Eamnings
Strategics for Examples of Tacties for Creating Deception
Deception
Masking . Failing to record or disclose an expense or a liability.

. Eliminating differences with the target represcntation
by deleting non-complying items,
Double play - Improperly aEplying Generally Accepted Accountinf,
Principles, where an item is not individually material,
Mimicking . Adding a misleading narrative sbout the company.
. Spreading the extent of the fraud into smali

manipulations, individually not material.

Dazzling . De-emphasizing issues by reporting them in the notes
10 the linancial statements rather than repotting them
in the financial statement,

Inventing . Creating fictitious transactions or transactions without
substance.
. Creating external factors justifying attributes that
deviate from the misleading representation,
Eepackaging . Changing the labels that characterize attributes in the
financial statements.
. Reframing issues to maliciously justify attribules that

deviate from the target representation.

Decoying . Creating "blind alleys"; anomalies which after a close
examination turn cut to be inconsistent with the
misleading representation.

BT

Pt

It would be useful if auditors had some way of identifying intentional misleading
assertions made by mansgement that constitute fraud. As a starting point, it would be
helpful to know the tactics management use to conceal fraud in the financial

statements. Johnson, Jamal and Berryman (1991} reporied three such tactics, namely:
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by describing a company as expanding rather than on the verge of collapse, for
example, management deceives an auditor inlo having fatse expectations about
the company; as a consequence, the auditor fails to notice inconsislencies;

by presenling information about the company in such a way {creating a
“frame™) as to induce the auditor to test non-irregularity hypotheses in order to
evaluate inconsistencies that are created; and

breaking up an impropriety and presenting and rationalising a series of small
manipulations to particular accounts in the linancial slatements {each one on its
own immaterial) in order to minimise the likelihood of the auditor detecting the

material misstatement.

According to Johnson et al. (1993), the strategics theauditor can use 1o deteat

deception fall into two categories;

Strategies for finding cvidence suggestive of the process used to perpetrate the
deception. The auditor can first look for “situational” ved flags as signs that
management's personal financial situation is in distress or that a manager's
compensation scheme relies on the company's income, which would motivate
management to deceive the auditor, Second, the auditor can look for signs
showing manipulaticn activity such as a manager who insists personally on
approving all payments of a particular kind.

Strategics that utilise information contained in the manipulation environment.
The auditor: (1) recognises cues that reveal a manipulation; (2) is cautious

about what inferences he/she draws in order fo avoid committing him/herself o
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aceepling management's representalions early on in the audit; (3) reduces the
scope for management to deceive by making the audit both exhauslive and
sccurate {thus preempting management's attempt 1o deceive); and linally (4)
focuses on the goals and limited actions management can take in order Lo
concentrate on what and how a manipulation can be effected. The last strategy
is known as the "intentional-based" stratepy and is "one of the most likely to be

uncovered in the concurring pariner review task" (Johnson et al., 1593:475).

Johnson et al. go on to outline four deception tactics (see Table 2} and the line

of reasoning actually used by their model to solve the case used in their study.

Table 2: Comrespondencz Between Detection Taclics and Lines of Reasoning in
an Auditor Model (Reproduced from Johnson et al. (1993:479))
Deception Tactics Line of Reasoning (partial) actually used by
the model to solve the Surgical Product Case.
Anti-repackaging Inventory line of reasoning
RULE 44
IF an attribute of the cnvironment: IF an expectation for inventory is needed
. is such that the Deceiver has control | THEN compute it as: last year value of inventory
overitand * {1+percent of change in sales).
- is inconsistent with expectations
and RULE 45
. the attribute contributes to the IF the expectation for inventory is available, and
attainment of one of the ascribed inventory is greater than its expectation *
Deceiver's poals, {1+allowable variation)
THEN assume that invenlory is inconsistent and
THEN hypothesize that repackaping has call the difference between the value of inventory
occurred and provisionally assume the and its expectation * {1+allowable variation) the
worst case interpretation of that inventory discrepancy.

mconsistency.
RULE 84

IF inventory is inconsistent,

THEN generate a "valuation of assets” hypothesis
about manipulation of the accounting process, and
assign the value of the inventory discrepaney 1o it.
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Anti~double play

IT am attribute of the environment:

. is revealing of a manipulation and

, it is not suflicient to conclude that a
manipulation has taken place

THEN hypothesize thal a double play has

cccurred and provisionzlly do not expluin it

away.

Changes in Accounting Estimate: line of
reasoning

RULE2

[F aceounting estimates changes are greater thun
7ET0,

THEN assume that the change in 2ecounling
cstimate is inconsistent, and assign its ful} value
to the homonymous discrepancy.

RULE 11

IF a change in accounting estimate is
inconsistent, generate a "changes in policies"
hypothesis about manipulation of the accounting
process and assign the value of the accounting
cstimate chanpe discrepancy to it,

Anti-mimicking

IF an attribute in the environment

. over which the Deceiver has
control

. is consistent with the expectations,

. and this attribute is inconsistent
with another atiribute in the
environment,

. and the fact that the former

atiribute satisfies the expectation
contributes to the attainment of
one of the ascribed Deceiver's
goals,
THEN hypothesize that mimicking has
occurred and provisionally ignore the
former attribute.

Successiul Research Division line of reasening

The model has no rule that applies 1o the
qualitative information contained in the narrative
pait of the financial statements.

Functicnally, this is cquivalent to the
prescription of the tactics, i.e., te ignore the cue.

Anti-dccoying

IF an attribute in the cnvironment

a}s inconsistent with cxpectations and
b)does not contribute to the attainment of
one of the Deceiver's goals,

THEN, hypothesize that decoying has
occutred and discard thati attribute

Litigation line of reasoning

The model has no rule that applies to the
litigation cue,

Functionally, this is equivalent to the
prescription of the tactics, i.e. to ignore the cue.

Johnsen et al's (1993) mede! of fraud detection makes use of the "risk hierarchy”
from Johnson et al, {1992). Their model is a means of solving the problem of fraud

detection through reasoning rather than through experience and recognition. 1is main
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weakness is thal it is time-consuming and imposcs a high demand on human
resources, as it requires that every inconsistency, however small, be evaluated as a
potential fraud. Consequently, its wide adoption by auditors generally (as opposed to
fraud “auditors) is questionable. The meodel satisfies four independent basic
information processing requircments, namely: (1) activation; (2) detection; (3)
editing; and {4} revaluation'?. Johnson et al. (1993) validated the model on four
known cases and two clean cases. The model was also compared with the judgement
of 24 expericnced concurring partners. Their model was successful in detecting fraud
in all five cases to which it was applied and it was found that the lactics used in the
~model to detect fraud are very similar with such tactics used by auditors who have
been successful at detecting fraud. Johnson el al. {1993:485) concluded that neither
the use of red flags nor the use of auditors who have specialised knowledge about
particular industries to examine financial statements has been particularly successful |

in detecting fraud.

'

12 Deseribed in more detail, according to Johnson ot al, {1993:476-478) the four requirements/stages are as
fallows: {1} in activation 1he suditer looks for cues in the Anancizl statement, calculates expectations, identifies
inconsistencies between cues and expeclalions, thus generating potential symptoms of manipulations; (2) in
detection the auditor uses one or more deception-delection tactics to generale hypotheses zbout The
manipulafions of the envirenment, some of which cancern possible goals of management; {3) editing, in the light
of the manipulations hypothesized in (2} in using deception-detection lactics, the auditer edits the inilial
representation in {1) and for each inconsistency identified in (2) (he auditor identifies a dollar value which
expresses its likely impact on (he operating income of the hypothesized manfpulation. Finally, {4} in revaluation,
the auditor makes a decision concerning the approprinte action ta be taken, i.c., delennines the materiality of the
hypothesized manipulations and the conclusion reached is cxpressed in the audit opinion. The success of the
method deseribed is based on two principles: {i) coverage - (his states \hat "success in the task of fraud detectivn
is bascd on the vse of e goals of a fravdulent management for inlerpreting detected inconsistencies”, and (i)
compuosilion - this states that “success in the 1ask of fraud detection is based on ihe ability of combining cnes that
are functiona] to fhe achicvement of management goals as clements of 2 targer manipulation® {Johnson ct al.,
1993:478).
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30 CONCLUSION
The usefulness of the various lraud deteclion Iapproaches (i.c., general, .lriangic.
manipulating trade-ofls, red flags, (raud daausqmcnl, differential approach, and
cognitive) described in (his chapter will be enhanced if the varicus approaches are
used to supplement one another. To illustrate, the counter-deceplion strategics E
advocated by Johnson et al. (1993, 1992) can be supplemented with knowledge
II derived using Loebbecke et al's (1989) fraud assessment model, To assist suditors,
a fraud detection model is developed in the next chapter which integrates and expand
on the merits of models discussed in this chapter. The next chapter describes and
argues lheﬂ_t::ase for (1) a descriptive model of the aetiology of fraud; and (2) an
eclectic frand detection model. Empirical findings about the usefulness to auditors of

both models are reporied and discussed in Chapters 5 and & respectively.,



CIHAPTER 4

MODELS OF WHY PEOPLE COMMIT FRAUD AND FRAUD DETECTION
CHAPTER SUMMARY

After noting that the literature in psycholegy, sociology, and criminelogy docs not
offer one generally-accepted cxplanation of why people commit fraud, the [irst part of
this chapter identifies a number of factors which should be accounted for in a rnodc_]_ of
why fraud is committed. It then proceeds to describe and critique three models/theories
_ that have been put forward ana their components regarding the aetiology of fraud. On
the basis of this evaluation and the conclusions reached in the previous chapter, a
model (ROP) of why fraud is committed is developed and its three components
(Rationalisations, Opportunity, and Person) are claboiated on. The model's
assumptions (tested in the empitical research reported in Chapter 5) are also described.
Also drawing on the discussion in the previous chapter of models of fraud detection, a
new model is proposed, and its assumptions and aims are described, as are potential

fraud indicators.

1.0 INTRODUCTION

R
The model/theory of why people commit fraud put forward in this chapter incorporates
and expands on ideas from existing models, It is argued that we can identify factors
which make the commission of fraud possible, but not inevitable. The factors arc

presented as "cotrelates of fraud" since a correlation indicates an association between

two factors but not a causal relationship. The model depicts the thsee components
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necessary for fraud 1o occur. Syslematic knowledge concerning (he aetiology of fraud
is then incorporaled in a fraud-detection mode) 1o enhance auditors’ fraud-dutection

ability.

20 THREE MODELS OF FRAUD: Albrecht et al. (1995); Cressey (1986);

and Loebbecke et al, (1989)

As far as the concepts used by the three models are concerned, even though they all
tocus on workplace fraud they do not use the same terms for it. Cressey is concerned
with embezzlement while Loebbecke et al. talk about management fraud and

defalcations, whereas Albrecht et al. use fraud in such a way as 1o encompass both,

For Albrecht et al. {1995) the essential components are presented in the "fraud triangle"”
and consist of: (1) perceived opportunity to commit fraud; (2) financial and/or non-

financial pressure; and (3) raticnalisation. These are explained below:

i. Perceived opportunity to commit fraud, convert the fraud and conceal the
offence. Albrecht et al. provide the following examples of opportunities: lack
or circumvention of controls that prevent and/or detect fraudulent behaviour,
inability to judge ciﬁality of work; lack of disciplinary action; asymmetrical
information; ignorance and apathy, and no audit trail (p.27).

ii. Financial and/or non-financial pressure. Financial pressure includes factors
such as greed, living beyond one's means, high personal debt, high medical )

bills, poor credit, personal financial loss, unexpecied financial needs, (p.20).
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Vice pressure includes factors such as gambling, drugs, alcohel and expensive
sexual retationships, Work-refated pressire such &s to get even with one's
employer ar somehody else, gelling linle recagnition for job performance,
experiencing job dissatisfaction, fearing losing one's job, being bypassed for
promotion and [veling underpaid, (p.24). COther pres.m.r.rcs such as having a
spouse who insists {eilher directly or indireetly) on an improved lifestyle or a
challenge to beat the system.

Rationalisation. Albrecht et al. list the following examples: the organisation
owes it to me; [ am only borrowing the money and witl pay it back; nobody
will get hurt; [ deserve more; it's for a good purpose, and finally, something has

to be sacrificed (p.46).

On the basis of his studies of embezzlers, Cressey (1986) identified the following three

components necessary for fraud to take place:

i

ii.

Someone with an unshareable financial problem. According te Cressey, people
have problems of this nature "if it seems to them that they cannot turn to
ordinary, legitimate sources for sorely needed funds" (p.199).

Someone who knows how to solve the problem in secret by violating hisfher
position of financial trust. Cressey points out that, "everyone in & position of
financial trust has hundreds of opportunities to violate that trust, That's part and
parcel of being trusted - if there is no opportunity for people to steal, it is
meaningless to say that they are trusted” (p.200).;lFl.lrthcrrn0rc, it is often the

case with professionals in positions of financial trust that knowledge and
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techniques conceming fraud are taught as part of professional training courses,
Someone who possesses newtralising verbalisations (that render committing
o

fraud "right”, cast, For example, in terms of "necessity”, “just borrowing the

money”, "don’t carc” or "business is husiness™,

Finally, Locbbecke et al. {1989:5-7) suggested that the following three components

must all be present if management fraud in particular is to take place:

Conditions (i.e., the "degrec to which conditions are such that a material
management fraud could be committed""). Examples of conditions listed by
Loebbecke et al. {1989:6-7) include: management operating and financial
decisions are dominated by a single person; management (particularly senior
accounting personnel} tumover is high; orpanisation is decentralised without
adequate moniloring; the existence of frequent and significant difficuli-to-audit
transactions or balances; a weak control environment; failure to establish
policies and procedures thal provide reasonable assurance of reliable
accounting estimates; conditions that indicate lack of controf of activities (e.p.,
constant crisis conditions, disorganised work areas, frequent or excessive back
orders, shortage ov delays); a lack of control over computer processing,
inadequate policies and procedures for security of data or assets; and complex
calculations affecting the balance or class of transactions.

Motives (i.e., the degree to which the person(s) in "positions of authority and

responsibility in the entity have a reason or motivation to commit management

| These are weaknesses in intemal conirols,
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fraud" ). Lxumples of motives thal may reselt in management fraud include:
management  places undue emphasis on meeting carnings  projections;
profttability of entity relative to its industry is inadequale or incopsistent;
sensitivity of operating resulls to economic factors {inllation, interest rates,
unemployment, cte.) is high; rale of chanpe in entity's industry is rapid;
direction of change in entity's industry is declining with many business failures;
solvency problems or other internal or external matters that bring into question
the entity's ability to continue in existence are present; excessive emphasis on
meeting quantified targets that must be achieved to receive a substantial portion
of management compensalion.

iit, Attitudes {i.e., "the degree to which the person or person(s) in positions of
authority and responsibility in the entity have an attitude or such set of ethical
values that they would allow themselves - or even secek - to commit
management fraud"), Loebbecke et al. list the fullowil;g: management's attitude
towards financial reporting is unduly apgressive; management places undue
emphasis on meeting camings projections; management's reputation in the
business community is peor; frequent disputes about aggressive application of
accounting principles that increase earnings; and evasive respense {o audit
inquiries (pp.6-7). It should be noted at this peint, however, that there is an
inconsistency between Loebbecke et al’s definition of attitudes and the
examples provided. As argued below, in effect Loebbecke et al.’s attitudes can

not be taken to mean rationalisations.

All three models postulate three components as esseniial for an explanation of why



9
people commit raud, As argued below, however, Lochbeeke et al.’s examples for their
attifiedes compuonent are synonymous with and should be included with their conditions
compenent. This is why Table 1 shows two components for the l.oebbecke et al.
medel. While the terms used by the different authors for each component are different
(see Table 1), all three refer to the need to have a person with a motive who

rationalises/justifies committing fraud by exploiting a perceived opportunity.

Table 1 : Necessary Components for Fraud to Take Place
Albrecht Perceived Financial and/or Rationalisations
opportunity to non financia)
commit fraud pressurc
Cressey Knowhow Unshareable Possesses
Financial neutralising
Problems verbalisations
Losbbecke Conditions/ Motive
Attitude

Loebbecke et al.'s "conditions” is synonymous with Albrecht et al's "opportunity”.
Cressey's "the knowledge of how to solve the problem in secret, by violating a position
of financial trust” (p.199) appears at first glance to be different from "conditions" and
"0ppnrrunily". However, the notion of opportunity is contained in Cresscy's emphasis
on somcon.c with the knowhow to commit fraud. This is because, as Cressey points
out, someone can only be said to hold a position of financial trust if he/she has

opportunities to violate that trust.

The way Locbbecke et al. define “attitudes” is synonymous with Albrecht et al.’s

“rationalisations” and Cressey’s “neutralising verbalisations”. However the examples
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of “attitudes” they list (see above) are u sel of company characteristics which are
cenducive for fraud to oceur. Thus, unlike Albrecht ¢t al, and Cressey, they fail 1o 1:ke
info account the imporiance ol rationalisations that make fraud possible for an
individual offender. This omission is perhaps explained by the fact that they only
surveyed audil partners, had no dala on individual offenders and did not draw on
relevant psychological, sociological, and criminological literature on the actiology of
fraud. Recasting Locbbecke ¢t al.’s model in terms of the ROP maodel components

{see below) we have only a crime-prone person with a motive () and opportunity (0).

Loebbecke et al. (1989) and Cressey (1986) both indicate that all three elements (as
they state them) must be present if fraud is to take place, Albrecht et al. (1993) are the
only authors who draw attention to their three clements as inferactive. By interactive
they mean that "... the greater the perceived opportunity or the more intense the
pressure, the less rationalisation it takes 1o motivate someone to commit fraud.
Likewise, the more dishonest a perpetrator is, the less opportunity and/or pressure it

takes to motivate fraud" {p.19).

In their use of "attitudes” Albrecht et al.’s and Cressey’s models utilise know]edg__c__ _
from such other disciplines as psychology, sociology and criminology pertaining to thc
type of person who is likely to be a fiaud offender. However, they all can be criticised
for: (1) not doing so within a psychological, sociological or criminological theoretical
framework; and (2) not dealing adequately with the notion of trits that render

someone to be crime-prone. In other words, no altempt is made 1o account for

individual differences as far as the aetiology of fraud is concerned by considering the
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individual oftender’s personality trails which predisposes him/her m. cnﬁamil Iruud
under particular circumstances, ‘This is a serious deficiency in their models, Their
explanations of why people commit fraud are incoinplete and, consequently, their
practical usefulness for auditors who want to enhance their fraud-detection ability is
limited. In addition, all theee authors have also failed to conceptualise "opporiunity” so
as to include the broader socio-economic context in which fraud takes place and to
locate it within a theoretical framework such as Clarke's {1980} situational approach to

criminal behaviour,

The model of fraud developed in this chapter incorperates and expands on ideas in the
three models discussed, including the notion of rationalisations, as well as
incorporating the notions of a crime-prone person and situational factors that facilitate

the crime.
i0 A MODEL OF WHY PEQOPLE COMMIT FRAUD

The model of fraud put forward incorporates the ideas of the three models discussed
earlier but expands on them by making good their common drawback of ignoring
individual differences in crime-proneness. The model also: (1) incorporates the
emphasis on the three fraud elements being interactive; (2) emphasises the importance
of a motivated crime-prone individual; (3) stresses the importance of offenders’
rationalisations/ justifications of their fraudulent activity; and (4) acknowledges that
the process by which employee or management fraud comes to be committed is not

necessarily a straightforwad one.
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The model {.l]SO acknowledges that fraud offenders are not homogencous; some have
no sccond thoughts gbout embarking on a spree of [ruud offences; for others, however,
il“can be an agonising decision and then end up being serial fraud offenders when they
only intended to commit a stngle offence. Finally, others continue to commit other
fraud offences n;crl out of a need to cover up thuse already committed, but because they
come to enjoy the proceeds of their first offence and believe they can go on
perpetrating fraud without getting caught. For this type of individual, greed has
replaced the original need for money to pay a debt. In other words, offenders become

overconfident, greedy and compulsive, thus continving offending untii they get caught.

31  Assumptions of the model

The following assumptions underpin the model:

i Generally, fraud is made possible ]Jy the presence of three preconditions,
namelf, an opportunity to commit I!..hc crime (O); one or more mativated
crime-prone persons (P} who is/are likely to be in a position of financial
trust and who hasthave the knowledge of how to commit the fraud, convert
the money, and conceal the offence; and, the use of rationalisations
(R)/justifications (f.e., the thinking processes) that enable the individual(s)
concemed to carry out fraudulent activity by overcoming any inhibitions
imposed by one's conscience or by one's perception of the risks involved

(Albrecht et al,, 1995; Cressey, 1986).



iii.

L {

vi.

vil.

101
Each of the céndilions are correlated with fraud oceurrence, However, if an
oppertunily for fraud does not exist, this does not necessurily stop a crime-
prone person with a motive and the necessary rationalisations from creating
such an oppottunity. To illustrale, a professional carcer fraudster sets out to
infiltrate a company, or even establishes one in order to perpetrate his crime
irrespective of the state of the national cconomy, the financial pressures on the
company or the system of internal controls.
Fraud offences and offenders are characterised by a significant degree of
heterogeneity {Cressey, 1953) and no single explanation can acceunt for ali
frauds,
Employee and management frauds are committed for a variety of motives such
as having an unshareable financial problem, acting out of love for the company
and the employces, financial pressure, acting out of greed, wanting personal
justice, wanting a challenge and, finally, being a professional/carcer conman
(Albrecht et al,, 1995; Zietz, 1581).
The majority of potential fraud offenders have a perceived urgent need for
money while 2 minority seeks some other non-financial reward.
Correlates of fraud exist at different levels of analysis: society, the individual
company, the individual perpetrator(s) and, finally, situational factors,
There are individual differences in how a persen in a managemens position will
reselve a particular company financial problem and/or a particular pc;ﬁona]
problem that calls for the raising of money urgently (Cresscy, 1986). People
predisposed to dishonest behaviour are more likely to commit fraud as a

solution to a financial problem they face, if they perceive an opportunity to do
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50 mid believe they will not be [bund out,
viii,  There are individual differcnces in how & person in 2 non-management position
will choose to resolve a particular individual/family problem that calls for the
raising of money. Such differcnces are largely explained by the crime-

proneness of an individual {Albrecht et al., 1995).

‘The model of employee and management fraud must account for established facts
about the offence and the offenders as well as the processes by which the offenders
come to commit the offence. It is known, for example, that demographic, criminal

justice, and personality attributes of such offenders include the following;

. getting first convicted when of a mature ape (Benson and Moote, 1992);

- being a specialist offender, i.e., only committing fraud {Thomas, 1992);

. being predominantly male of high educational status (Wheeler et al., 1982);

. having weak self-control (Gottfredson and Hirschi, §990);

.- having a weak superego (Blackburn, 1993);

. because of their socialisation into some aspects of comporate culture
(Sutherland, 1949) there is often an absence of constraints on their behaviour
because they are not commitied, are not involved and do not believe in
conventional values and goals (Hirschi, 1969

. epocentricity (Eysenck, 1977);

. feeling no anxiety or remorse (Eysenck, 1977);

. insensitivity to the consequences of their behaviour (Eysenck, 1977);

» over-sensitivity tc inonetary gain (Bartol and Bartol, 1994); and
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. _an ability te rationalise their misbehaviour, neutralise guilt and so justify it to

themselves (Albrecht et al., 1995; Cressey, | 986; Matza, 1969),

Some of the apparent inter-relationships between the demographic offender attributes
listed gbove are explained by the following: the upper echeton of the executive waorld is
male-dominated, as are the accounting and legal professions; tertiary qualifications are
almpst essential for someone to acquire a senjor position of trust within a company; it
takes a number of years before one can lay claim to such a management position and,
finally, having a prior criminal rzcord as an adult comelates with leaving school early

and not with completing a tertiary degree (Farrington, 1993),
A representation of the model is as foilows:
PriFraud)=f{R,0,P}

The probability of fraud is a function of the three components. The model will now be
referred to by the acronym ROP (see Figure 1). The three components of ROP are

elaborated on below.

Two basic features of ROP are that it attempts to account for: (a) the interactive
relationship between the different components; and (b) individua! differences, i.e., not
evéﬁone who is motivated to acquire extra meney and is presented with an
opportunity to do so actually goes ahead and commits fraud. Another important feature

of ROP is that it concedes that there is an overlap between the differcat components.
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To illustrate, the fact that someane has the knowledge 1o commit the [raud and conceal
the offince can be considered cither o3 o characteristic of a motivated crime-prone
person or as purt of the notion of opportunity. Also, as aiready mentioned, "mative”,
"opportunity” and "rationalisations” cannot be censidered independent of ihe

individual offender's personality.

To use“ah analogy, a Jaw-abiding member of the public walking aleng a residential
street sees houses, whereas a reciaivist burglar assesses opportunities for breaking into
houses and identifies lucrative targets. Simnilarly, a weak internal control remains just
that to a manager or an employee with strong moral scruples, but it is perceived as a
great opportunity to steal money by deception by someone with a weak conscience and

thus predisposed to break the law if he/she belicves he/she can get away with it

It sﬁould be noted that "crime-proneness" as an attribute of an individual is not used in
the ROP model as a dichotomous variable but is conceptualised as being located along
a continuum, The existence of any one of the ROP model's three compenents is not
enough for fraud to occur. Many people may become aware that there is a weakness in
the system of internal control of a company but only those whe are crime-prone will
perceive it as an opportunity to commit the offence. Furthermore, a crime-prone
individual will go ahead, exploit an opportunity and commit a fraud with or without
accomplices if hefshe can justify the deed to him/herself. A person whe does not
possess the necessary rationalisations would not be in a position to justify commiting
the crime to him/herself. In this sense, the components of the ROP moadel are

interaclive
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Drawing on Blackbum’s {1993:21-23) distinction between acts and tendencics, it can

be stated that:

iid,

iv.

vi,

there exist one o more acts/oceurrences of fraudulent activity which depend on
environmental opportunities and conditions for their occumence;

there are individuals who, for a number of psychological, sociological, and
other reasons (e.g., financial pressure) are fraud-prone, ie., given an
opportunity to commit fraud they are likely to exploit it and justify it to
themselves;

only an individual, er twe or more individuals conspiring together, hasfhave the
poﬁver to commit an act of fraud;

committing fraud is a'“ﬁmclion of the situation (i.e., opporturdty in terms of
both company characteristics and situational factors that facilitate the
commission of fraud) and the existence of a person with both the necessary
predispositior. and motive as welt as rationalisations;

personality attributes of individuals by themselves are weak predictors of
specific acts of fraud, but are wseful red flags for auditors insefar as they
summarise average and likely behaviour; and

one could expect to predict a single act of fraud if cne knew enough about an
individual's personality traits that point to his/her tendencies to break the law,
and if one had enough information about a given situation in terms of

oppertunities for fraud and relevant conditions,

Finally, the model needs ta be viewed in the broader socio-economic context. The fact
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is that fraud increuses duripg cconomic recessions when high interest rales exert
financial pressure on both companies and individuals. In addition, the existence of
multiple moralities within society and a largely utilitarian approach to cthics by the
corporate culture {ic., a slate of "anything poes”, of "sthical neutralism"} in the
competition for profit which expects a lavish lifestyle from its members, are conducive
for fraud (Cressey, 1986). Consequently, a crime-prone manager/ accountant/ lawyer
who cannot maintain mortgage payments on the family home because of drastic
increazes in interest rates may well exploit opportunities to commit fraud against

clients.

3.2  The three components of the proposed model

3.2.1 Opportunity

Fraud is facilitated by: the existence of opportunities for individuals who %r;;:lude to
commit the crime; a lack cf emphasis on fraud-prevention controls by a cor;pany; the

absence of a code of conduct {(KPMG, 1995a); and the presence of inadequately trained

internal and/or external auditors,

Two characteristics that affect the opporiunity for fraud are organisational structure and
management style. Changes in management style such as the shift from a hierarchical,
authoritarian one 10 a more democratic one, coupled with the influence of economic
rationalism and staff downsizing, have resulted in flatter orpanisations where middle

management (which used to watch out for fraud signs) has disappeared.
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Undoubtedly, a poor control system provides opporiunities for someone to commit

frand. Such cpportunities include, for example, sloppy paperwork, the issuing of

cheques payable to cash and giving discounts to clicnts who pay cash. The fraud

surveys by KPMG (1996, 1995a, 1995b, 1993a, 1993b) found that poor intemal

control was the one factor that underpinned most frauds both in Australia and in 17

other countrics. Albrecht et al. (1995) pravide a comprehensive discussion of fraud

opportunities within companies. Drawing on Albrecht et al,, it can be said that such

opporfunities can take the form oft

il.

iii.

Inadequate internal cﬁntrols (improper manége'ment modelling; bad
communication or labelling; ineffective hiting procedures; unclear
organiﬁtional structure and assigned responsibilities, and an ineffective
internal audit department).

Lack of adequate control procedures that prevent fraud {e.g., inappropriate

segregation of duties or dual custody; lack of a system of authorizations,

~ independent checks, physical safeguards, and documents and records).

Noncontrol factors that provide opportunities for fraud to be comnmitted (e.g.,
inability 1o judge the quality of performance; failure to discipline fraud
petpetrators; lack of access to information; ignorance, apathy or incapacity, and

lack of an audit trail}.

Cohen and Felson (1979) put forward the idea that crime can be understeod in terms of

people's daily routine activities. They also drew attention to the fact that criminal
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offences often take place due Lo the sbsence of capable guardians (e.g., police presence
or other forms of surveillance} whao increase the risk of offenders being apprehended,
thus preventing the commission of offences being committed. Both internal and
external auditors can be thought of a5 capable guardians. Auditors do not fulfil the role
of the capable guardian when, for example, they come 1o rely more on management's
represeitations due to reporting deadlines; and/or senior audit partners are spread too
thin (i.e., they are deployed ineffectively as far as overseging the quality of audit work
is concemed) due 1o excessive time pressure. Under such circumstances fraud becomes

more likely.

A theory of why fraud is committed must alse account for the fact that employee and
management fraud often involves more than one offender. KPMG's (1995a) natjonal
fraud survey found that collusion was involved in one-third of the cases and comprised
8% internal collusion and 24% coliusion with third parties {p.11). Similarly, KPMG's
(1996) international (18 countries) fraud survey reported that collusion between
employees and third parties was the second most cormumon element that atlowed fraud
to occur (p.12). Collusion in fraud cases against a company is often necessary for
offenders to circumvent separation of duties, an impediment made easier to overcome
by weak intemal controls. Therefore, collusion between someene within the company
and a client of the company or some other outside party is essential for some types of

fraud to take place.

Situationa! factors such as a perceived low risk of being detected and & perception that

upon conviction the likely penal sanction will be a relatively lenient one, contribute 1o
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"
wce (Braithwate, ]’E’,?’:f{). A good reason why

an offender may remain undetecled is that there is ajtendency for such individuals to

not only hold positions of trust, but also to
be able to cover up their offences effective

convicting major froud offenders rmeans

bargaining position, The fact remains, ho

be hard Working, not to lake holidays and to
ly (Loisel, 1996). Prosecution difficlties in
that such defendants are in a strong plea-

wever, that even though many people hold

positions of trust in a company and are aware of opportunities 1o commit fraud, not

everybody does it. Let us, thercfore, co

differences,

32.2 Person with a motive and a crime
The challenge for a theory of fraud is to ag
that not all crime-prone individuals who p)
niotivated to do it, Alsc, not all motivate
opporiunity eventually commit fraud bec

rationalisations, As Albrecht et al. {1995:4¢

nsider what might explain such individual

prone personality

count for individual differences. The fact is
erceive an opporiunity t9 commit fraud are
| cime-prone individuals who perceive an
guse they may not possess the necessary

) point out, some people commit fraud due

to a lot of financial pressure while uiher do it "even though no real pressure or

opportunity for fraud exists .... Most peg

extremes”, Excluding professional career

ple are semewhere in between these two

conmern, it can be said that "When the

combination of pressure, opportunity and rationalisation becomes severe enough, they

eross the line of honesty and commit fraud” {p.49). 1t should also be noted that while

for many fraud offenders the decision to ¢

minority it is the result of a slow process w

offence as a quick-fix sojution to an unsh

ommit the offence is a rationsl one, for a
heteby they half-heartedly commit the first

aceable financial problem (Albrecht et al.,
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1995, Cressey, 1986). They experience a lot of puilt; they hope they will be able to pay
the moncy back very soon and that will be the end of their misbehaviour, but they find
they have 1o go on commitling frauds to cover up those already commitied, i.c., they
sink deeper and deeper into fraudulent activity as they "rob Peter to pay Paul”. Such
offenders may well stumble across an opportunity to commit fraud (e.g., as when
someone entrusts them with a large amount of cash), or they first commit fraud to
misappropriate small amounts of mongy but the small thefts snowball and the

offending gets completely out of control.

Drawing on a large numbser of fraud cases deseribed in the literature® and on the basis
of lengthy discussions the author had with MFG officers’ regarding fraud offences and
offenders they had investigated for major fraud and the different circumstances under
which fraud occurs, the following types of individuals who commit fraud(s) as well as

the circumstances under which they do so can be identified:

i. The offender is predominantly a highly educated male, of inature age when first
convicted and is not versatile in hisher offending.
ii. The offender has weak self-control.
i, _ The offender rationalises his/her criminal bebaviour, justifies it to him/herself
and feels no guilt for the crime,
iv.  The offeader is a professicnal, career conman, who infiltrates a company (or

even establishes one, even though a bankrupt) and gets him/herself into a

28ee Albrecht el al,, 1995; Pologns, 1993; Crcss;y, 1986; Ziclz, 1981,

3 Det/Spt Wayne Mank, Det/Chicf Inspector Reberl Cockere!, and Commander Allen Bowics.
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position of trust in order to commit the crime. In other words, fraud is the goal
from the moment this type of person enlers a company.
The otfender commits a fraud because of a belicf, sometimes unrealistic, that
he/she can get away with it and, also that he/she will be able to return the
money 10 its rightful owner(s).
The company faces financial problems and is in urgent need of money and
someone in a management position raticnally decides to commit one or more
frauds to rescue the company, believing that he/she will be able to pay back the
money to its rightful owner(s} and/or because of a belief that he/she can
meanwhile conceal the offence(s) and not pet punished. Here fraud is
committed more cut of love for the company than any animosity towards it or
some egocentric motive.
A company's financial problems lead a particular member of management to
expetience socioeconomic status disequilibrium and self-concept incongruence
as he/she and/or his/her family can no longer enjoy the same lifestyle:
a. but, due to strong self-control adjusts hisfher expenditure accordingly

and does not need to commit fraud; or

b. due to weak selfconirol does not adjust hisher expenditure

accordingly, and commits fraud once or repeatedly. For some people,
being seen to be suceessful is mere important than being honest.
An individual in a position of trust persuades, or (by ﬁ&ue of having .weak self-
conirol} is persuaded by, an outsider to embark on a scam to deceive and to
share the money stolen.

Fraud is committed by & crime-prone individua! in response to a felt personal
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nced, e.g., 1o buy a house because one is engaged to be married or in order (o
help loved ones.

Due" (3 some vice pressure {e.g., gambling, drups, alcohol, expensive sexual

+ relationship) or for sheer ¢xcitement, an individual lives beyond histher means.

The financial pressure could also come from a spouse who insists (directly or
indirectly) on a mare expensive lifestyle than the individual can afford. Fraud is
committed in response to such an unshareable financial problem by individuals
who possess the necessary neutralising verbalisations to justify committing the
offence. |

According to Albrecht et al. (1595), someone in management or an employee

of a company commits fraud because of some animosity towards the company

“in order to get even. An employee may be disgruntled because of feeling

und__erpaid, overlooked for promotion, job dissatisfaction, fear of losing histher
job, or petting little recognition for histher job performance.

Utilising an orthodox (i.e., Freudian) psychoanalytic perspective, the
unconscious wishes of a high socioecoilomic status individual, whose company
is facing insolvency, may be sublimated and find expression by petpetrating a
fraud which provides the needed recognition or status in the context of the
corposate culture (Blackburn, 1993:114).

A .person with an antisocial personality disorder (see Blackburn, 1993;
Eysenck, 1997) is excessively egocentric, feeling no anxiety or remorse, and
being insensitive to the consequences of committing one or more frauds on the
victims, Such a person is predisposed to commit fraud under some financial or

other pressure that call for the urpent raising of money if there exists an



opportunity for fraud.
xiv.  Finally, someone may commit [raud 1o prove they can beat the system, i.c., asa

challenpe { Albrecht et al., 1995).

3.23 Rationalisations

It needs to be emphasised that, as Cressey (1986) has arpued, ultimately a trusted
person with an unshareable financial problem who perceives an opportunity to commit
fraud does s0 as a result of neutralising verbalisations that make possible frauds against
or for the company. In other words, in order to commit fraud it is not enough for
someone to be in a position of trust, with an unshareable financial problem and an
opportunity to commit fraud in secret. By violating that trust, acting alone ar with one -
of more accomplices, they need to talk themselves into a belief that, somehow, they
have a "right” to perpetrate the crime, Therefore, it is the ability to rationalise and
justify committing the offence(s) that ultimately makes fraud possible. In this context,
hq{';.r a manager feels towards the company (an example of motivation which muy
reflect one or more company characteristics) is important in understanding his/her

nentralisation technigues (ie., rationalisations) which make fraud possible”.

Cressey's (1986) theory of why managers commit fiaud involves a psychological
process which includes among its three components "the ability to find a formula

which describes the act of embezzling in words which does not conflict with the image

4 The president of the Institute of Chartered Accountants in Australia {ICAA) ot the lime of writing, Rob Wylig,
has wamed that cconomic rationelism and staft downsizing have indircetly created the fdeal climale for fraud
("A Climate for Fraud®, 1996:9}. The possible impact of these changes and stafT downsizing includes fixed-term
appelniments, inceeases in job insecurity, a decline in corporais loyalty, low morale and the adepiion by stafl of
a mercenary attitude 1o one’s employers. These are factars thal contribute 1o fraudulent activity.
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of oneself ns a trusted person” (p,199). Cressey called this "neuiralising verbalisations”,
and arpued that "they make up the most important element in the process which gets a
trusied person in trouble, or keeps the person out of trouble” {p.200). Cressey stated
that "every trust violater [he himself] interviewed used a neutralizing verbalization”
{p.201). More specifically, Cressey found that imprisoned embezzlers made use of the
notion that their case was one of "necessity”, or that their loved ones were in a dire
situation c= that their employers "were cheating them”. However, such justifications
were cast in terms of "berrowing”, "ownership" or "don' t care” (5.201). He pointed out
that rationalisations® used by fraud offenders are not made up by offenders on the spur
of the moment but "they are leaned, and are reflections of cultural ideolegies
pertaining to the propriety of committing crime under certain circumstances” (p201),
In this sense, the rationalisations one uses to justify committing fraud are related to
both one's socialisation and personality (which encapsulates one's values, attitudes and
behavioural patierns) generally as well as to socialisation into the conlemporary

corporate culture.

Cressey argued thal neutralising verbalisations wsed by both management and
employees who commit fraud are accounted for by Sutherland’s (1949} differential
association theory, According to this theory, people rationalise their behaviour in ways
they have learned from associates, Cressey also arpues that the source of
rationalisations used by management who commit fraud for the company (eg., to
increase its profits) is a number of ideologics which permeate the business world. He

lists four such ideologies: (1) honesty is the best policy but business is business; (2) it's

5 What he termed "vocabuolaries of molive”.
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all right to steal a loaf of bread when you are slarving; (3) government regulation of
business is socialistic and counterproductive {p.201); and {4) it's necessary (p.204).

Thus, rationalisations are made possible, on the one hand, by the existence of widely-
accé';; ‘ed ideologies that are part of the corporate culture and the socialising effect and,

on the other, the socialising effect of differential association.

Rationalisations is the third element in Albrecht et al.'s fraud triangle, the other two
being perceived opportunity and pressure. On the basis that generally "there are very
few, if any, people who do not rationalize" (1p.46), these authors maintain that "nearly
every fraud involves the element of rationalization. Most fraud perpetrators are first
time offenders who would not commit other crimes. Someway, they must rationalise
away the dishonesty of their acts” (p.46). Such rationalizations sometime mean lying to
oneself and sometimes to others (p.47). Albrecht et al. {1995:46) provide the following

list of common rationalisations used by fraud perpetrators:

i The organisation owes it to me.

ii. I am only borrowing the money and will pay it back.

iii,.  Nobody will get hurt,

iv.  Ideserve more,

v. 1t's for a good purpose. _

vi.  Something has to be sacrificed - my integrity or my reputation, (If 1 don't
' embezzle to cover up my inability to pay, people wili know I can't meet my

obligations, which will be embarrassing because I am a professicnal),

It needs to be emphasised at this stage that, as already argued above, that all three
components of the mode! (opporlunity, a crims-prone person with a molive, and

rationalisations) are necessary for fraud to oceur,
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40 A MODEL OF FRAUD-DETECTON

There has been an increasing amount of published literature en how auditors can
become better at detecting malerial misstatements, including employee and
management frand. Fraud detection, of course, does not exist in a vacuum but needs to
be considered in the broad context of audit wotk and against the backdrop of the
knowledge of why people commit fraud. Having a definition of fraud detection helps
to focus attention on the areas concerned. Albrecht et al, {19939) stale that it “includes
the

steps or actions taken to discover that afraud has been committed”; that “one of the
most difficult tasks is determining whclh&}or not a fraud has actually occurred”, and
that the “detection of frand begins by identifying symptoms, indicators, or red flags
that can be associated with fraud” (p.53). Recognising indicators of fraud is but the first
step in detecting fraud, because the auditor then needs to pursue the indicators
concerned until an unequivocal degision can be made as to whether fraud has in fact
been perpetrated. Censequently, the availability of a checklist of red flags, however
exhaustive, is not going to lead to more faud heing discovered than would otherwise
be the case if the red flags are considered in isolation from other relevant information
about fraud risk, and if the auditor is not inquisitive enough to pursue fraud indicators

he/she has recognised.

Chapter 3 discussed different approaches that have been put forward to enable auditors
te better detect fraud. While some of the approaches are very simplistic and do not

warrant serious consideration, others have merits that point to the need of combining
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different approaches. For example, the practical usefulness of a comprehensive list af
red flags is significantly diminished il an auditor has no knowledge of various
deceplion strategies managemen! can use as well as counter strategies he/she can use,
to detect such deceptions. Similarly, complaints by a company's employees, clients or
competitors, can provide the auditor with useful informationftip-offs that can alert

him/her to the pessibility that frand may have been perpetrated.

The model developed in the next section is intended to: (1) bring together the essential
components of a fraud detection strategy and guidance on the relevant tactics; (2)
enh_ance auditors’ ability to detect frand by ihcorporating a component based on the
ROP miodel; and (3) demonstrate how feedback from auditing experience in detecting
fraud utilising the model can be used to train auditors in the task, as well as to set up
and update fraud-detection data bases in order to keep up with the inventiveness of

many fraud perpetrators.
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4.1 'T'he model's content
People commit [raud, t_lh.'lt'rcforc, an auditor needs to be aware of cxisting knowledpe
about why people coﬁmit fraud if hefshe is going to delect . The patlemn-
recognition/risk-assessment decision making process that precedes fraud-detection by
an auditor would be incomplete without knowledge about the reas.ons people commit
fraud, Hence, the ROP model is an essential part of the proposed eclectic fraud

detection moede! as shown in Figure 2,

The phrase “"adequate knowledge of a company's environment where the entity
operates" means the auditor has an understanding of the overall economy and industry
in which the client opcfates, and 3 general knowledge of the operations of the client's

business as provided in AUS 304 (AARF, 1995¢). Information of this kind should be
incorporated into the auditor's overall fraud-risk assessment regarding the business,
industry, major customers, methods of receipts, and procurement methods, Such
imowledge would, for example, draw the auditor's attention to whether it is a high risk
industry or a high risk financial area within: the company. The fraud surveys by KPMG
(1996; 1995a; 1993a) found that high risk industries are manufacturing and finance and
hiph risk financial areas are cash, inventory, revenue and expense cycles (see also

Deakin University, 1994, and Loebbecke et al., 1989).

The accounting and internal contro] symptoms of employee fraud and operational ones

listed by Albrecht et al. {1995:76-%3) are categorised under;
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ifi.

iv.

vi.
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Irregutarities in source documents. Common fraud symptoms involving source
documents, such us cheques, sales invoices, purchase orders, purchase
requisitions, and receiving reports include items such as missing documents,
alterations on documents, duplicate payments, photocopied documents, etc.
Faulty jounal entrics. The following are common journal entry fraud
symptoms: journal entries without documentary support; unexplained
adjustments to receivables, payables, revenues, or expenses; journal enfries that
don’t. balance; journal enfries made by individuals whe would not normally
make such entries; and joumal enlries made near the ends of accounting
periods.
Inaccuracies in ledgers. Two common fraud symptoms related to ledgers are: a
ledger that doesn’t balance and master {control) account balances that do not
equal the sum of the individual customer or vendor balances. The first
symptom is indicative of fraud in which cover-up in the accounting records is
not complete. The second ledger symptom is indicative of manipulation of an
individual customer or vendor’s balance without altering the master receivable
or payable account in the ledger.
Unexplained changes in financial statements such as a disproporticnate
increase in debtors when compared to sales growth.
Intemal control weaknesses such as: lack of segregation of duties; lack of
physical safeguards; lack of independent checks; lack of proper authorizations;
lack of proper documents and records; overriding existing controls; and an
inadequate accounting system,

Fraud symptoms involving relationships with other parties include items such
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as significant litigation, a frequent change in solicilors or auditors, a high

turnover of key management positions or board members, etc,

The part of the model aenling with fraud symptoms/indicatorsred flags dny.‘.rf; heavily
on the work of Albrecht et al, {1995), Considering the various fraud-risk ini"ormalion
sources from left to right, we note the importance of the auditor paying particular
attention to information that someone in management, for example: has been/is under
financial pressure; has a criminal record or his professional credentials are otherwise
dubious, or leads an extravagant lifestyle beyond his means. Finally, the auditor should
need information that someone in management exhibits behavioural charpes such as
sudden mood swings; is a heavy drinker; a heavy smoker; is on drugs; is unable to
relax; suffers from insomnia; is unable to look people in the eye; is defensive; and
arpumentative. Albrecht et al. (1995) describe the "psychological aftermath of crime"
as comprising "guilt > fear > stress > behaviour changes” (p.126). It can be argued,
however, that there are people who do not feel any remorse after committing a crime
(Eysenck, 1977). Information about an individual’s employment history and contact
with the criminal justice system can be easily obtained by means of background
checks. Similarly, the auditor's fraud-detection ubility will be enhanced by the
company's relationship with its lawyers, auditors, board members, regulators and the
Taxation Department, management, banks and other lenders, related parties and other
companies and, finally, with its vendors or customers (see Albrecht et al., 1995:104-
105). Useful intelligence information about & company's relationship with other parties
and the life of its management or employees can sometimes come from tips and

complainis by the company's employees, clients or competitors.
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Albrecht et al. (1995) discuss fraud symptoms indicative of the foflowing specific

types of potential fraud:

iii.

iv.

Management frand (operation performance anomalics, management
characteristics that indicate possible motives, organisational structure
anomalies, iregularities In relationships with outside partics)’.

Employee fraud {accounting anomalies, intemal control weaknesses, analytical
anomalies, extravagant lifestyle, unusual behaviour, tips and complaints),
Investment fraud (¢.g., "unreasonable promised rates of retum, investments that
do not make sound business sense, pressure to get in early on the investrnent..."
(Albrecht et al,, 1995:66).

Kiting {e.g., signature and maker on kited cheques are ofien the same, area
abnormalities, i.e., many out-of-area cheques; frequent deposits, cheques, and
balance inquities, escalating account balance, bank abnormalities, average

length of time money is in the account is short)”.

Authors on fraud detection emphasise the importance of the auditor and other fraud

examiners logking out for, recognising and pursuing further "anomalies" of one kind or

another. One such basic "anomaly" is an overly complex organisational structure

which, according to Albrecht ¢t al, "seems to exist without real purpose”, but is

intended to "mask financial statement frauds by not allowing auditors and other

6 See pp.60-64 in Albrecht ¢l al. for further details.

7 See Albrecht ot al. (1995:70).
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outsiders to understand that transactions were nol af arm's-length and thal substantial
amounts of revenue and income were nol legitimate” (p.95). Finally, the possible
existence of fraud may be indicaled by what Albrecht et al. lerm "anaiytical fraud
symptoms, i.e., out-of-the-ordinary procedures and relationships that are implausible”
such as increased revenues wilh decreased cash flows, increased inventory with

_decreased payables, etc,

If we take a look at the fraud detection model we also see that the auditor’s endeavours
to detect fraud are more likely to prove fruitful if: he/she has the support of his firm;
the auditor possesses certain attributes and adopts a suitable approach to the task;
addresses inherent risk before control risk which, in tun, should precede detection-risk
assessment (Monroe, Ng, and Woodliff, 1993}, and he/she is able 1o synthesise fraud-
risk information from a variety of sources that point to "anomalies”. If one or more of
these ingredients are not present, fraud detection is likely to prove an el .. poal for
the auditor. While the propesed model addresses the broad range of information-liputs
into effective fraud detection, it does not claim to puarantee that, using it, an auditor
will detect carefully-concealed frawds. It needs to be pointed out in this context that
while, on the one hand, recognising even one fraud indicator can lead an auditor to
discover fraud, on the other, recognising a number of red flags and pursuing them

extensively may prove a false alarm.

For the proposed fraud detection medel to be applied successfully, the auditor is
" required to process, cvaluate critically, and synthesise a significant amount of

‘information {including information contained in the ROP model) about a client. It is
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the abilily to synthesise (he infonnation concemned thal is essential for the model to

work. K J 4

T

"
(M.

50 CONCLUSION

The interactive model of the aeticlogy of fraud holds that fraud is generally committed
as a result of a combination of factors, namely, rationalisations, opportunities and
person(s). It is argued that a variety of people commit fraud for a variety of motives
and who the offenders are cannot be attributed to a random proress. The mode] sets out
the different ways in which fraud becomes possible when a crime-prone individual
under financial pressure or with other motives, perceives at least one opportunity to
commit fraud and the individual has both the knowledge to commit (alone or in
collusion) and concezl the fraud and possesses the neutralising verbalisations that
enable himvher to perceive committing the offence once or repeatedly seem "right”.
The need to locate the three sufficient components of ROP in a broader socioeconomic
context is emphasised, Rationalisations constitute the most vital of the three
components that mak'é'up the psychological process of information processing and
decision making that precedes an act of fraud, By incorporating ideas from the existing
models and expanding on them, and by introducing the concept of crime-pron;m;ss
drawing on knowledge in Bﬁ.er disciplines, ROP can be said to be a naw model wi:llh

high usefulness potential for anditors.

The need to enhance auditors' fraud defection ability cannot be overemphasised. Audit

“experience alone; however, cannot make auditors fraud-detection experts, The ROP
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model of the actiology of fraud is an jmportant pant of the eclectic fraud deteclion
mode! developed in this chapter, The model of fraud detection highlights the
imporiance of having a competent, clhica[].y-m'lndcd auditor, who is well versed in the
getiolegy of fraud, in management deception strategics and counter deception
strategies, and who enjoys the full support of his/her firm as far as fraud detection is
concemed. Moreover, an auditor should have a good overall view of the company's
environment and intemal controf system, be alert 10 information about both individuals
within the company who are high risks of potential fraud as well as about the
company's relationship with outside parties and, finally, be aware of @d guard against

his’her own unintended biases in carrying out the audit.

Two studies were conducted to test the models developed in this chapter. These
studies are reported in Chapters 5 and 6. The first study was concemed with
demographic, modus operandi and criminal justice characteristics of major fraud
offenders prosecuted successfully by the MFG in Melboume. The first study also
aimed to construct a two-component profile of the major fraud offender and to test the
ROP model as well as Logbbecke et al’s (1989) fraud assessment model. The second
study invoived a swrvey of 108 Australian auditors’ expericnce of defecting
jrregularitics including management and employee fraud. The second study aiso tested
anumber of hypotheses based on the fraud detection model proposed and examined the
applicability of Loebbecke et al.'s fraud assessment medel. The ROP model could not
be tested in the second study as the auditors surveyed (sece Chapter 6) were in no

position to provide adequate data on offenders’ crime-proneness and rationalisations.



CHAPTERS5
PROFILING MAJOR FRAUD, OFFENDERS PROSECUTED BY THE

POLICE

CHAPTER SUMMARY

After outlining the methed of criminal profiling, attention is focused on the empirical
study of 50 major fraud offenders, the methodolopy used and the data collected. A list
of 24 representative case summaries is provided before reporting the findings obtained.
Relevant findings are then discussed with reference to the applicability of the ROP
model developed in this thesis and Loebbecke et al's (1989) model of fraud
assessment. Demographic, modus operandi, and criminal justice characteristics of the
offenders are also reported as there are interrelationships between offence, offender,
victim, and criminal justice factors. This chapter goes on te report a profile of major
fraud offenders which comprises a general-level component and another component in

terms of particular typologies of fraud victimtisation.
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LY v INTRODUCTION

An apparently untapped source ol knowledge for auditors is to be found in official files
on serious fraud offenders prosecuted by specialist police squads like the MIG in
Melboume or the Serious Fraud Office in London and in New Zealand. Who are these
offenders who commit fraud for or against companies? What motivates their criminal
behaviour? How do they justify doing what they do? Do they stand out in any way? If
50, how can auditors use such information to assist them in detecting fraud? The
criminological research reported in this chapter attempts to provide answers to these

questions.

The film "Silence of the Lambs" popularised one approach to investigating serious
crime known as "crminal profiling". The well-known British expert on criminal
proftling, Professor David Canter, argues, in his 1994 book Criminal Shadows: Inside
the Mind of a Serial Killer, that a profile is like a silhoueite, a shadow, that an offender
leaves behind at the scene of the crime. The profiling process developed by the FBI's
Behavioural Science Unit (see Douglas, Ressler, Burgess, and Hartman 1986), alse
known as "psychological profiling" as well as by iis technical term “criminal
investigative analysis", is "an investipative technique by which to identify the major
personality and behavioral characteristics of the offender based upon an analysis of the
crime(s) he or she has committed" (Douglas and Burgess, 1990:1). Thus, while
profiling does not yield the specific identity of the offender, it points to the kind of

person most likely to have committed the offence(s) (Douplas et al., 1986),
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The concept of oftender profiling is based on the argument that “neither a crime nor un
offender is completely unique" (Jackson and Bekerian, 1997:2). In other words, there
are limits to the number of motives and the methods of carrying out a crime - there are
always pattems to be identified and to be compared with those in other cases (p.2). [n
view of the fact that fraud often involves serial offenders, offender profiling can
provide auditors with useful knowledge to improve their [fraud-detection ability.
Profiling "can be based on clinical experience, research and stafistical analysis of

offender databases” (Jackson and Bekerian, 1997:3),

1.1  The profiling process
According to two FBI special agents Douglas and Busgess {1990) who have
contributed to the development of criminal profiling, the technique is a viable
investigative tool against violent crime. Criminal profiles draw on demographic and
police data on particular categories of offenders and interviews with known offenders,
According to Douglas and Burgess (1990:1}, the process by which a criminal profile of
a violent offender is constructed, generally involves the following seven steps:
i evaluation of the eriminal act itseif
Wi comprehensive evaluation of the specifics of the erime scene(s);
i, comprehensive analysis of the victim;
iv, 3 evaluation of preliminary police repotts;

3 evaluation of the medical examiners' autopsy protocol;

development of profile with critical offender characteristics; and
vii.  investipative suggestions predicated on construction of the profile (p.1).
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In order to develop a psychologicul profile of a scrious eriminal it i exsential that the
crime scene be carefully studicd, In the case of major fraud, the crime scene may be
someonc's office, onc or more computers used by the offender and the sysiem off
internal controls. The weapon used by a fraud offender is his/her deception surategy
"'3"'.-\\ and tactics. Turco (1990} emphasises the imperance of being able to utilise
.II'?Edemogtaplﬁc material based on population studies of known perpetrators of particular
crimes when it comes to constructing a profile. In the case of major fraud, such data
could include the type and style of deception used, the relationship between the
offender, the victim(s) and the method(s) used to conceal the offence(s). The offender’s

..’I

motive(s) is an intepral piece in this criminal jigsaw puzzle,

Criminal profiling (personality assessment) has been used to narrow the field and thus
asgist police in: managing hostage negotiations, identifying anonymous letter writers
and individuats who have made oral or written threats of violence, investigating single
and serial cases of arson, rape, and sexual homicide (Douglas and Burgess, 1990).
Profiling has also been used with serious obsessive-compulsive offenders, including
exhibitionists and kleptomaniacs (Reese, 1979 - cited in Blaw, 1994). Finally, in an
unusual proactive application of profiling, Hagaman, Wells, Blau and Wells (1987)
developed a family homicide profiie that could be used to predict such an event and

possibly prevent the homicide. Proactive profiling has not been used with fraud,

According to Copestake (1994:17), criminal profilers like Canter maintain that in order
to undetstand and predict crime one needs to look for clues in the lives of indjvidual

offenders, in the "shadows" they leave behind. In order to understand the individual
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offender and their crime, one needs (o assess the "distorted story about life cach
offender 1ells  him/erself™. "Distorled stories about life" refer o offenders’
rationalisations that help them to: (1) justify their criminal behaviour 1o themselves and
reduce, if not remove completely, any sense of guilt, and (2) resolve any discrepancy
between, on the one hand, viewing themselves as successful and "respectable”
citizens/professionals and, on the other, the knowledge that they are committing

crimes.

Turcq (1990:148) points out two limitations of profiles based on such data, First, an
accurate prediction before the arrest of the subject is not possible since a large number
of people fit the demographic characteristics of the profile but do not commit the crime
in question. Second, there is no real theoretical basis for the profiles. Turce does admit,
however, that suck profiles allow orpanisation of material collected by police
investigators. A theoretical basis is provided for the profile of fraud offenders put

forward below.

According to investigative profilets at the FBI Behavioural Science Unit, profiling has
been used by law enforcement in the U.S. "with success in many areas..." (Douglas and
Burgess, 1990:1). Tetem (1989 - cited in Blau 1994} reviewed 193 cases where
profiling was done and found that 45% of the cases, had been resolved. Of more
interest, perhaps, is Tetem's finding that in 17% the accuracy of the profile was such as
to identify the suspect. Tetem alse reported that in 77% of the cases the profile had
been of significant help to the investigation. Blau (1994} concluded his discussion of

the usefulness of criminal profifing stating that it is a potentially useful tool.
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Of course. some of the demographic attributes of fraud offenders (e.g., age and

educational status) are obvious, This is <uc to the time and qualifications normally

required to acquire a posilion of financial trust In a corporation where ong can effect

major fraud,

Utitising data from police prosecution files on major fraud offenders, the study

teported in this chapter attempts to:

ii.

i,

iv.

vi.

collect and analyse demographic, modus operandi and criminal justice daia;
identify clues to the fraudsi in the lives of the oﬂ‘enders and in the
rationalisations they tell themsélves and to the police investigators;

construct a two-compenent profile of offenders consisting of: (1) at a general
level, dernographic characteristics; and (2} a classification in terms of offender
typologies;

compare fraud indicators in the ROP model and Loebbecke et al.'s (1989) fraud
assessment model with those identified in the Major Fraud Group of the
Victoria Police (MFG) cases;

investipate Loebbecke et al's arpument that all three of their model's
components must be present for fraud to take place;

test Gottfredson and Hirschi's (1990) premises in their general theory of crime
that: (a) white-collar offenders (fike the major fraud offenders studied) do not
specialise in one type of crime, but are versatile; and (b) that a person's self-
control in interaction with criminal opportunity, is the major cause of crime;

and
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exarpine the validity of (he eight assumptions underlying the ROP model of

fraud correlates.

Drawing on the existing empirical literature, the siudy reported in this chapter

investigates whether the following seven propositions are applicable ta the serious

fraud offenders examined as well as the validity of one prediction of the ROP model

and one of the Locbbecke el al, (1989) model of fraud risk assessment:

iii.

iv.

vil.

viit,

the probability of fraud occwring is a function of opportunity, a motivated .
crime prone individual and rationalisations;

a serious fraud offender will tend to have weak self-contral, be egocentric and
indifferent to the consequences of hisfher behaviour;

some of their motives for commitling the offence are such as to distinguish
them from common offenders (i.e., persons perpetrating major index crimes
other than fraud), More specifically, unlike common offenders like burglars or
armed robbers, their motives will include greed, revenge and committing fraud
as a challenge, i.e.. in order to beat the system.

they generally utilise techniques of neutralisation to reduce their status

incongruence that arises out of their offending (Matza, 1969);

. the majority are first offenders (Cressey, 1986);

there are identifiuble clues to the crimes perpetrated in the lives of such
offenders;
a criminal profile of such offenders is possible;

that, generally, Pr(Fraud)=AR,0,P) ; and
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according te Locbbecke et al. PMI) = f(CM,A) , However if the hypothesis
that fraud is pessible with 1wo components, is bome out by the findings, it will
cast doubt on Locbbecke et al's (1989) fraud risk assessment model by
falsifying its basic premise that all three condilions must be present for a

materiat irregularity to occur.

The seven propositions and the two predictions listed above were tested in a study of

50 major fraud cases prosecuted by the Major Fraud Group of the Victoria Police.

2,0

21

2141

A CASE STUDY APPROACH OF 50 MAJOR FRAUD CASES IN
VICTORIA
Methodological considerations

Why study MFG records?

I

The MFG is the largest of the crime squads within the Victoria Police. The MFG was

selected for two reasons:

" Access was granted by the Victoria Police to MFG records.

Thete are a large number of cases processed by the MFG, a relatively quick
turnover of cases, and a high conviction rate of offenders. The hasis for this
expectation was the fact the MFG comprises teams of investigators from
different specialist fields (detectives, accountanis, lawyers, compuier
speciafists, and criminal intelligence analysts), the specialist function of the

MFG and its length of expertise and resources.
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According to the then Officer-in-Charge of the MFG, Commander Allen Bowles, the
criteria for the MFG to take on a fraud investigation are: instruction by the Assistant
Police Commissioner for Crime 1o undertake a particular fraud investigation; the
complexity of a fraud being such as to be impossible for divisional detectives o
investigate; and/or evidence of corruption by public officials. The study was
commenced at the beginning of 1995 once approval was granted by the Victoria Police

and it took 10 months to complete.

When a criminal prosecution case file is created by the MFG it contains the following

information:

i. details of the charge (the charge, under what law the suspect has been charged,
whether it is a summary or an indictable offence, whether there are more
charges);

ii. the person charged;

iii.  details of the oifence (statement 1o the police by the accused and other parties
interviewed by the police in investigating the matter, and the police record of
the interview(s) with the suspect(s)); and

jv.  when a defendant is sentenced by a court (the date(s) of the trial, the date of
sentencing, the identity of the coust and of the judge concemed, the
presentment (i.e., how many counts of a particular charge), type of plea and

details of the sentence(s) imposed.
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During the petiod January 1990 - Qctober 1994 the MEG investigated 196 fraud
matters, It is not possible 10 be 106% accurate aboutl how many cases are investigated
by the group annually since investigations arc a continuing exercise and the group has
only recently attempied to computerise its records and creale a comprehensive
database. At the time of }vriting. a national database was in the process of being
created. The 196 cases were listed by occupation of the offender (see Table 1),
Occupation was used because the study was concerned with financial fraud by people
in pasitions of financial trust. To have used instead the type of fraud committed would
have meant including cases such as social security fraud, medical fraud and credit card

fraud which were outside the scope of the research.

Table 1: Occupation of Offenders in the Population
Number of % of Occupation of Offender
offences offences
76 38.7 other {chefs, gardeners, cleaners, clerks,
salesmen, receptionists)
29 14.8 unemployed, pensioners, prisoners,
students
22 11.2 | **  management, finance consultants, bank
managers
20 102 | **  company directors
19 0.7 | v lawyers
15 76 | ** accountants and bookkeepers
8 40 | * bank tellers
4 20 e brokers, gold dealers
3| 1.5 other professionals (doctors, engincers)

L Occupational categories included ini the cases studied
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2.1,2  Sclection of major fraud cases

In view of the study's focus on major fraud commitied by people in positions of

financial trust, a case was selected for inclusion in the study on the basis of three

criteria:

i it had been processed by the court and the defendant had been sentenced (in

which case information about the offenders would be considered public

knowledge) and the file was accessible;

ii. it involved one or more of the following convictions for deception (as
opposed to theft):
a. obtaining property by deception;
b. obtaining financial advantage by deception;
c. forgery and uttering;
d false accounting; and/or
e. deception; and

fli.  the offerder(s) belonged to such cccupational categories as company

directors, lawyers, bank officials, accountants, brokers, share traders and

management which involve financial trust,

In deciding which cases to study from those prosecuted by the police, it was

considered important that the types of frauds and the individuals invelved be of the

kinds encountered by auditors, [t could be argued, however, that cases of frandulent

financial reporting (in order to support earning trends, plans for bonus compensation,
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proxy ;uppon for n broad ronge of preposals, or merper and sequisitions) as opposed
to t'raulflulcm financial reporting to conceal theft of assets, should he preferred
because: that is where auditors are al a greater legal risk and where financial
statements are most likely 1o contain maierial misstatements. On the other hand,
frauds i:;volving thett of assets or misappropriation of assets are what the majority of
auditms:in Australia are most likely to encounter in (heir work and there have been
cases appinst auditors for failing to detect theni. Support for the types of fraud cases
studied was provided by the survey of Australién aulitors’ experience with fraud
detection {see next chapter) which found thét a minority of the respondents had

encountered a fraudulent firancial reporting' case as opposed to theft cover up.

Selecting cases processed by the court is justified on the basis that if someone has
been convicted of a crime it is accepted as evidence that they committed the act in
question. The altemative of using cases of individuals investigated and charged with
deception offences by the police was decided against for the following reasens: (1} a
person is considered innocent until proven puilty; (2) the charge(s) of which
somenne is/are convicled by a court or pleads guilty to afier being charged is/are
sometimes different from the original charge; (3) if a trial is pending, the police
would be reluctant to allow access to information about a case as the information

only becomes public when considered during the trial which results in conviction;

T According to SAS 82 {AICPA,1997, para4) "faudulenl financial reporling refers to intentional
raisstitements or omissiens of amaunts or discleseres in financial statements. Fraudulent financiel reporting
may involve acts such as the following: (a) maniputation, falsification, or alternlion of aceounting records or
supporing documents from which financial statements are prepared; (b) misrepresentation in, or imentional
omission lrom, the financiaf statements of evenls, transactions, or olher significant information; and {(c}
intentional misapplicatiot of accounting prineiples relating to amounts, classification, manner ar presentation,
ar diselosure.”
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and () vilalﬂ inl'nrlmu.lion about the respense of the criminal justice system 1o such
convicted offenders (e.g., the penological upproach to sentencing, the type and length
wex,, of the senlence) beeomes available only if a person is found guilty and is sentenced

or pleads guilly and is senlenced.

i3 As in Benson and Moore (1992) and Weisburd et al, {1990), an offence-based
definition was used to select cases, thus making it possible tcn...compare results.
Application of the three criteria resulted in a final list of 50 cases of fraud. The final
list of cases was obtained as foilows. Drawing on the computerised records of the
MFG, ai the end of October 1994 there were 196 briefs for fraud matters since
January 1950 where the occupation of the accused/defendant was given, Of those,
the investigation was compieted (i.e., there was a completed brief avaiiable) for 99
cases. Thirty-seven metters involved occupations that were either beyond the seope
of the research or where the cases should have been included but were not because it
proved impossible to locate the files, Cases that were excluded invelved social
security fraud by, for cxample, an unemployed prostitute, two unemployed
professional punters as well as 13 unemployed persons, four prisoners and two old-
age pensioners convicted of social security fraud. A number of docters involved in
medicare fraud, a concreter who falsified invoices, and & housewife who collected
large amounts of money for fictitious charity causes should have been included but
were not because it proved impossible to locate their files. Four additional cases
were also not included; they invelved two cases where the police investigation
concluded there was "no case", and twe others which had been prosecuted and been

dismissed by the court at first hearing because no prima facie case was cstablished
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by 1hé prosecution against the accused,
. )

Like Langdale (1990}, a number of difficulties were expcri::'gced in getting hold of
the bricfs. Once commencement of the search of the briefs bepan, it became
apparent that all completed pre-1993 briefs had been destroyed due to lack of storage
space and some of the post-1993 cases were net located at the Major Fraud Group's
offices but at other Metropolitan police squads or stations and some in country
stations”. Hence, it took a lot more resources and time than anticipated to locate,

arrange access, and code the data for analysis.

It proved impossible 10 access a total of eight files also relating to fraud by persons
in positions of financial trust. Three of the files were located at country police
stations a fair distance from Melboumne and the detectives responsible for them
proved impossible to meet with due to their being on leave and/or attending court for
other cases andfor attending training courses. The other five additional cases were
not included in the stzdy because (even though the offenders had been convicted and
sentenced) they were the subject of an appeal to a higher court against conviction or
sentence imposed and case information could not be made avsilable to the author at
that stage in the legal proceedings. Those eight cases identified as relevant to the
study but not included were not different from the 50 that were studied because they,

too, involved deception offences by petsons in positions of financial trust. In other

2 It is the practice at the MFG that detectives working on an ongoing fnvesligation who are transferred
fram the MFG to other stations are expected fo inke the brief with them and to follow the case through to
its completion.
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words, no systematic bias existed in those cight cuses,

It was not considered necessary, as in Langdale (1990), 1o attend court hearings since
the briefs had all the defails rcquir(:{i aboul the cagse and the offender. Unlike
Langdale, the present study was not designed to look at "legal difficultics in alleged
business fraud, the loss and hardship it may or may not causlae, the offender's
perspective and consequential media report” (p.17). In addition, as Langdale
discovered, "the length of each brief was censiderable and the fixed court date not
less than eight weeks" (p.17), factors that made it impossible for the research to
focus on additional aspects of fraud trials in view of the constraints on time and
resources available to the researcher. The amount of money involved in a fraud case
varied from $17,173 to $108,580,000 with the mean average dollar loss to the
victim(s) per case being approximately $4.4 million. While the cases studied cannot
be said o be representative of sericus fraud cases investigated by the MFG in
general, they can be said to be representative of major management fraud
investipated by the MFG (e.g., misappropriation of trust accounts money, false
valuations, false loans, stealing customets’ money) and prosecuted by the Director of

Public Prosecutions in Victoria.

Unstructured interviews were also conducted with MFG detectives to supplement the
data on offenders available in the MFG bricfs. The dala were collected for the
purpose of generating a taxonomy (i.c, a list of typologies) of such offenders. A tetal
of 13 interviews were carried out with detectives who headed particular

investigations and were responsible for preparing the prosecution brief,
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The types of {raud involved in the fifty MFG cases used in this study are shown

betow in Table 2.

Table 2: Types of Fraud in the MFG Cases

Types of Fraud Number of % of
Cases cases

Financial statement manipulation and theft of 23 46
assets
Trust account fraud 14 28
Theft of assets 11 22
Financial statement manipulation 1 2
Financia! statement manipuiation and trust 1 2
account fraud
Tota} S0 100

2.2 Data collection and coding

" For the purposes of the study, following lengthy discussions about fraud offenders
with three experienced senior members of the Major Fraud Group (MFG) of the
Victoria Police, a pilot qualitative case study (N=6) was carried out to familiarise the
author with the content of the police files and to enable a coding guide to be
constructed’. Subsequently. major fraud cases investigated and successfully

prosecuted by the MFG were studied and data coded for quantitative analysis, The

) 3aA coding puide was prepared beforehand to enable the researcher 1o identify key areas for statistical
analysis of the data. The researcher followed two approaches: (1) pnce the bricf was read, the case was
given a number and, in order to guarantes confidentiality, the case was also summatised anonymously; and
(2) the facts of each case were coded for analysis.
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coding guide enabled the ceding of data pertaining to 27 variables largely from the
literature review {sce Chapter 2 and Appendix 1§[). Data was also collected to test the
opportunity and person components of the ROP model. Qualitalive data on

offenders’ rationalisations were also collected,

The following are the main demographic and criminal justice characteristics for
which data were collected and coded and the rationale for their inclusion: offender's
gender, marital status, age, occupation, criminal record, type and number of frauds
committed and other non-fraud offences, under what legislation (state or federal) the
. offender was charged, number of victims, relationship with the victims, number of
accomplices, how the fraud was discovered, motivation, whether the offender was
specialist or versatile, pre-trial status, type of legal representation, court of first
instance, severity of sentence, amount of money involved ir: the fraud(s), type of
irregularity committed, and whether fraud indicators were present. Two additional
variables, ethnicity of the offender and the length of time it tock police to prosecute a
case, were dropped from the analysis because the former was difficult to determine
reliably and the latter because it was decided not to address the issue of MFG

efficiency and effectiveness.

The variables were chosen because they had been identified as relevani 1o the
aetiology of fraud in the discussion of the empirical literature and/or because they
form part of the ROP model. Additional variables relating to processing of the cases
by the courts were dropped at the data-analysis stage following a decision to focus

more on fraud.
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i, ~{render
Gottfredson and Hirschi (1990); Ross {1977);, Wheeler et al. {1988, 1982); and
Weisburd et al. (1990) discuss males as olfenders of white-collar crime.  Wheeler et
al. {1988) argued that women offenders arc under-represented among the highest tier
of white~collar offenders, such as antitrust and securities fraud, because they accupy
relevant organisational positions in lesser numbers than males. The Wheeler ct al.
(1988) sample was drawn from 1976-1978 records. Nowadays, however, women
have higher educational achievements and are more likely to choose a professional
career. As mentioned earlier, it has been claimed that women commit fraud for
different reasons than men, Zietz (1981} reported that women who committed white-
collar crime were more likely to do so due to family needs than to fund high living,
unlike their male connterparts. However, limitations of the Zietz study {discussed in
Chapter 2) mean that we cannot accept unquestioningly her conclusion that women's
criminality is motivated by family needs more than men's. Zietz (1981) was also
testing Pollak {1950) and Reckless’ (1961) findings that female crime has
teaditionally been underestimated in criminotogy (Pollak, 1950:161) as well as the
claim that female crime is due to women being "more deceitful than men™ (Reckless,
1961:8). Reckless argued that women belong to a “special order of criminat
behaviour" (p.78) and findings should not be generalised. Gender differences in
‘criminal behaviour have also been proposed by Bamnes and Teeters, (1959:62) who
stated that there is a group of women who are "calculating, fascinating and
intelligent, who capitalise on their charm and femininity". However, the question of

whether women white-collar offenders are more deceitful than their male



tdd
counterparts cannot be answered on the basis of existing cmpirical .cvidcncc".
Gender was not used as a determining factor when the sample of cases was sclected
by the present author. Finally, on the basis of the existing literature, there is no
reason why the ROP model should distinguish between male and female fraud

offenders,

il Marital status

While neither Wheeler et al, (1988) nor Weisburd et al. {1990) investipated the
marital status of the white-collar crime offenders, Ross (1977:32) wrote that the
white-collar ctime perpetrater is not anti-social and "is likely to keep his marriage
vows, pay his debts, mixes well, stands by his friends, he is ready to protect maidens,
or help poor widows". However, the study of female prison inmates by Zietz
(1981:104) found that "all of the women in this group had one or more unsuccessful
martiages and were currently living alone, with or without children, or with their
parenis". Marital status, as an indication of a defendant's social ties, is a legally-
relevant factor at the sentencing stage (Thomas, 1979), and may be useful in
understanding offenders’ motives and rationalisations. Both financial and nen -

financial pressures for someone to commit fraud can be related to their marital status.

4 Gender is a factor that is taken inte account by the judiciary in imposing scntcnees on convicted eriminat
defendants (Thomas, 1979). Discussion of the issue of sexism in sentencing is beyond the scope of this thesis,
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iii.  Age

In contrast lo the majority of conventionalfstreet offenders who tend to be aped
under 18 (Feldman, 1993), the average white-collar offender in Wheeler el al. (1988)
and Weisburd et al. (1990) was 40 years old. The average age for streetl criminals in
Weisburd et al. was 20 to 30 years. Weisburd et al. (1990) also reported that white-
collar offenders are likely to begin their carcers later than street criminals,
Undoubtedly, there is a link between age and white collar offending, since by the
time one completes one's tertiary educaticn and obtains sufficient professional
qualifications and experience to command a highly paid position of financial trust
such as accountant, solicitor, or bank-manager, one would be at least 30 years old.
There is, however, scope for age differences between different major fraud offenders.
Interestingly, as far as femeale inmates serving sentences for fraud are concerned,
Zietz (1981:114) found that "age did not appear to be a significant factor, although

the majority were less than 30 years of age”.

iv.  Qccupation

Wheeler et al. (1988} compared convicted white-collar and common cdme offenders
on a varjety of social and demographic indicators. As would be expected, they found
that white-collar offenders had a higher educational attainment than street offenders,
and had histoﬁes of steady employment. Coleman (1987) believes that white-collar
offenders use their occupation as an opportunity, but Spark (1994) goes a step further
and argues that in addition to using one's job, if there is a complicated group

structure or financial dictatorship then that is an added opportunity,
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v. - Fraud charges and other non-fraud offences
Korn and McCorkle (1959) pointed out that "the carliest and sli].l-lhc most common
way of ¢lassifying criminals iy in terms of the Jegal title identifying the criminal act”

(p.142). The categaries of fraud charges used most frequently by the MFG were:

a. obtaining property by deception;

b. obtaining financial advantage by deception;
c. theft; and

d. forgery.

Ong of the issues in the literature concerns the question of whether white-collar .
offenders are specialists or generalists (like street offenders) in the types of crimes
they commit. Using official New Zealand data, Thomas {1992) reported that many
fraud offenders rec.)ffend; more specifically, 34.1% were later reconvicted for the
same offence, and 68.2% reconvicted for fraud or any other crime (p.125). Benson
and Moore (1992) concluded that white-collar offenders were a lot less involved in
crime than street offenders. White-collar offendets were reported by Wheeler et al.
{1988) as having a surprisingly high number of prior arrests and convictions, but
were still lower in that regard than common criminajs. Weisburd et al. (1990} found
that more than one in seven securities fraud offenders had a prior felony conviction,
as did more than a quarter of those convicted of credit fraud, false claims, and mail
fraud. Even with the more elite population of white-collar offenders such as doctors,
lawyers, accountants, office managers and owners of substantial capital, there was
evidence "of criminal careers ... within a highly restricted population of elile white-

collar offendess" (p.347). They reported that a nontrivial "proportion of white-collar



147
offenders were found to be repeat offenders and some had serious and lengthy
“criminal records" (p.343). The same authors suppest that whitewcollar offenders do

not specialise in while-collar crime,

vi.  Relationship to the victim

The offender-victim relationship is of importance as far as bath patterns in criminal
behaviour and implications for its detection and prevention are concerned. It is also
sipnificant in sentencing because the violation of trust {a basic feature of many
deception white-collar crimes) is an aggravating factor {Thomas, 1979). Regarding
the type of victim, Wheeler et al, (1988:338) claimed that "common crimes victimise
individuals. In contrast, the majority of federai white collar offences involves
victimisation of organisations ... they are also likely to use an orpanisational form for

their commission".

vii.  Number of accomplices
For some deception offences to take place, more than one offender is needed because
of a need for collusion. An example might be a bank manager and a real-estate agent
operating a deception ploy, whereby the bank manager approves housing loans for
properties he/she knows have been overvalted and is paid secret commissions by the
real estate agent. Furthermore, an important question of interest to both police,
detectives and the judiciary is whether an offender has been operaling atone to
" commit a fraud or with accomplices, At the sentencing stage, having accomplices is
an aggravating factor as it often points to more planning being invelved (Thomas,

1979). Wheeler et al. (1988}, the only researcher in this area to have looked at this
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variable, four)ld.thul "only about nineteen percent of the commeon erimes invoelve five
or more pCrso..ns in addition to the defendant, while more than one-third of the white
collar offences have as many participants” (p.339). ft should be noted here, that any
of the categeries listed under "motives” in the ROP model could involve an offender

with or without accomplices.

vili. How the fraud was discovered

Fraud is often carefully concealed and it would be of interest to know how it comes
to light (e.g., who becomes suspicious and reports the matter to the police or
someone else). Information about this variable was also considered in order to gauge

the apparent involvement of auditors in fraud detection.

ix. Motivation
One of the essential components of the proposed ROP model is a crime-prone person
with a motive for committing fraud. Offenders commit their crimes for many and
various reasons. Business failures, drug addiction, gambling and particular lifestyles
needing large amounts of money are important factors in understanding why
someone might commit fraud. Other possible motivations might be revenge, greed
and megalomaniz. Cressey (1986,1980) discounted gambling, alcohol or spending
beyond one's means as causes of embezzlement, and reported that one of the
offenders studied was willing to do anything to give his wife and children what they
needed. For Cressey, "ascribing bad motives to behaviour docs not explain that
" behaviour" (1980:121). According to Thomas (1992:123), family nceds is more of an

acceplable justification coming from women rather than men. As criminologists are
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not tired of telling us, drug addiction is-a major cause of various criminal nffences in
society. Benson and Moore (1992:263-264) indirectly tested for this variable and
found that “neither white-collar nor common offenders are likely to have drinking
problems...only 6% of white-collar criminals are reported to have used illegal drugs,
compared to almost half of the common criminals”. Knowledpe about
vice(s)/motivation(s) of an offender helps to construct the offender profile and 10
develop a model to explain the veasons why major fraud is committed. Some of the
vices identified for testing weye: gambling, drugs, greed, to pay personal bills, to pay
business bills, and lifestyle (e.g., leading & double life or otherwise living beyond

one's means in ordet to maintain a particular self-image).

X. Pre-trial status of the offender

The decision to grant a defendant bail or remand them in custody indicates how the
courts view a defendant (i.e., whether they pose a serious risk they may abscond, or
whether they will commit another serious crime), a factor that can be expected to

impact on sentence choice and severity.

xi. Legally represented by a private lawyer or by a court-appointed lawyer
This is to identify if the offender had the resources available to finance histher legal

defence.
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Xhi. Sevérily of sentence

A Tot has been written about white collar-crime offenders not receiving a [air
punishment for their crime. Bologna (1993) claims that U.5. fraud offenders belicve
that "if you are going to be .a financial crook be a big one...[since] the greater the
offence against the capital, the less the punishment imposed by the seatencing judge”
(p.7). Information about the type and severity of sentence imposed was collected
because it is relevant te a discussion of deterrence theory . The severity of the

sentence is looked at where applicable,

xiii. Amount of money involved in the fraud

Information on this factor was collecied in order to throw some light on sentencing
decisions, as it largely determines perceptions of harm done, ie., perceptions of
offence seriousness. Furthermore, it could be argued that the greater the money
involved, the better the position the offender is in to bargain his plea with the police,
who might be also interested in recovering some of the money involved in a spate of
deception offences, so that the victims can recover some of their losses. Finally, that
victims have recovered part or the total of their financial losses is a mitigating factor
that the judiciary would normally take into account {Thomas, 1979), Information
about this variable would also be useful in pauging the scale of the frauds

investigated by the MFG.

¥iv.  Type of irregularity
As already mentioned above, one of the aims of the reseasch is to test Loebbecke ct

al's fraud risk assessment model which differentiates between "defalcation” and
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"management fraud”, [nformation on this factor was also collected because different
types of irregularitics huve different implications for auditors, as far as their duty to

detect and report such illegal acts is concerned,

xv.  Fraud-facilitating conditions (i.c., fraud indicalors)
Information was collected on this factor because of ils potential importance for
auditors, In addition, "conditions” is one of the components of the ROP model (0)

and of Loebbecke et al.'s (1989) model being tested by this research.

. xvi,  Rationalisations

Possessing rationalisations (i.e., neutralising verbalisations) is a necessary
component for fraud to take place. As Cressey (1986) pointed out, it is an
individual's ability to rationalise and justify perpetrating the offence(s) that makes
fraud possible. Qualitative data about the offenders' rationalisations was extracted

from sworn written statements made to the MFG detectives investigating.
3.0 THE MFG CASES USED IN THIS STUDY

Representative case summaries are provided below, with the ROP model
components present being indicated, in order to provide the reader with an idea of
the type of cases studied. Cases where the facts are similar are not repeated. Due to a
confidentiality agrecement signed by the author, the cases are presented without any
identifying details about the offender or the victiin(s). The decision whether an

,offender had certain characteristics e.g., low self-contro} and histher type of
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motivation (e.g.,. preed) was areived at alter careful examination ol all the

information in the MFG file.

Case one involved a fraud of 31,785,000 committed by a member of middle
management in a finance company. The male offender had sole responsibility over
computer assets, recording, and investments at a time when the company's bank lost
the original authorised signature card with a specimen of the two signatories {Person
and Opportunity), He was engaped to get married and needed money (Motive:
Sinancial problem), Exploiting his company's weak internal controls, he submitted
one card with one signatory only. He redeemed clients' Commercial Bills without
their consent, paid them the interest due and paid the remainder into his personal
account, He used the money to buy a house and a car for himself and his flancée.
After his first "success” he became both over-confident and more greedy and
proceeded to commit more frauds. He justified the frauds on the basis that he would
one day pay it back {Rationalisation). Realising he would not be able to pay back the
money after all, one day he left his fiancée a note admiiting having defrauded his

company. She, in turn, informed the police,

The second case was for $1,600,000. The offender, was a director who was an
undischarged bankrupt and a carcer conman (Persen) who without adequate
sereening of applicants for management positions deceived his two co-directers into
signing blank cheques (Opportunity). He opened eight bank accounts in the names of’
each of the ather directors with overdrafl facilities of $200,000. He then debited each

account with $200,000 and credited his own account with that sum of money. As far
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as he was concerned, he was enlilled to whatever money he could gel
(Rationalisation). A fe!]ﬁw co-dircetor suspected the fraud and the police were culled
in.

The third case involved a female accountant who commitied a fraud of $2,300,000.
She banked a client's bank cheque into the practice’s trust account. The bank
incorrectly credited the account with three zeros too many {(Opporiunity). Once the
offender became aware of this, secing no reason why she should not appropriate the
money for herself and perceiving a low risk of being prosecuted (she felt that the
bank did not really need the money- Rationalisation), the account was debited and
the money sent off to various fiiends and the offender's spouse. The bank soon
.realised a mistake had been made and contacted the offender. She claimed that she

had assumed the money had come from an inheritance she had been expecting.

Case four was for $174,211. A 30-ycar old single male finance manager, with low
self-control needed money to pay university fees for his brother as well as to help his
sister who was living overseas {(Motivated crime-prone person). He was responsible
for investing $1.5 million te maintain a minimum working capital. He exploited the
company's weak internal ecatrols (Opportunity) to falsify payment vouchers and to
appropriate the money from his employer's bank account. He justified defrauding
his employer on the grounds that "nobody would get hurt" (Ratienalisation), He was

found out by the external auditor.

Case five involved a fraud of $345,000. Perceiving a low risk of being apprehended
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(Opportunity}, a crime-prone 40-year old married male solicitor {(Person) deccived
17 clients (from conveyancing and divorce c.l:iscs] inlo invesling money in a company
supposedly tor better returns, He did not inform his clients that he owned the
company concerned. He then misappropriated the invesiments. He covered up the
frauds by making it appear that the clients had loaned their money to him. His
justification was that he had the clients' authority since there were only “technical
deficiencies" in their trust accounts' (Rationalisation). HMe was found out when a

client died and the beneficiaries asked for their money held in the trust account,

Case six involved a fraud of $1,381,304. The offender was a 37-year old male
solicitor who had a serious financial problem because he could not meet interest
payments on a loan he had taken out to build a medical clinic (Person with a motive).
Since he had access to his clients' land titles and their money in his trust accounts
and in the absence of capab]é guardians (Opporiunity), he raised the money he so
urgently needed via false accounting. He rationalised the frauds in terms of "merely
borrowing money" from clients with the intention of paying them back later when
his investments would yield a significant profit (Rationalisation). He was found out

when a client insisted on withdrawing his money from the trust account,

Case seven concemed a fraud of $280,000. A 40-year old opportunist married male
solicitor, (Person) had access 1o clients' trust accounts and perceived a low risk of
being found out if he committed fraud against his clients (Opportumity), He invested

his clients' monies under an alias and used some of the money to purchase personal
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property. He justified the frauds on the grounds that he was "only borrowing money
from clients" and intended 1o pay the money back inlo their accounts at a later stage
(Rationalisation). He was found out when a client .askcd for the money in her trust

account, became suspicious and contacted the Law Institute.

Case eight was for $886,769. In this case the offender a 50-year old consultant
accountant, a professional conman who in the past had used three different aliases
and was a compulsive gambler and a liar, purported to be a qualified accountant
(Person with a motive), He was employed by a company (with weak internal controls
to prevent fraud) as a consultant and was entrusted to requisition cheques as required
(Opportunity). The offender would write up requisition forms, attach supporting
documentation and write up the cheque details in erasable ink. Once the cheques
were signed he would alter the payee and amount. The changes made were not
obvious on the cheque. He f‘orgecl a total of 341 cheques thinking of himself as a
professional fraudster who was entitled 1o whatever he could get away with

(Rationalisation). He was found out by an auditor.

Case nine was for $100,327. This fraud was committed by a 42-year old male bank
manager who perceived a low risk of being found out and being greedy for money
(Person with a motive) took advantage of weak internal controls (Opportunity). He
" approved unsecured loans to two business pariners above and beyond what he was
authorised by the bank to approve. They had promised him a senior position in their
company in the near future as well as a financial reward in return for his "services" 1o

them. To cover up the unsecured loans, he also approved loans to fictitious
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customers. The money was paid into a number of accounts opened under assumed
names. There was a néed to avoid the excessive unsecured loans from being included
by the bank's compuierised internul control sysiem on a list of leans that
management would review regularly. That he did by using money from the fictitious
accounts to reduce the balance of the unsecured loans. As far as he was concerned,
what he was doing was justified as a means to an end (Rationalisatior}. He was

found cut by the bank's auditors,

Case 10 involved a fraud of $136,161 which was committed by a member of middie
management, a 40-year old married male. He was a compulsive gambler with a
propensity te lie and a financial problem (Crime-prone person with a motive). He
was in charge of accounts payable and had access to the computer system
(Opportunity). He used the lack of segrepation of Fluties to create fictitious
accounts/files. He then made unauthorised alterations ;)r deletions to document
which allowed him to generate seven cheques made payable to himself. He
subsequently negotiated the cheques in his personal account, His justification for

what he did was that he "really needed the money" (Rationalisations),

.Case 11, was a $10,860,000 fraud committed by a finance broker. Two credit union
members had taken out a ioan for a business venture, but due to financial difficulties
they could not pay it back. They found an Australian living in Asia (a megalomaniac
male, dreamer and schemer who loved "flaunting himself" in the business world as a
high-flier, & motivated crime-prone person} who was willing to buy the business and

re-finance the loans but required in excess of $10 million. The credit union rules,
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however, prohibited such large amounts being lo‘;med to one individual, Exploiting
weak intemal controls (Oppaortunity), he made 20 fietitious names a;d addresses and
provided false or overstaled propertics as security. The purpose for the large amount
being borrowed was to pay off cxisting loans with other financial institutions. At the
suggestion of the external auditor, an upper manager of the credit unjon obtaincd
sworn valuations and discovered that the mortgaged properties were worth only $4
million rather than $14.1 millien. He justified the frauds on the basis that they were

necessary for the project to succeed and save the company (Rationalisation).

Case 12, involved a $1,250,000 fraud committed by a 47-year old grandmother
accountant who had been dismissed by her previous employer for commitling fraud.
Acting out of greed (Motivated crime-prone person) she exploited weak internal
controfs. A lack of segregation of duties allowed her to be both in charge of
personnel records as well as responsible for paying salaries (Opportunity). She
defrauded her employer of the stated amount via fraudulent transactions. Using a
variety of methods to cover up her frauds, she misappropriated cheques issued by her
employer who was a foreign government and had them paid into her own account.
She did this by getting subordinates to sign "pay cash” cheques or by forging
cheques to alter the amount stated to a larger amount and have the difference paid
into her account. She also misappropriated bills (meant to pay employees' salaries)
upon their maturity by adding "or pay cash". She believed she had a very good
chance of petting away with her frauds (Rarionolisation). With a salary of cnly
$27,000 and employmment of 10 odd years the offender managed to own four houses

in her name, buy another two for family members, pay school fees for grandchildren
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and to hold cush deposits of $1 miltion. [1 is unknown why a number of her assistants
or cven upper management co-eperated with her and banked l..hc cheques or even
authorised the alterations. No charges were laid against those people. She was found
out by the bank when she tried to have a bill paid into her own account which had
already been paid. When interviewed by the police, she appeared naive and uscd the

language barrier as an excuse not 1o communicate.

Case 13 was a fraud of $1,700,000, In this case, a megalomaniac 42-year old male
solicitor with low self-cantrol (Crime-prone person) needed money to finance his
excessive property investments (Mofive}. He had access to clients' accounts and was
in charge of making mortgage payments while his wife was in charge of the
disbursemenis of interest payments {Opportunity). Acting out of greed, he misled
and manipulated the partner in charge of the law firm he worked at to use the term
deposits for his own benefit. He had control over bank accounts and informed the
bank that any transactions (morigape payments} that were meant to go through that
account sheuld go to his personal account. To cover up his fraudulent activities, he
would transfer money from one of his accounts to replace the stolen money from the

;
cl

_ ';Enls' accounts, He exploited loose controls and took letters supposedly to deliver

ﬁigrsonally to clients, but they never reached their destination, He believed he would
be able to pay back the money one day and that he would not be found out
(Rationatisation). An aged client whose trust account he had misappropriated died

and the beneficiary of the estale asked for the money in the account.

Case 14 was a frand of $1,063,900. This case involved a 55-year old married male
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bank manager with low self-conteal (Crime-prone persorn) who was at liberty 10
redeem clients' bills upon maturity (Oppertunity). Acting out of greed (Motive) and
believing he could avoid being found out {(Rationalisation), he used three
commercial bitls owned by a friend and his associate for personal use, He paid off
the bills and bought preperty. To cover up the frauds he transferred money from one
of his accounts to replace the stolen money. The friend whe had invested the money
was receiving the interest eamed from the bills for nearly a year, but became
suspicious when he decided he wanted to redeem one of the investments and another

bank manager could not determine its existence.

Case 15 involved a fraud of $1,141,104. A 37-year old professional conman,
practising as finance consultant (Crime-prone motivated person). He believed he was
justified in defrauding people because that was his job (Rationalisation). He used 11
aliases to open 16 separate bank accounts in three banks and utilised the scrviced
offices and business name of some reputable accounting practices around Melbourne

(he created the Opportunity) in order to commit frauds as follows:

i. He scrutinised share registers to find personal details of large sharehelders,
assumed their identity and, using a series of false documents, he changed
address and amended the share register accordingly.

ii. Following the alteration to the share register, he informed the share registry
that due to the change in address the eriginal share certificale was lost and a
new one was issued to bim.

iii.  Upon receipt of the duplicate share seript, the shares were sold to innocent
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sharcholders and he managed to obtain $432,000 which he banked in his

personal account.

He was found out as a result of one company's practice of confirming a “change of

address" with the sharehelders. In addition to this fraud, he was charged with

“involvement in a fraud in 1950. The details of that fraud are as follows: I¢ used an

alias to negotiate the purchase of two life insurance companies supposedly on behalf
of a U.S. investor. He deccived the bank into drawing cheques in favour of creditors
of the company that sold one of the life insurance companies and had part of the
money paid into various accounts he had opened under a number of false names, He
used $65 million of the $150 million funds held by the bank on behalf of one of the
insurance companies to deceive the parent company to settle the deal on the pretext
that the money was from the bank of New York. He then instructed the bank to draw
bank cheques of nearly $10 million payable to a particular company which he
owned. He cashed those cheques and the same month he received the money he
distributed it to various persons. He seemed to have been shifting from state to state

and defrauding innocent people.

Case 16 was a fraud of $17,173. In this case a 38-year old male director and
principal shareholder indifferent to the consequences of his behaviour, had a
financial problem but continued living beyond his means (Crime-prone motivated
person). He used cheques from an account that had been closed by the bank six
months earlier to pay his daughter's school and tition fees, pay the mechanic, and

go on holidays. His justification was that he was “doing it for the family” and since
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he was able to issue cheques to people who did not question him and his inlegrity
(Opportunity), he was "entitled 10 whatever he could get" (Rationalisation). He was

found out when one of the victims alerted the police.

Case 17 was a $417,500 fraud committed by a director and principal sharcholder. A
35-year old single male career conman (Crime-prone motivated person) who had no
need to justify committing fraud to himself (i.., no need for rationulisation), set up
a corporate hospitality for sporting events to victimise gullible individuals
{Cpportunity) by selling sporting entertzinment packages to companies in Sydney
and Melbourne. There were four packages organised over one month period which
he sold to a number of companies. He was found out when staff of the relevant
companies arrived for the event and as there were no such tickets they complained.
The offender left the country before the events occurred. He was brought back and

convicted.

Case 18 invoived $340,000. This fraud was committed by middle management, The
company's fleet cars were to be sold at public auction or traded-in against the
purchase of a new vehicle (Opportunity). The transport office would obtain three
quotations from various dealers and submit a requisition for a new vehicle. In
collusion and acting out of greed, three singie male employees in their 30's and of
low self-control (Crime-prone persons) authorised documentation, drew and signed
cheques, advertised and sold the trade-ins to family members or innocent purchasers,

New vehicles were purchased for family members but paid for by the company.

Their justification was that "nobody would get hurt" by the frauds (Rationalisation).
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They were found out by the internal suditor.

Casc |9 was for $65,000, In this case, a single 40-year old male bunk rﬁanagcr of
low self-control (Crime-prone person acted out of greed and exploited weak internal
contrals (Opportinity) to lend two individuals a tolal of $900,200. The amount was
in excess of the amount of money he was authorised to lend. He did not verify that
the valuations the two borrowers provided were not false, He was paid a secret
commission of $65,000. His justification was that he was "not harming any people
but the bank" (Ratienalisation). He was found out when another bank who knew the
low credit rating of the two offenders informed the bank managers superiors. No
case could be brought against the borrowers due to limited evidence, even though
once that case was completed another banking institution was conned into the same
thing by the two borrowers and once again the bank manager was the one charged

for the secret commission.

Case 20 involved a fraud of $108,580,000 which was commitied by a bank manager.
He was 38-year old single male with low self-control (Crime-prone person) who was
conned by two individuals who had conned another bank, whose company (X
Group) wanted to build a retirement village. The offender circumvented the bauk's
weak internal controls (Opportunity) over a three-year period and continued re-
financing the loans to the twe individuals even though he knew it was a bad loan and
that he had exceeded his authority. His justification was that "it was for a good
purpese”. (Rationalisation). It was later determined that he was the designated

manager of X Group. When the bank promoied the offender because it felt he was
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doing very well, he continued to provide assistance to the persen who took his
position and even reconciled his ald accounts; he waes always very helpful and never

took holidays. He was found out when a colleague suspecied the fraud.

Case 21 was for $4,500,000. A 57-year old married male chief executive officer of 2
multinational company had weak self-control (Crime-prone personj. He had been
with the company for over 30 years and nobody dared question him. Actling out of
greed, and believing he was entitled to the money {Rationalisation), he renovated his
house using company frauds. Exploiting the company's we¢ak internal controls
(Opportunity), he instructed one of the managers o charge $4.5 million of
renovations to various company stores. However, he was not aware that the Chief
Accountant also renovated his house and some of the expenses were hidden into his
r"expenses. The disgruniled accountant as well as one of the builders who realised
| what was going on informed the police. The offender's justification was that the

company owed him the luxury he sought to have (Rarionalisation).

Case 22 involved a fraud of $3,700,000. A’ 46-year old male general manéger with
low self-control (Crime-prone person) colluded with the marketing manager
(Opporiunity) and approved invoices twice to a particular supplier who maintained
two sets of books for tax purposes, The general manaper was acting out of greed and
justified the fraud as "a means to an end” (Rationalisation). One set was paid into the
computerised accounting system of the supplier and the other into his personal
manual system. The marketing manager was only doing it to keep her job and the

general manager was receiving secret commissions,
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Case 23 was for a $60,000,000 fraud committed by a Trust mandgcr He was a 37-
year old male with low sc!f-wnlml {Crime-prone person) who was approached by
two overseas promotional managers 10 invest money overseas. He agreed 1o collude
with them to defraud the company (Opportunity). His justificalion was that "the
potential reward was worth it" (Rationalisation). The trust sent some money and a
high return was received. However, they did not know that the interest received was
fromn the money sent, so they kept on sending more funds and continued to receive
interest that was really part of their original investment principal instead of from

earnings.

Case 24 involved a $500,000 fraud committed by a general manager of an insurance
company. In the late 1980's in Australia if someone set up an agency for insurance
policies he would receive 100% of the total insurance for the first year back as a
commission as soon as the first monthly premium was received by the insurance
company (Opportuniiy). Exploiting this practice, a 40-year old male with low self-
control, who had a sericus financial problem (Crime-prone person) set up an agency
and got a list of his friends to draw the first premium cheque for an insurance policy
he was supposed to take up. As soon as the insurance company received the first
payment they retumed it as 100% commission back to the three agents. 80% was to
be returned to the policy holder as a loan and the 20% was for administration costs.
The agents were to abtain as security a list of assets owned by the policy holders in .
case they ceased paying the insurance policy, The offender refunded the moncy to

the policy holders and received the 1otal commission from which he built his house,
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Hié justiﬁcalion was thai he was "not doing anybody any harm" (Rationalisations).
In two months all policies ceased und when the insurance company tried to recover
the insured assets, it realised they did not exist. The insurance company auditors had
not checked the internal controls in this case, and nobody in the company ever

checked the securities held.

4.0 FINDINGS
41 A comparison of frand indicators present in the ROP m;ldl:I and in
© Loebbecke et al. (1989)

Locbbecke et al's {1989) paper does not provide details of the definition of
“defalcation” and "menagement frand" used. The definitions used, however, have
been provided to the author (personal contact). Defaleation is employee fraud,
embezzlement, and larceny. Management fraud is deliberate fraud committed by
management that injures investors and creditors through materially misleading

financial statements. The class of perpetrators is management.

It should also be noted that misappropriation of trust accounts by lawyers and

accountants was classified as a defalcation not a manapement fraud,
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Table 3: Classification of the Fifty Cases into Irregularities by Deceplive
Aclion '
Type of Irregularity All eases Defaleations Management
Fraud
No %of50 | No %of3l | No % of 20
Assets overvalued or 2 4 2 7
incorrectly valued
Transactionsfevents not 1 2 1 5
recorded
Expenses recorded 5 10 1 3 4 20
incorrectly
Liabifities understated 1 2 ! 5
Misappropriation of 20 40 13 43 7 33
funds
Theft of cash receipts 26 52 7 23 19 a5
Falsified and altered 33 66 13 43 20 100
records
Totals 88 36 52
Average per occurrence | 1.8 1.2 2.6

Table 3 shows that, using the same classification as Loebbecke et al. (1989), in order
to commit the irregularity a perpetrator carried out more than one deceptive action’.
This explains why N = 88 and not 50. For all perpetrators, the average number of
deceptive acts for the 50 cases reviewed is 1.8 Locbbecke et al. also reported an
average of 1.8 acts. The average for defalcations and management fravd is 1.2 and
2.6 respectively compared to Loebbecke et al. conesponding figures of 1.4 and 2.0.
Aggin, in agreement with Locbbecke's findings, largely the same deceptive actions

underlined both defalcation and management fraud. However, "assels overvalued or

3 Unifke Loebbecke el al’s sindy, "revenue ar other eredits recopnised improperly”, "specicus necounting
Jjudgement made®, or "transacvons in the wrong period” and "disclosures omiited or misleading” were not
contained in the imegularities included in the sample of MFG cnses.
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incorrectly valued" only featured in defaleations, while "transactions/events not

recorded only featured in management fraud”.

The fact that the findings oblained in the present study are very similar to those
reported by Loebbecke et al. is interesting given that their study was based on a
survey of auditors whereas the findings of the present study have been obtained from

prosecution briefs of major fraud cases.

The implications of this observation for auditors are that: (a) the modus operandi of
serious fraud offenders is very much the same whether they operate in Austratia or
United States and (b) upon discovering evidence of a deceptive action an auditor
should assume that it is not an isolated event underpinning an irregularity (see Table

4.

Table 4 provides information about the incidence of different types of deceptive

action by type of irregularity.

e



168

Table 4: Classitication of Number of Charges for the Filty MFG Cases into
[rregularitics Comimitied by Deceptive Action
Type of [rregularity All cases Defaleations Management
Fraud

No % of50 No % of30 No % of 20
Assets overvalued or 12 24.0 12 40.0
incarrectly valued
Transactions/events not 1 2.0 1 5.0
recarded
Expenses recorded 26 52.0 5 16.7 21 105.0
incorrectly
Liabilities understated 2 4.0 2 10.0
Misappropriation of funds 330 660.0 2200 7333 10 5500
Theft of cash receipts 603 1206.0 112 3733 491 24550
Falsifted and altered records 568 11360 63 2267 500 2500.0
Totals - 11542 J034.0 417 13900 1125 56250
Average per accurrence 30.8 13.9 56.}

With few exceptions the fraud offenders studied are prolific serial offenders. A

review of Table 4 reveals that the offenders averaged 30.8 irregutarities each. More

. specifically, the average number of charges for defalcations was 13.9 and 56.3 for

management fraud. However, these averages are inflated by the presence of one

management fraud offender who was charged with 340 counts of falsifying and

altering records and with as many theft offences, Similarly, another offender was

charged with 91 counts of misappropriating funds. Excluding those twe offenders

the average number of Irregularities per occurrence of major fraud is 17.7. The

implication of this finding is that upon discovering evidence for an irregularity an

auditor should assume that many more have also been perpetrated.
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4.2 " Fraud indicators
4,2,1 Testing the applicability of the ROP model
It needs to be acknowledged that using the MFG cases to Lest the applicability of the
ROP model provides 2 useful but limited test of the models. The reason for this is that
the MFG cases involved fraud conviélions; in otherwords, they involved a person with
a crime-prone personality who exploited opportunities to perpetrate fraud, This is a

limitation of the methodology used.

Table 5 provides support for the ROP model. Examination of the Opporfunity
indicators shows the importance of a number of both "situational factors" and
“company characteristics” predicted by the model as facilitating the comunission of
fraud. Regarding the situational faclors, the great majority (80%) of the offenders
perceived a low risk of being apprehended. This finding provides empirical support for
deterrence theory (Walker, 1980) according to which a potential offender is
discouraged through fear of consequences from committing a particular crime if he/she
perceives a ligh risk of being apprehended and expects a severe enough sentence upon
conviction. It should be noted here that, on the basis of their statements during the
police interviews as well as on the basis of lenpthy discussions the present author had
with MFG investigators, the majority of the offenders studicd perceived a low risk of
being apprehended and the issue of the likely penalty if convicted did not seem to have

concemed them.
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In supporl ul’C]a}Ec {1980} and Cohen and Felson (1979), Table 5 also shows thal the
absence of cupu't;!:: guardians is anolher significant situational fuctor. A closer ook at
the cases concerned, revealed that as long as the Law Institute of Victoria failed 10
audit regularly solicitors' trust accounts, it allowed enough solicitors (in fen cases) to
perceive a low risk of being found out and to defraud their clients by stealing from
their trust accounts. Similarly, so long as there were no regional managers to inspect
the work of bank managers, it made it casier for five of them to defraud their own bank
whether by colluding with outsiders (see below} or to steal money from their clients,
Of course, both solicitors and bank managers, like accountants in privale practice,
enjoy the trust of their clients and the existence of gullibte people is another situational

factor that made fraud possible in 34% of the cases.

In addition to situational factors, the opporrunity component of the ROP mode!
includes "company characteristics”. Table 5 shows that the ROP model correctly
predicted the importance of lack of adequate control procedures (90%) that prevent
fraud. This supports the KPMG (1996, 1995a, 1995b, 1993a, 1993b) fraud surveys
which found that poor internal control was the one factor that underpinned most rauds
both in Australia and in 17 other countries. In addition to a iack of adequate control
procedures, the ROP model correctly predicted the importance of non-control factots
(64%) that provide opporttunities for fraud to be commitied. Such factors include, for
example, inability to judge the quality of performance; lack of aceess to information;

ignorance, apathy or incapacity, and lack of audit trail.

Further support for the ROP medel is the finding that 36% of the offenders belonged to
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a criminogenic occupationalfcorporate culture which appears to condene solicitors or
accountants who "borrow" money from their clicnts' trust accounts or bank managers
who autherise unsecured loans or loans far in excess of the amounts they are authorised
to approve for clienis they know well and trust. Weak internal controls may well mean
that collusion between a number of company employees is possible. There was a tolal
of six {12%) such cases. Three separate bank managers conspired with outsiders: two
approved loans for "trusted" clients on the basis of information they knew to be unirue,
and one approved excessive loans to a company in retumn for secret commissions. In
another case, an employee of a disposal company paid secret commissions to the
operator of a rubbish tip for lower rates per truck load. There were two cases of
collusion within a company: three employees in a ministry conspired to steal cars that
should have been traded in when new ones were purchased, and the manager of a credit
corparation who sent all printing work to the same company and in return was be_iﬁg

paid secret commissions.

Reparding the person component of the ROP medel, Table 5 provides support for both
its constituent parts “motive” and "crime-prone personality”, About the latter, it can be
seen that while 30% were professional, unscrupulous deceivers, the motive in 40% of
the cases was a financial problem. There was only one case invelving the restoration of
social identity and one in order to obtain personal justice respectively. In further
support of the ROP model, Table 5 also shows that the most frequent characteristics of
a crime-prone person who has perpetrated fraud are a propensity for lying (92%) and
weak self-control (62%), egocentricity {34%), someone having a strong sense they are

entitled to whatever money they can get by deceiving others (28%) and low self-
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" esteem (2096). As would be predicted using the ROP model, the cases studied involved
a variely of motives. ‘The two main motives were; being a professional fraudster (30%)

and sheer greed in the case ol opportunistic olTenders (24%).

A category of predator, professional conmen (N=15) had no moral scruples and

therefore felt no guilt for committing the crime but justificd committing the offence

e

usini a variety of rationalisations (in Cressey's, 1986, term nreutralising
|
L

verbalisations). The most frequently used rationalisations were: “I can make better use
of the money than the company”, “deceiving is what I do for a living”/ "I'm entitled to
whatever maney [ can get” (30%); “the end justifies the means” and so forth {16%);

“nobody will get hurt” and so forth (12%) and *“1 am only borrowing the money and

will pay it back™ (12%).

The study's resuits regarding rationalisations provide support for one of the ROP
model's basic premises, namely that its three components (R, O, P) are necessary for
fraud to occur, The same resulis also cast sedous doubt on the Loebbecke et al. model
since, as has already been pointed out, one of its components — aititudes - comprises a
set of company characteristics that come under the opportunity cﬁmpbnent of ROP. In
other words, Loebbecke et al.'s medel has nothing to say about mtionalisations, Th!s
major omission may well be due to the fact that they only used data Ii’rom audit partnc-rs
and had no data on fraud offenders. Table 5 also shows that the following indicators
had a frequency of over 50%: propensity for lying (92%), lack of adequate control
procedures that prevent fraud (90%); perception of low risk of being apprehended

(80%); non-conirol facters providing opportunity for fraud to be committed (64%)
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and weak self-control (62%).

Table5:  Indicators and Frequency of Occurrence by the ROP molel's thrce

Components
Indicators ' : Number of cases %o of cases with
with component components in the
MFG cases
N =150
.Opporrm:itfes*. '
Situational Factors*
Perception of low risk of being 40 80
apprehended
Absence of capable guardians 18 .36
Existence of gullible people willing to 17 4
trust strangers with their money
Perception of lenient sentence 4 8 .
Collusion opporfunities 2 4

Company Characteristics™

Lack of adequate control procedures that 45 90
prevent fraud

Non-control factors providing 32 64
opportunities for fraud to be committed :
Criminogenic corporate culture ' 18 36
Collusion opportunities 4 8
Inadequate screening of applicants for . 3 G
manapement positions

Rationalisations

Deceiving is what I do for a living; | am 15 .30

entitled to whatever money [ can get /]
can make better use of the meney than the
cempany

i

‘ .f.r-!f-"! .



174

financial pressure on one's sell’

The end justifies the means/ It's for a good 8 16

purpose/lt’s to: save (he company/pay the

staffT'm doing it for the family

Nobody will get hurt/I am not really 6 12

hurting anybody/the bank won't miss the

money _

I am only borrowing the meney and will 6 12

pay it back

I just need the meney, there's no other 4 8

way '

It's OK to borrow from client's accounts 3 6

because hefshe does not really need the

money

I can get away with it 3 6

The potential reward is worth it 1 2
| The company owes me "1 2

I’ve deceived no one; these are only 1 2

techriical deficiencies

I, too, have a right to enjoy my life 1 2.

Others do it too 1 2

Person

Motive

Predator/career serial fraud 15 30

offenderunscrupulous deceiver "

Opportunist acting out of greed in 12 24

professional occupation

Serial fraud as response to unshareable 5 10

financial pressure on the family -

Serial fraud to solve a financial problem 4 8

of a personal nature i '

Serial fraud to assist loved ones with a 4 "8

financial problem

Serial fraud due to a vice 3 6

Isolated fraud as response to unsharcable

o
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Isolated fraud as response to unsharcable L2 _ 1. 4
finoneial pressure on the family I %
lsolated [raud to restore social identity . l T )
Fraud under an assumed professional ' 1 " - " i 2
identity ' "

Fraud as personal justice T Lo : 2
Crime-prone personality™ . .

(.;’r' Prapensity for lying ' \S 46 92
Weak superego/self-control )| 62
Egocentricity 17 34
A strong sense of entitlement to whatever [+ -~ = 14 28
one can pet by deceiving others '

Low self-esteem . 10 20
Oversensitivity to moneta}y gain - 9 18
Be.ing indifferent to the consequences of 7 14
one's behaviour ‘
Lack of anxiety, remorse and empathy 6 12
Impulsiveness 5 10

= Authoritarian 5 10
Inability to postpone gratification 1 2
Not being attached to other people 1 2

* It is possible for an indicator to be present in more than one catepory, e.g.,

egocentric and authoritarian.
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Table 6: Frequency with which one, two or all three of the Components in the
ROP madel were Present in the MFG Coses when Fraud indicators

were Present and Relevant

Wherce indicators were
present and relevant

No of
cases

Rationalisations

Opportunity

Person

Totals

Percentage of cases
Average No, of indicators

Ali three components present

50

100%

50

183

3.7

202

4.0

Two components present
Totals

Percentage of cases
Average No. of indicators

One component present
Totals

__,-/’—‘"
Percentage of cases
Awverage No. of indicatots

No components present
Totals

Total of all material
management fraud cases

Average No, of indicators

50

30

L0

183

3.7

202

4.0

In suppuﬁ of the ROP model, table &6 shows that 100% of the MFG cases had all three

components of the ROP madel's components present when fraud indicators were

present and relevant. Examination of Table 6 also shows that the average number of

" fraud indicators when all three ROP components were present was 1.0 for

rationalisations, 3.7 for opportunity and 4.0 for person.
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The MEG study shows the importance of all three components of the ROP model in
understanding, the actiology of fraud and demonstrates the model’s applicability to the
MFG cases, ns had been predicted. Regarding crime oppertunity, as Gottiredson and
Hirschi (1990:12-13) would have predicted, it is particularly important where: the
offence produces immediate rather than delayed gratification; committing the crime is
easy in terms of the mental and physical effort required; and, finally, in situations
where the perceived risk of being found out is minimal. In other words, in most cases,
situational circumstances (e.g., strong internal controls) could mute or counteract the
‘effects of a person's low self-controf, However, the findings in Tables 5 and 6
emphasise that it is the interaction of both self-contrel and crime opportunity that
largely explains the genesis of fraud. Of the two factors, however, and contrary to what
Gottfredson and Hirschi (1990} and Grasmick et al. {§993) would have predicted, a
crime-prene person with a motive and the necessary rationalisaticns is a better

predictor of fraud than opportunity for fraud,

Finally, careful interrogation of the MFG data indicates that Qhether someong in a
position of financial trust will commit fraud appears to vary to some extent
independently of self-control or opportunity. The motivation for erime appezuls to
influence the extent to which people perceive situations as constituting criminal
opportl_mi’lci'y .as well as the extent to which low self-control produces crimes, given the

.'upporlunily.

Without ignoring the limitations of the MFG cases studied, the policy implication of

the findings in Tables 5 and 6 is that the ROP model can be used by auditors to

\\7:-
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enl.mnuc their I'ratlll-dc(;ction _nbility by nlcrlir?_g fhem to particular characteristics of
individuals and companies that are nssoc_ialcd. with fraud. The successful test of the
ROP model highlights the imporiance .oi‘:'_lhe auditor utilising information contained in

all three of the model's components when planning the audit.

When considering the appiicability of Loebbecke et al's mode! to the MFG cases (see-
Table 7) and comparing it with the results in Tables 5 and 6, it should be noted that, as
already pointed out, their model fails to account for offenders' rationalisations since
their attitude component refers 10 a list of company characteristics that is pah of

opportunity in the ROP model.

4,22 Testing the applicability of the Loebbecke et al. modet

In order to test the applicability of the Loebbecke et al. model to the MFG cases, fraud
indicators were categorised as: (1) conditions; (2) motives; and (3) atritudes to
determine if the Loebbecke et al. model helds true in the 50 major fraud cases.
Loebbecke et al, assert that for material management fraud to occur, ali three
components have to exist. If any one of the requiren"llénts is absent, then it would be
deemed highly unlikely that a material irregularity has taken place or is likely to do

50.(1989:4).

Loebbecke et al.'s fraud-risk assessment mode] was tested as follows. First, the fraud
" indicators present in the major fraud cases were checked against Loebbecke's
reported indicators (see Table 7 below for details). Second, an assessment was made

of the depgree to which all three compenents of Loebbecke et al's model (ie.,
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condilions, motivations and allitudes) were present in the cases examined

(sec Table & below).
Wy
Table 7: Indicators and their Frequency of Qceurrence by Loebbecke et al.'s Lhree
Components
Indicators Number of cases with % of vases with
compenent compenent in the 50
CAsSES
Conditions: "
Wesk internal control 45 90
Difficult to audit transactions 36 72
Conflict of interest 35 70
Dominated decisions 32 64
Major transactions 3l 62
Inexperienced management 24 48
Related party 18 36
Significant judgements 10 20
Decentralised organisation 5 10
Assets subject to misappropriation 4 8
High management turnover . 3 6
New client 1 2
Rapid growth 1 2
Motivation:
Industry decline i1 22
Inadequate profits 9 18
Significant contractual commitments 7 14
Emphasis on earnings projections 4 8
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Adtitde:

Dishenest management 37 74
Lics or evasivencss 21 42
Agyressive attitude loward financial 14 28

reporting

Personality anomalics

Prior year irregularities

Poor reputation

L [ 2 L¥%)
P - (- ]

Emphasis on earnings projections

Table 7 shows that 6 out of the 24 indicators listed (weak internal controls, dishanest
management, difficult 1o awdit transactions, conflict of interest, domiuated decisions,
and major transactions) had a frequency of greater than 50%. Comparing and
confrasting the frequencies in Table 7 with Loebbecke et al's results {their Table 9,

pp.15-19), it emerges that:

i. In support of Loebbecke et al., the following red flags occurred with high
frequency in both studies: dominated decisions; weak intemal conirols; conflict
of interest, and difficult to audit transactions,

ii. In support of Loebbecke et al, high management turnover occurred with low
frequency in both studies.

iti. The following three red flags occurred with high frequency in Loebbecke et al,
but did so with very low frequency in the present study: the company is in a
period of rapid growth; significant contractual agreements, and industry
decline. It could be argued, of course, that, excluding “industry decling”, the

other two red flags would not be refevant in cases where accountants and
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solicitors sleal from trust Munds.

Regarding the extent to which all three of [Loebbecke et al.’s components were
present in the cases studied (see Table 8), it was found thal, contrary to what the
Loebbecke et al.’s model predicts, in only 36% of the cascs reviewed were all three
components present, in other words, in the majority of the cases (64%) fraud
occurred despite the fact that all lhrele components were not present. [n 52% of the
cases, two of the indicators were present. In most cases, the presence of any two
components is sufficient for management fraud and defalcations to oceur. It can be
seen that of the three components depicted, the average number of conditions-related
indicators is higher than for motivations and attitude ones, irrespective of the number
of components present. This finding emphasises the importance of the opportunity
compenent of the ROP model in the actiology of fraud and has implications for fraud

prevention.
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Tablc 8: Frequency with which one, two or all three of the Components in
Loebbecke et al's Model were Present in the MFG Cagses when Fraud
[ndicators were Present and Relevant,

Average No. of indicators

Where indicators were present No.of | Condittons | Motivaiions | Attitude
and relevant cases

%I)]t ;Eec components present 18 04 27 10

Percentage of cases _ (36%) 52 1.5 17

Average No. of indicators ) ’ )

T t td

T::;lzomponen 5 presen i 2% 124 4 47

Percentage of cases (52%) 48 5 1.8

Average No. of indicators ' ) )

One component present -

Totals | 269’ 2 B 4

Pereentage of cases (12%) 45 - 7

Average No. of indicators : B ’

No components present :

Total cases 0 0 0 0

Total of all material mana t

apeietith el B 245 31 8]
- 4.9 6 1.6

An examination of Table 8 also shows that 88% of the cases lookeﬂ at had two or

three indicators present, i.e,, conditions, motives and attitudes or a combination of

twq.' Therefore, in their efforts to assess whether there is fraud, zuditors can utilise

both information about profiles of fraud offenders as well as about the type and

frequency of fraud indicators present since, as Loebbecke ef al. {1989} found that as

the number of indicators increased the chance of fraud increased. As far as
i
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Loebbecke et al.'s assessment madel of irregularities t§ concerned, the findings of the

Major Fraud Croup study contradict ane of its basic premises, that all three

components need to be present for an irregularity to occur. In 64% of (he cases only

one or lwo of the indicators were present.

5.0 CHARACTERISTICS OF MAJOR FRAUD OFFENDERS

5.1 A profile of major fraud offenders

The majority of offenders studied shared some characteristics one would normally
have expected them to have by virtue of the fact that they needed to be in
occupational positions where they could, alone or with accomplices, effect major
fraud, To hold such positions, they almost invariably had to be professionals with
tertiary qualifications and over 30 years of age. As expected, the great majority were
male (92%), married/defacto (63%) and aped 31-45 inclusive (65%). As far as their
occupation is concemcd,' 24% were company directors, 20% were solicitors,

accountants made up 8%, office/bank managers 18%, finance managers 8%,

-bookkeepers 4%, sharetraders 4%, brokers 2% and other” 2%. These findings support

similar results reported by Wheeler e al. (1988).

Rather interestingly, it was also found that most of them had acted alone in
perpetrating their fraudutent acts against two or more people they knew well and
only committed deception offences, in other words, they were specialists and not

versatile.

6 This is the cose of the assumed idenlity person who pracliced as a salicitor,
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These genersl characteristies comprise the first of two components of the profile
construcied, The second is the taxonomy of offenders and circumstances (e, & seti
of typologics, categories and sub-categorics) discussed in section 5.3 below, The two

components are meant to be used in tandem by auditors.

The majority (91%) of the offenders examined were convicted under state legislation
(Crimes Act, 1958 (Vic)), with 44% convicted of _10 fraud charges or less while a
significant proportion (39%) were convicted of 2.0. or more charges. Approxiﬁmately
half (51%) of the cases involved one or two victims, but in 26% of the cases the
offender defrauded 10 or more separate victims. The prescnce of one or two victims
in a prosecution does not, of course, mean the offender only committed one or two

frauds, because a singte victim may have been repeatedly defrauded.

As far as the treatment of the perpetrators by the courts is concerned, most offenders
(73%) pleaded guilty, wete granted bail (85%), all were legally represented at the
trial and most (89%) were represented by a private lawyer. Slightly over half (52%)
of the cases were tried by a higher court, namely the county or supreme ¢ourt.
Overall, the MFG had a high conviction rate (84%). As far as sentencing by the
courts is concerned, the majority of the offenders studied were imprisoned (68%),
14% were given a good behaviour bond, 11% a suspended term of imprisonment,

4% a fine and, finally, 3% were given a community-hased order, Of thosc who were
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sent Lo prison, the majority were sentenced to five years or less”,

Cross-tabulations af’the main variables for which data were colivotud in the MFG
study yiclded the following findings: accourtants were more likely 1o be sentenced
to a longer {more than five ycars) term of imprisonment than other occupational
categorics (Uhi-square = 6.82105, p = 0.009)*. The most likely cxplanation for that
is to be lound in the fact that accountants were convicted of more fraud charges and
not because they defrauded a larger amount of money. Because un offender was
convicted of more than one charge against the same victim, it is better to talk about
victimisation per fraud. It was found to be one in over one-third (36%) of the cases,
two victimisations {15%), 3-10 victimisations (23%) and over 10 victimisations in
26% of the frauds. One rather prolific offender was convicted of 58 charges. There
was some limited evidence that those with a relatively "small" number of

victimisations per fraud (i.e., < 10 victims) were more likely to plead not guilty.
It

In support of U.8. research, most (70%) of the offenders did not have prior criminal
convictions while about one-third (30%) were also charged with a non-fraud (mainly
theft) offence. Company directors and accountants were more likely (though not

statistically significant) to have a prior criminal record. There was some indication

that these who had a criminal record were more likely to perpetrate frauds nefting a

7 The Chi-square test of associntion when dealing with frequencics was used (o 1est (he siotislical
significance of the relatienship between pairs of characterisiics pertaining to the ofTence, the offender, the
viclim, and the impasition of senicnces by the cousts. [n all the reported results the significance level (p) is
with one depree of freedom {1df) and for a two-tailed test, In some instances, small numbers in the cells of
the frequency tables has meant that, even though a relationship betwveen two variables was significant at
lemst al p = 0.05, yhe result was dismissed in order 1o comply with the requirements of the chi-square test
{e.g., huving less than 29% of the celis in a table with frequencies of Jess than 5). Such cases are indicated
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Marger” amount of money (mere than $500,000) than were first offenders and that
first offenders generally acted more out of greed and were more likely to plead

puilly.

Of the professional proups involved, accountants and solicitors (unlike bank
managers or company directors) were the most prolific in terms of the number of
deccpiion offences they were charged with (Chi-square = 3.65330, p = (.05). In
contrast to bank managers and company directors, the rest of the occupational
categotics (e.g., accountants, solicitors, finapce managers) were significantly more
likely to perpetrate their fraud offences without accomplices (Chi-square = 11.72959,
p = 0.0006)*. As a rule, accountants and company directors were significantly more
likely (Chi-square = 12.82184, p = 0.0003) than other occupational categories to
have "specialised” in such deception offences as obtaining property or financial

advantage by deception,
Regarding the relationship with the victim, in 25% of the cases the victim was the
employer, a client/customer (61%), a fellow company director (6%) or a stranger

(6%), but only 2% were employees of the offender,

Most of the offenders (70%) perpetrated the fraud(s) acting alone and of those that

had accomplices, the tendency was to have one only accomplice.

Un‘!“i_lkc conventional offenders, most (87%) of the offenders studied were nol

with an *.
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versalile, us Gottfredson and Elirgchi (1990) would have predicied, but specialists,
i.c..: ‘:lhcy perpetrated only particular deception offences, hardly changing thein modus
operandi. The specialist fraudsters (i.c., those commilting only deceplion offences)
were signilicantly more likely than their versatile counterparts to have a criminal
record (Chi-square = 5.45185, p = 0.0195)*, and were significantly more likely to be

imprisoned (Chi-square = 3.47222, p = 0.0624).

The fraud came to be investigated because a victim suspected the offender (40%), or
because of the work of an auditor (13%) or as a result of a bank (14%) or a
colfleague/fellow co-director 11%, a client (11%) or the Law Institute of Victoria
(9%} or, finally, the policc (2%) becoming suspicicusfacting on information
received, While half of the solicitors involved were suspected by the Law Institute of
Victoria, accountants and company directors were significantly more likely than all
the other occupational categories to be suspected of having perpetrated fraud by one

of their victims (Chi-square = 7.07087, p = 0.007).

These inter-relationships indicates a need to desegregate major fraud offenders. The
findings suggest that, at a general level, such offenders differ from common
offenders in a number of significant ways, such as in being employed, specialists and
first offenders. However, the way they go about committing their crimes, how many
offences of the same kind they commit, whether they act alone, whether they plead
guilty and what sentence they receive, appear to be related. In combination with the
taxonomy of fraud offenders described below, these findings go some way towards

painting the picture of the major fraud offender. In this sense the rescarch can be said
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to have suceeeded in prafiling such offenders. This knowledge could he used to alert
auditors to potential management fraud risks and their likely modus operandi against
the backdrop of lraud-prone companies and areas within companics detailed in-the

next chapter,

52  Criminal typelogies

The ctriminological literature contains a number of criminal typologies. The main
concern has been with typologies of male juvenile delinquents {see Gibbons, 1975)
and prison inmates (see Schrag, 1961). Typologies of white-coliar offenders has been
a neglected tepic in criminology. In considering the typologies yielded by the MFG
study it should be remembered that they are actiological ones, i.c., they identify the
" types of persons in positions of financial trust who perpetrated fraud and the

. circumstances under which fraud is done.

5.3 A taxonomy/typologies of major fraud cases

Close examination of the 50 cases and the interviews with the detectives yielded the
following taxonomy of major fraud cases described next. The taxonomy (see Table
9} shows that if a profile of fraud offendess is to be useful in fraud detection, it needs
to accommodate a broad range of caiegoties and, in some cases, sub-categories of
cases, which result from the combination of pariicular types of offenders committing
different types of fraud under different circumstances’. The fact is that many

professionals of the age group and with the types of pressures mentioned below do

8 According to Gibbons (1975), the maln crileria a typology must satisfy in order to be useful are: clarity
and objcclivity; mutual exclusiveness; and comprehensivencss and parsimony (p.143).
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not resort to fraud. Consequently, if a profile of fraud offenders does not include
informution en  partlicular combinations of different ypes of professionals,
committing dillerent types of irregularities under different circumstances, then it will
net be of much use to an auditor. [n other words, the taxonomy of types of fraud
offenders and circumstances reported below cun be thought of as enriching the
sketch broad outline of a persen who is likely to be a fraud risk, and is therefore

likely to be of use to an auditor.

The predator/professional fraud offender. For example, an accountant with a
ri:cord for committing fraud against a previous employer also defrauds hisfher laiest
- employer of a much larger amount of money. Another type of predator gets a
position in a company in order to commit the fraud. In other words, the offender has
the opportunity, is crime-prone due to the absence of a strong self-control as
evidenced by hisfher previous criminal activity of a similar nature, and justifies the
fraudulent activity in terms of "I can make better use of the money than the
company”. Another example is where a career fraud offender (with a record for
identifying, selecting major sharcholders, assuning their identity, and selling their
shares) sets up a company to defraud a bank. Here we have a crime-prone individual
whe creates the opportunity for fraud, commits deception offences and justifies the
crime as "This is what I do for a living". Another example is where one individual
who, after defrauding a company in his own country, flew to Australia to repeat his
scheme here, Again, we have a predator who sets up a company purporting to offer a
service for a fee, collects a lot of money from clients and then simply disappears and,

like serial killers, sees nothing morally wrong with what he does. Eight cases were
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perpetrated by predator, professional offenders who, like some of the other

categoris, slop offending when caught.

An opportunist profecsional with low self - control and withol.ilt a previous
record for deception who is in a position of trust. The second ].'.ziiflgl?;-‘.:t category
identified is where a person with a predisposition to commit fraud as a‘result of
having low self-control, perceives an opportunity to acquire additional money.
Acting out of greed, he/she exploits it alone or with one or more accomplices, in the
belief they will get away with it. For exampie, 2 bank manager steals a friend's
commercial bills and converis them to money, The opportunity lies in the fact that
peopie trust him with their money, the crime-proneness stems from a lack of a strong
conscience and, finally, the fraudulent activity is rationalised in terms of "It's casy
meney to pay off bills and buy property" and avoid being found out. Ancther
example is where, motivated by greed, an insurance company manager in collusion
with two outsiders exploits weak intemal controls to commit a iong series of frauds
against the company. A weak conscience predispeses him te exploit the opportunity
provided by the weak internal controls and the frauds are justified in terms of "If 1
can make money and get away with it, why not?". In another case (motivated by
greed since his financial position is goed), 2 solicitor induces a client to invest in a
company. The client is not aware the company is owned by the solicitor who then
proceeds to misappropriate the investment. The fraud is rationalised as "the client
does not really need the money". A total of 12 cases belong to this category and
involved first-offenders whose low self-control and greed led them to exploit

opportunities for fraud.
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Fraud under an assumed professional identity. [mespective of whether living a

fantasy or not, an individual presents himself as qualificd o practice faw and enjoys

the status and salary that eomes with the job until unmasked {one single case),

Isolated fraud in response to unshareable financial pressure on the Family.
Cognisant of his family's financial circumstances and need ior money, one of the
pﬁmnw in a position of financial trust and of low internat control avails himself of an
oppoertunity, commits an isclated offence, and then ceases the criminal activity (lwo

cases).

Serial fraud in response to unshareable financial pressure on the family. Also
cognisant of Ius family's dire financial circumstances and need for money, a crime-
prone professional commits fraud, gets over-confident that he can get away with it,
and commits more frands. Having satisfied the financial need of the family his real

motive now for continuing to commit fraud offences is sheer greed (five cases).

Fraud as personal justices A disgnmtled, vindictive ex-employee exploits an
opportunity and commits a fraud to get back what he believes the company owes him
{ong case),

Isolated frau:('l.; as response (o unshareable financial pressure on one's self.
Motivated by a need to resolve financial difficulty of a personal nature (i.e., not a
family need and not a business need) an individunl with weak self-control seizes an

opportunity and commits fraud but does not become a serial offender (two cases).
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Serial fraud, Motivated by a wish {o solve 4 finuncial problem of a personat nature,
a person (e.g., an overoptimistic lawyer driven by greed) commits fraud by
exploiting an epportunity in the belief that there will be an upturn in the economy,
his/her investments will improve and he/she will thus be able to pay the money back

into hisfher elients' trust accounts (four cases).

- Serial fraud due to a vice. Motivated by a need to solve a seriou:s financial problem
due to big losses at the gambling iable, a compulsive gambler commits fraud time
and time again, as he sinks deeper inio financial trouble, and stops when discovered
(two cases). One case involved a 40-year old male (Mr. L), married with three
children, was the manager of the acecunts payable of a company, He worked there
over 20 years but had a gambling habit. In 1993, the manager of business systems
had difficulty reconciling an account. He found that seven cheques drawn on the
company's name of $136,161 had unlawfully been paid into Mr L's account. Mr L
then admitted that in his role as manager, he was able to access the computer system,
create fictitious accounts/files, and make unauthorised alterations and/or deletions to
this information. This unauthorised activity allowed Mr L to generate seven cheques
of various amounts drawn on the company's account and payable to his personal

account. He did this to feed his compulsive gambling habit.

A third case in this typology is the case of a married woman living with her
unemployed husband who was sccialising in an extravagant manner with her lover.

She bought him expensive pifis including a house. The lover was not aware how Mrs
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X obtained the lunds. He just thought she was wealthy. She worked lor an insurance
company und once » [ife for o car uccidcnt was completed she would re-open it, use
someone's pussword 10 put an invoice in, use a third person's password 10 approve it
_and draw a cheque to herself or her husband. She would then retrieve the cheque
from the printer which was on another floor in the same building. No one found out

for some months until the intemal auditor noticed some inconsistencics.

Fraud to restore social identity, A megalomaniac type of individual who cannot
not endure the status incongruity brought about by some disastrous business
inVBStl'lentS, believes he can commit the crime and nol get caught and exploits an
opportunity to commit an isolated fraud to ensure his sccial identity does not suffer

{one case).

Serial fraud by an umscrupulous deceiver, A first-offender psychopathic
megalomaniac high flier of low integrity commits frauds apainst close friends,
clients and business pariners repeatedly, without having any qualms about it. A total
of seven cascs belonged to this category. For an example see case description No. 14

above,

Serial fraud to assist loved ones with a financial problem. An example is where a
iy _i_il}_ance manager falsifies payment vouchers and misappropriates ﬁloney from his
employer's bank account. He uses the money to pay university fees for his brother
an(i to assist his sister who lives overseas, He justifies the frauds in terms of “nobedy

will get hurt" (four cases),
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Interestingly, the cases examined did not inelude a case of someone commitling
fraud as a challenpe te the system, as a thrill, even though such cases have been

reported in {he literature,

Table 9: Number of Cases per Typology
Typology . ~ No.of %
cases of cases
N=50

Predator/career serial fraud offender/ 15 30
unscrupulous deceiver
Opportunist acting out of greed, first offender in 12 24
professional occupation
Serial fraud as response to unshareable financial 5 10
pressure on the family
Serial fraud to solve a financial problem of a 4 8
personal nature
Serial fraugd to assist loved ones with a financial 4 8
problem
Seral fraud due to a vice 3 6
Isolated fraud as response to unshareable 2 4
financial pressurc on one's self
Isolated fraud as response to unshareable 2 4
financial pressure on the family
Isolated fraud to restore social identity i 2
Fraud under an assumed professional identity 1 2
Fraud as personal justice 1 2

Table 9 shows that where fraud is committed, there is a significant likelihood that it
is not an isplated event. The explanation for this finding is that the offender(s) will

only stop when found out, irrespective of whether the offender(s) isfare without a



195
criminal record or of the predator/eareer kind; the former type of offender finds more
frauds need to be committed to cover the money missing while the latter feel no
remorse about stealing as much mnﬁéy as possible. It needs to be borme in mind,
however, that the frauds studied were frauds which had been discovered. Therefore,
caution is needed in extrapolating this finding to all fraud. Table ¢ also shows the
heterogeneity of both the type of persons committing major fraud as well as the
circumstances under which they offended. It can be seen that the largest category
(30%) is the predator carcer fraud offender and the second largest (24%) the
opportunist unscrupujous first offender, with low self-control, in a professional
occupation and holding a pesition of financial trust, commits fraud alone or with
accomplices, motivated by greed. The third largest category (10%) involves cases
where in response to unshareable pressure on the family, a person with low self-
control exploits an opportunity and embarks on a spree of frauds against people
he/she knows well. We see that the predator career fraud offender comprises a large
propertion of such offenders whose frauds could be reduced significantly by means
of better veiting of job applicants by emplayers. Howevet, it needs to be emphasised
that even if a person in a position of financial trust does not have a criminal record, it
does not mean that he/she is not crime-prone. Therefore, in selecting candidates for
such positions, one could administer them written tests of degrees of seif control (see
Grasmick et al., 1993} in order to identify those who are fraud risks. Finally, what
the typologies identified make clear is that an effective preventative measure against

fraud is undoubtedly strong internal controls.

In summary, the categories of people in positions of trust who commit fraud
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cambrise a variety that includes: over-oplimistic opportunists; the vindictive type;
professional conmen who are likely 10 have 4 eriminal record; people who.commil
an isofated offence (and others who become greedy and commit a number of
offences) to solve a serious financial preblem of a personal or family or business
nature; unscruputious high fliers, and investors or compulsive gamblers whose
excessive optimism that “things will soon improve" lcads them into committing a
spate of deception offences. Fraud is made possibie by the exisience of the three
~components depicted in the ROP model, namely a motivated crime-prone individual,
opportunity and rationalisations. The classification offered above sheuld be treated
with caution since: (1) there is some degree of overlap between some of the
categories of offenders (e.g., a married compulsive gambler has a financial problem
which impacts on his family); (2) the offenders were not interviewed; and (3)
begause of the sample of cases studied. The typologies offered do, nevertheless,
support the view that major fraud offenders comprise a range of categories of
offenders who perpetrate their crime(s) under a broad range of circumstances, for a

diversity of motives and use ditferent modus operandi,

Cressey (1986) considers rationalisations the most vital component of an explanation
for why people commit fraud, Cressey interviewed imprisoned embezziers in the
U.8. about their rationalisations. No interviews were conducted with any of the
imprisoned major fraud offenders included in the MFG study due to time constraints
and lack of necessary resources. Therefore, information about such offenders’
rationalisations was extracted from sworn written statements made to the MFG

detectives investigating, This means that what is reported about rationalisations (see
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Figure 3 in Chapler 7) must be treated with caution. Offenders made their sworn
statements, which were subsequently used in evidence during the trial, presumably
acting on advice [rom their lawyer, It is possible that how they rationalised their
fraudulent activity in the course of police interviews may be different from how they
really justified the fraud(s) lo themselves at the time. With this limitation in mind, it
is interesting to note that the st:dy identified more rationalisations (see Figure 3)

than had been listed in Figure 1 on the basis of the literature discussion in Chapter 3.

Table 10 shows the different types and frequency of rationalisations used by the
MFG offenders. The most frequently used rationalisation was “i am entitled to
whatever money I can get” and so forth (30%) that characterised predator, career
offenders. The most common rationalisations in this study are almost identical to

" those reported by Cressey (1986) in the U.8,

In considering the rationalisations listed in Table 10, it needs to be remembered that
in classifying the rationalisations as articulated by the offenders, an attempt was
madie to convey the essence of the justification used as they would often give a lang
answer to the question "why did you do it?". It should also be remembered that an
apparent belief that the risk invelved was low and the offeader could avoid being
found out was common to the majority of cases, However, in only three cases was

that belief actually spelled out by the offenders.
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Tuble 10: Fraud Offenders' Rationalisations
Rationalisations No, of Cases | %o of cases
N =350
Deceiving is what [ do for a living, § am entitled to 15 30
whatever money { can get. I can make better use of
| the money than the company.
The end justifies the means/I's for a good purpose/ 8 16
1t's to: save the company/pay the staff/I'm doing
it for the family.
Nobody will get hurt/I am not really hurting 6 12
anybody/the bank won't miss the morey.
I am only borrowing the money and will pay it 6 12
back.
I just need the money, there's no other way. 4 g
It's okay to borrow from client's accounts because 3 G
hefshe does not really need the money.
I can get away with it 3 6
The potential reward is worth it, 1 2
The company owes me. 1 2
I’ve deceived no one; these are only technical 1 2
deficiencies in the accounts
1, too, have a right to enjoy my life, 1 2
Others do it too. 1 2

Table 10 shows that while a proportion of offenders justifies the fraud as a means to
an end, others did it as merely "borrowing" from clients’ accounts or in order, for
example, to prevent bankruptey, or "borrowing" from their employer or clients in
order to pay personal debts. Thosc offenders indicated that they intended to pay back
the money when their business picked up, when they won sufficient funds through

gambling or when the investments they had made using the money returned a
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sufficient profit, In considering the rationalisations listed in Table [0, the reader
should note that they definitely existed after an offender was apprehended by the
police. Future research should investigate the exisience of rationalisations before an
offender is apprehended and whether they predict fraud. To understand fraud
victimisation further, future rescarch shouild study more systematically the
rationalisations vsed by different typologics of fraud offenders and explore the
different styles of interpersonal interaction learned by fraud offenders in childhood
and adelescence and/or as part of their socialisation into particular subcultures in the

workplace or elsewhere.

60 HOW DETECTIVES CLASSIFY FRAUD OFFENDERS

Common sense would dictate that because police detectives often encounter the
worst side of human nature in dealing with criminals, they would be biased when
attributing motives to serious offenders and to assume they are rational decision
makets with malicious intent, At the same time, however, ohe could argue that
because of their extensive experience in questioning and otherwise investigating
major fraud offenders, the detectives involved are in a position to give a reliable
opinion regarding the reasens why someone committed fraud. In the opinion, then,
of the 13 police detectives responsible for investigating the cases examined and

prepering the briefs, the most common motives are: (1) sheer greed {(46%); (2)

9 Casz 21, discussed in section 2.2.1, has now been finatiscd by the courts in Victoria and been mate public,
The CEO involved, reccived a 4 year jail sentence, including a minimum ferm of two and one-half years,
despite the fact that hie has repaid $3.45 million of the funds misappropristed. Juslice Eames while
delivering the senence emphasised the fact that the person in queslion was "metivated by greed” and while he
"engnged in fraed upon the company” he expressed concerns 10 the rest of the members afstafTof the problem
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miegalomania, i.c., continuing to enjoy a very expensive lifestyle us far as holidays,
lhousces, cars, clothes and parties are concemned beyond one's financial means in order
to keep up appearances for one's peers (23%); {(3) financiat problems (personal or
business) 26%; and, finatly, (4) vices (i.e., gambling or double Jife (5%)).

Comparing and contrasting the detectives' classification of the offenders’ metives
with the distribution of typologies identified (see Table 7 above), we see that a
"financial problem" of one kind or another features in 31% of the former and 34% of
the latter. This finding is of some inlerest since. we might expect police detectives,
who spend a signihcant part of their working lives investigating serious crimes, to
have a jaundiced view of offenders due to the insularity and isolation of their job
(Worden, 1993), Finally, it comes as no sutprise to find that the detectives' '
perception of the offenders’ motives differs significantly from the offenders' owm

rationalisations for committing the erimes concemed (see Table 8).

70  MFG CASE RESULTS AND THE ROP FRAUD MODEL

The findings provide support for the validity of the eight assumptions of the ROP
model identified in Chapter 4. The findings obtained indicaie that heterogeneity is a
basic characteristic of fraud offenders and their erimes. In addition, ctime-proneness
(in the form of low self-control} is an essential component of fraud offenders and a

broad variety of matives underpins the aetiology of fraud; while financial pressure is

of theft (Phesani, 1997:1 and 8).
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" the most frequent motive, correlates of fraud exist at different levels of analysis and

supplement one another, Finally, there are individual differences in how a crime

opportunity and a rationalisation is construcied,

The results highlight the importance of the three components of the ROP mode! - a
motivated crime-prone person (P), crime opportunity {O), and rationalisations (R) -
in the aetiology of fraud. Considering first crime-preneness as an attribute of the
offenders, the findings confirm the crucial importance of low self-control, Mare
specifically, the results reported add some support to the following components of
self-control proposed by Gottfredson and Hirschi (1990:89) and as re-defined and

measured by Grasmick el al. (1993):

i impulsiveness: this is evident in those cases where an offender exploits an
apportunity that presents itself and commits fraud without any reservations;
ii. risk-seeking: many of the offenders appear to have perpetrated their frauds in

a way that betrays a tendency to be adventuresome;

—
e
=

© preference for simple tasks: many of the offenders exhibited a preference for
easy gratification of their desire for money; and
iv. being self-centred: a large number of the offenders can be described as self-

centred, insensitive to the suffering and needs of those they victimised,
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8.0  DISCUSSION OF RESULTS

The results of this study show that the research into the MFG offenders achieved its
seven designated aims. The resuits obtained show the validity of ali cight
assumptions of the ROP model. More specifically, the data analysis confirmed the
importance of afl three compenents of the ROP model in understanding why peaple
in a position of financiat trust commit fraud. When comparing the fraud indicators
present in the ROP model with those in Loebbecke et al. (1989) it was interesting to
find that the modus operandi of serious fraud offenders is very much the same

whether they operate in Australia or in the U.S,

While results of the study support Gottfredson and Hirschi’s (1990) emphasis on
crime opportunity and low self-control, no support was found for their claim that
fraud offenders are versatile or that crime opportunity is a better predictor of fraud

than a crime — prone person with a motive.

All eight assumnptions of the ROP model appear to be valid. The two-component
profile of the serious fraud offender that emerges from the study and which includes
the taxonomy of cases is a lot more detailed than has hitherto been reported in the
literature. To illustrate, Robertson (1996:294), for example, claims, white-collar

offenders have these characteristics:

Likely to be married, probably not tattooed, educated beyond high school,
range in age from teens to over 60, employment tenure from 1 to 20 or more
years, not likely to be divorced, member of a church, no amest record,
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socially eonforming, usually act alone,

Auditors need more details of such a profile in order to improve their frand deteetion
ability. The profile of fraud offenders reported in this thesis has been developed from
data pertaining to actual major fraud offenders prosecuted by the police, Offenders
and their crimes exist in a context. A profile that focused solely on features of the
individual and ignored the interaction between a particular individual offender and
particular circumstances and conditions {such as type of opportunity, type of victim)
would not have much utility for auditors. The present research indicates that, at a
general level, a fraud offender is one wheo; (1) is likely to be a male first offender;
(2) aged 31-45; (3) occupies a position of trust; (4) acting alone and mainly out of
greed, breaches that trust and commits a spate of deception offences defrauding a
number of victims; (5} is in a position to bargain with those that prosecute him (see
Katz, 1978); and {6) ends up going to prisea for a relatively short period of time. The
findings pertaining to demographic characteristics and lifestyle, criminal history,
moedus operandi and "distorted stories” of the major fraud offenders examined,
indicate that a criminal profile incorporating all this information is possible. The
profile constructed compriscs information at a general level and an account of 12
spemﬁc offender typologies. The auditor, of course, needs to look for the most
frequent factors associated with fraud. With this need in mind, the two-component
profile constructed in the MFG study will assist auditors to enhance their fraud-
detection ability, but not if it is used by itself This is because what the general
profile describes could be any professional in a position of financial trust. Rather, it

ought to be used in combination with: (1) the knowledge conceming the inter-
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relattonship found between offence, offender and vielim characteristics; and (2} the

fraud-detection model reporied in the next chapter.

Coqtrary to what Gottfredson and Hirschi's (1990) Genera! Theory of Crime
predicts, most major fraud offenders are not immersed in crime in the sensc of being
recidivist carcer offenders. It is possible, of course, that an offender has been
perpetrating frand and/or other offences for much longer but managed not to come to
police attention. Future research should aim to identify and interview major fraud

offenders whose crimes remain part of the dark figure of white-collar crime.

The findings, however, support Gottfredson and Hirschi's theory to some extent in so
far as the offenders in this study evidenced low self-control and exploited
opportunities available to them. Future research should interview fraud offenders in
order to explore the different styles of interpersonal interaction learned by such
individuals in childhood a.nld adolescence andfor as part of theijr socialisation into
.. particular subcultures in the workplace or elsewhere. Such data would throw some
light on the question of how it is possible for fraud offenders to be insensitive to the
needs and suffering of those they victimise in or_der to explain the use of different
rationalisations by themn. Future research should él:so explore personality differences
amongst fraud offendets (e.g., in terms of Eysenck's three scales-see Chapter 2) to
add to our understanding of their offending. The offender-circumstances typologies
identified by the MFG study need to be explored further in an attempt to produce
“social profiles" of the offenders. Regarding the career/professional fraud offender,

future research should examine the possibility that, as a profiler would predict, the
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way such offenders carry out their crimies on one oceasion has some cheracteristic
similasity to the way they carry out their crimes on other occasions. Finally, there is
a need to investigate further the relationship between a person's characterislics and
their fraud. Initially, one could focus on simple one-to-one relationships. it might
then be possible to build on such simple relationships and generate canonical
equations which provide an objective way of analysing 1_1_13 relationship between two
sets of variables such as a person's characteristics and his/her actions (see Canler,

1995:345).

The offenders did not, as the general theory of crime would have predicted, engage
in a variety of criminal acts but stuck to fraud. It becomes apparent that the offenders
studied comprise a number of typologies of major fraud offenders, many of whom
experienced situational pressures (e.g., high personal debts, financial losses) and who
rationalised their offending to make it acceptable to them and thus to continue to
perceive themselves as successful professionals in their fields. Also, it should not be
forgotten that solicitors, accountants and bank managers, operate in an occupational
culture that values wealth and corporate success, considers failure quite

unacceptable, and, at the same time, provides opportunittes for major fraud.

Whether the sentences imposed by the courts on such offenders (mostly five years®
imprisonment or less) serve the purpose of individual and/or general deterrence is
impossible to say on the basis of the research carried out. However, an examination
of voluntary statements made to the police by the offenders indicates that a term of

imprisonment of five years or less is unlikely to be a deterrent because; (1) they
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fancy their chances of not being apprehended; (2) il charged, believe they "can beat
the charges” against them; and (3} even if they are incarceraled they know they
would be unlikely to serve their full sentence, Without a perception by serious fraud
offenders that there is a high risk of being detected and that the likely penalty upon
conviction will be severe, a court would not be justified in imposing a very severe
sentence on an individual offender in order to discourage hims/her andfor other

potential offenders from committing the same crime (Braithwaite, 1989),

The two-component offender profile yielded by the data analysis is thal the
commission of fraud is not a random process and that a number of individuals who
share a number of demographic characteristics (gender, age, marital status,
occupation) and criminal justice features experience pressures to raise money for
themselves, or their companjes, or their loved ones. Since by virtue of their
occupational position, they have the opportunity and the knowhow, they often do
not require accomptices, and proceed to commit a number of deception offences
following a characteristic modus operandi. Furthermore, they rationalise their
behaviour in ways that neutralises any guiit they may feel as a result of their frauds.

A sizeable minority of the offenders are best thought of as predators.

It is not claimed that armed with the criminal profiling results obtained, auditors can
identify an offender and significantly increase their fraud-detection effectiveness.
This is simply because, on the basis of existing knowledge in this area, it is just not
possible to predict accurately whe in a company will commit or has been committing

fraud. Without ignoring is limitations, what the research reported in this chapter can
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do is to incrense the fraud awareness of auditors and poml‘it_\\. gume indicators, i.c.,
red ilags, which should alert auditors 1o an in;‘.lrcusgjﬂ possibility of fruud. Together
with empirically obtained knowledge:about other sets of red flags pointing 10
vulnerable types of industries/companies as well as vulnerable areas within particular
types of industries/companies, the red flags inherent in the offender profile provided

above can be used to alert an auditor 1o a preater likelihood of fraud and thus negate

an auditor's sense of complacency.

The findings obtained in the study reported in this chapter suggest thal auditors
played but a rather limited role in the detection of the frauds involved. The eclectic
fraud detection maodel proposed in this thesis (see Chapter 6) shows how auditors can
improve their fraud detection ability. Future research should expand the two-
compenent profile of major fraud offenders constructed by the research, using in-
depth psychological interviews with such offenders. Given that most fraucié involve
financial pressure on an individual and that facter plays such an important part in
contributing to fraud taking place, a simple income-expenditure assessment of
prc;fcssional people in positions of trust should help to identify potential/actual major
frauds. Future research should also consider fraud by a variety of officially-known
and self-reported offenders in order to identify the factors thal best explain their

specific nature and prevalence.
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5.0 CONCLUSION

‘Without forgelting its limitations, the MFG study has tested and demonsirates the
applicabiiity of the ROP model and its three components. It is the first ime a
" comprehensive model of the actiolcgy of fraud (in terms of the components that are
necessary for fraud to occur) has been proposed and tested successfully. As already
stated, Loebbecke et al,’s model has nothing te say about rationalisations and one of
its basic premises has been shown to be wrong. As far as it has blcen possible to
ascertain, the ROP model is the only one which accounts for the broad range of
persons who perpetrate fraud and the circumstances under which they do it. Future
research should test the ROP mode] with 4 larger and more representative sample of
frand cases involving people in positions of financial trust. The fraud indjcators
identified for O and P can be uscd by auditors to enhance their fraud-detection

ability.

A profile of major fraud offenders would be useful to auditors if used in confunction
with other relevant knowledge about “fraud risk such as different industries and
financial areas. The findings of this study show that the modus operandi {deceptive
agtion) of serious fraud offenders is very much the same whether they operate in

Australta or in the U.S, and that the offenders are very prolific.

Tabulation of data conceming fraud indicators shows that the presence of any two of
Loebbecke et al.'s (1989) threc components is usually sufficient for fraud to ocour,

This finding is contrary to a basic premise by Loebbecke et al. that for fraud to occur

¥
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all three components {CMA) of their model must he present,
Rcﬁccling the importance of opporiunity, most of the offenders (94%) Iviclimised
someone they knew. Approximately one-third of the offenders had 4 criminal record,
and that was espeeially the case with managing directors. This finding points fo the
importance of screening applicants for position of financial trust through background
checks, to reduce the risk of fraud victimisation. The finding that about one-third of
the offenders had accosmnplices means that for such offenders the decision to commit

fraud follows group discussion, a factor catered for in the ROP model.

The findings show that it is not appropriate to talk about major fraud offenders as a
homogeneous population. Future rescarch should explore further patterns identified
between offence, offender, victim and criminal justice characleristics with a larger
sample of offenders in order to replicate the two-component criminal profile reported
above and, also, to measure fraud offenders’ level of self-control using the instrument
developed by Grasmick et al. {1993). The next chapter reports a broad range of
empirical findings from a survey of Australian auditors' experience in detecting

materia} irregularities including fraud.



CHAPTER 6
A SURVEY OF AUDITORS' DETECTION OF MATERIAL

IRREGULARITIES.
CHAPTER SUMMARY

This chapter describes the methodology used for and discusses the results of a postal
survey of auditors concerning hoth their expericnces with detecting a broad range of
irregularities (including employee and management fraud) provided in AUS210 AARF
(1995a) which could have a material impact on the financial statement as well as their
sensitivity to red flags. Findings, which supplement the MFG study, are allso reported
regarding the perpetrators of the material imegularities and their motives, as perceived
by the auditors. The aims of the survey were to test the eclectic fraud detection model
and Loebbecke et al.'s fraud assessment model. Findings are also discussed pertaining

to both fraud-reporting by auditors as well as the extent to which auditing firms are

“utilising specialist fraud investigators, namely fraud auditors and forensic accountants,

Finally, the results of the survey are discussed in the context of the eclectic fraud

detection model,
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1.0 INTRODUCTION

Despite the importance of auditors' detecting and reporting matcrial imegularities, there
is not a great deal of information in the professional or academic literature about these
matters. No work has been undertaken of such & magnitude in Australia. Apstralian
auditors' experience in encountering irregularities and their knowledge about the
perpetrators and the aeticlogy of irrepularities generally was obtained by means of a
self-administered structured questionnaire’. The questionnaire collected data on
auditors' experience in detecting a broad range of irepularities, namely: management
fraud, employee fraud, other illegal acts, other acts, intentional but not fraudulent or

other illegal misstatements, and errors (see AUS 210 (AARF, 19954, para. 05)),

20 RESEARCH METHOD

2,1  The questionnaire

The questionnaire wes modelled on the one used by Loebbecke et al. (1989). As a
resudt their findings can be compared, despite the fact that each study used a different

sample of auditors. A copy of the questionnaire is shown in Appendix L,

! According to Moses and Kallon (198(:257-259), compated 10 other research methods, majl sorveys have
some advantages that include the following: they are cheaper, take less time 10 do, and avold such sources
of error as interviewer bias. Such surveys, howrver, face the difficulty of a low response rate,
generalizability of the findings, not knowing that a respendent completed the questionnaire alone, and that
the researcher is in no position to probe the respendent's answers further (see also Judd, Smith and Kidder,
1991:216).
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Before the questionnaire was sent to auditors, it was piloted in July 1993 by
administering it to five auditors known personally to the author. In order to make the
questionnaite more easily comprehensible, the following suggestions by the
respondents were incorporated in the revised version used in the study: to provide a
definition of the terms "code of conduct/cthics/practice”; to define each type of
irregularity addressed and to illustrate by providing an example of one; instead of the
industry classification used in Loebbecke et al. (1989}, to list the cne used by the
Australian Burean of Statistics (1993); instead of Loetbecke et al's list of fraud
indicators, to use the list in AUP18 (AARF, 1993 - applicable at the time); instead of
Loebbecke et al's terminology of “cccumed”, "relevant”, and “apparent” when
referring 1o ted flags, to use "applicable to the engagement”, "relevant to the
irregularity”, and "alerted[the auditors] at the planning stage" respectively. Finally, on
the basis of suggestions by those respondents, three questions were rephrased to make

their meaning clearer,

The questionnaire comprised three parts. Part f collected summary information about
each of the irregularities which the respondent had experienced during the last five
years. This information was collected to increase our knowledge about auditors'
experience with material and immaterial irregularities, their nature and frequency of
occurrence, as well as whether they had a material impact on the financial statements

of the clients involved.
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Respondents were provided with a definition oft (1) irregufarities and (2) code of
corporate conduct to ensuee consistency. Respondents were asked about the following:
a management fraud’ (to provide a description); the number of times that irregularity
was encountered; the industry the clicnt opetated in; what alerted the auditor 1o the
irregula:ity; whether there were effective internal controls in place; whether a code of
conduct existed and, finally, whether there was a malcrial:ﬁnancia] impact on the
accounts. They were asked to repeat the exercise for five mere types of iregularitics,
namely:
. employee fraud;
- other illegal acts;
. other acts which centravene the constitution of an entity including non-

compliance with trust deeds or memorandurn and articles of association;
. intentional but not fraudulent or other illegal misstatements; and

. etrors which are unintentional mistakes,

The information collected on the different types of iregularities was expected to throw
some light on both the types of industries that are prone to particular frauds as well as
on the question whether having a code of conduct or effective internal controls assists

in combating fraud.

2 Ju the survey of auditors' experience with detecting itregularities seported in this chapter management und
employee froud weee Ireated ns two calegorics of fraud 10 ennble o comparison of the sssulls obtained with
Locbbecke et al's {1989) findings and the KPMG (1995a) froud survey.
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.Pm;: I! reque:sted information about one material imegularity gelcclgd by lhé
' resp()l;dent. .
'__The respondents were asked to:

. describe how the irregularity was committed;

. who was involved;

- " - the industry and the status of the client’;
Lt - audit areas affected by the irregularity;

+  how long the audit firn had been an auditor of that client when the irregularity

W

was discovered; \\\l\. '
e - _ over what time period that particular i:;egulaﬁty had been committed;
. the audit proceduses first indicating the jmegularity;
. whether the presence of a fraud auditor or forensic accountant on an audit team

would have assisted in discovering it earlier than it had been;

- .*:  to whom the material irregularity was reported.

S
o

" The respondents were in 1o position to provide data on offenders’ rétidnalisatio'ns R)

: ox crime — proneness and motives (P). Therefore it was not Bossible to testthe ROP

&5 K

‘model. - - . -

i

one found in the Australitn Biureou of Statistics (1993) Australion q&d .Nﬂ_l'r: _

- 3 The industry dcsiﬁnnt_inn used is the
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Paﬁ' Il also’ provided pariicipants with a list of red flags that comprised those
" mentioned in AUP 16 (AARF, 1993)". With reference to one particular material
irregulasity they had encountered themselves in the last twelve menths, they were
asked to tick the indicator(s) applicable to the engagement and relevant to the
irregularity and whether it alerted the auditor duting the planning phase. The

categories “applicable ... ', “relevant ... ” and *“whether alested ... * were independent

but not mutually exclusive.

In Part I, the respondents were asked to provide demographic data about the

respondent and his/her experience, which included:

. state of residence;
. gender; L
. current position;
- ' pumber of years of experience as an aud.i_tor;. L

. ~ position in the partnership;

. nuber of years in current position; -
*  approximate number of engagements wprkéd om
. industry specialisation;

Zealand Standard Industriof Classification, hence it is slightly different to Locbbecke etal's i

4 Since the study was concemed wilh Austrafian avditors’ experiéice in fraud detection it was considered
apprapriate to use the fraud indlcators {red flags) provided in the Austrmlian Auditing Standard (AARF, 1993} which
nre the same ns in AUS 210 (AART, 1995n) rather than [he ones provided by Lochbecke ct al, (1989}, In comparing
the different red Mags, however, it became apparent that the Australian list of fraud indicators is a’lot moce
comprehensive {it covers the EDP area o5 welt} than the one used by Loebbecke et al.
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e Qi_ﬁg_of cmpl_oyer (e.g., Big Six- applicable at the time);

‘. .whelher the audit ﬁrm provides forensic and fraud auditors and their
: qualiﬁca.lions; and

» - number of times a fraud auditor/forensic accountant had been required by the

respondents themselves or their client in the last 12 months.

22 | The respondents

The respendents were external and internal auditors as well as public sector auditors,
They were accessed as follows: first contact was made with the manaping audit partner
in several large, medium and small firms to seek their cooperation in the study. Initial
contact was made with 117 partners in the Big Six, medium tier firms, and small
practices in Australia in the middle of September 1995. The practices were selected
from the yeilow pages and telephone contact was made to identify the partner in charge
of audit in a particular practice. Personalised letters were sent to the 117 partners
stating the research being carried out and soliciting their firm's participation. A follow-
up telephone call was made two weeks later. A total of 76 partners (65% of ﬁn‘nsﬂ
initiaily approached) agreed to participate. At the end of October 1995 they were
provided with 433 questionnaires to distribute to their staff, The letter to the partners
made mention of the fact that the Major Fraud Group of the Victoria Police was
actively supporting the research into fraud and a letter to that effect by the then
Commander of the MFG, Allen Bowles, was attached to the questionnaire (see

Appendix I).
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they would distribute only one questionnaire per fraud investigated. Partners were also

. asked to distribute questionnaires only to those who had some experience in fraud

detection, or worked on a fraud investigation. Where firms employed fraud auditors or
fon;:nsic accountants they were asked to distribute a questionnaire to them as well.

In addition to financial auditors, the Western Australian and Victorian Auditor
General's offices were approached to participate in the research. The Westen
Australian Auditor General expressed some interest and he asked for 13 questionnaires
to distribute as instructed. The Auditor General of Victoria, however, initially
expressed an interest in participating in the study, but changed his mind after receiving
copies of the questionnaire, Given that a lot of fraud is identified by the internal
auditors, 25 questionnaires were distributed at a meeting held by the Internal Auditors'

Association on fraud detection addressed by Commander Bowles.

A total of 125 questionnaires were retumned during the period from the las;t week in
October until the middle of December 1995. Of those, 17 were blank. Thus, 108 (86%)
completed questionnaires were used for the data analysis. The low (23%) response rate
is probably due to the fact that; (1} 25 Loebbecke et al reported, it is rarely that auditors
detect a material irregularity (including management and employee fraud); (2) only one
questionnaire was distributed by the participating partners per fraud; and (3) mail

surveys generally have a low response rate.
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\:-. In the présenl study, the following incentives (discussed by Moses and Kalton, ]98I1.J
| were provided for the respondents te complete the questionnaire: a covering letter was.,
attached which explained the main aims of the survey and which, also, informed the
respondents that the research had the support of the MFG; a stamped addressed
envelope was provided; the respondents anonymity and confidentiality of the data was
assured; a follow-up letter was sent, and a gift voucher was offered, It should also be
noted in this context that the response rate "is not the only consideration in evaluating
the quality of data from a survey” {Judd et al., 1991:217). Even though the response
rate is low, since it rises above 20% the failing is not so critical as to make the survey

results of little value (Moses and Kalton, 1981:268).

Of the 108 useable respondents, 87 (80.5%) completed all sections of the quesﬁo@m
while the remaining 21 completed only parts I and IIi, Part 11 asked respondents to
discuss only matetial imegularities encountered by them in the last 12 months. It is
assumed that those who did not complete Part II either had not come across a material
irregularity in the last [2 months or might have felt that they were to give away too
much information about their client if they did’. Part 1II of the questionnaire collected
demographic data about the respondents and their audit experience.

!
Overall, it can be said that the survey had a relatively high response tate most likely

due to the fact that parners solicited the respondents. The process by which the 108

5 Lochbecke ¢t al. (1989) nsswned that those auditors who did not paricipate in their survey did so beeouse they had
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respondents came to participate in the survey, and whose data form the basis of the . ”

'findings reported below, means that as a sample they can not be considered a {_a_ndom

sample of auditors with experience in detecting irrcgularitiés, including management

and employee fraud. At the same time, however, it is clear from d;scussmns with

numerous partners that fraud-detection is such a speciaist field that the proporuon of

 frand- expenenced auditors in accounting firms is very small,

Most respondents resided in Victoria (40%), QLD. (17%), N.S.W. (15%), S.A. (15%),

W.A. (8%), ACT (3%) and TAS (2%). The majority (85%) were tnales. While 39% -

held manager positions, 28% were partners, 13% seniors, 12% supervisors and 8%

ﬁssistant myanagers, (see Appendix IT for full details).

Regarding their positiont at the time of the survey, most (82%) were financial auditors,

" 7% public sector auditors, 7% fraud auditors and 4% internal auditors, Forty-two per

cent had been auditors for 11 years or more, 38% had been in their position for over

. three years and there was no one with under three years' experience. About three

" quarters (73%) were working for one of the Big Six firms.

About half (52%) had worked on more than 50 engagements and about two-thirds

(67%) had specialised in auditing more than three different industries, The following

are some interesting characteristics of the auditors who participated in the survey and

not encouniered an iregularily (p.7).

o
£
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" should be borne in mind when interpreting the findings reported below:

Table 1: Respondents’ Fraud Experience

Average audit experience (in yeurs) 10
Average years in current position 3
Average number of engagements worked on 106
Average number of engagements where an iregularity had

been encountered .5
Average number of engagements where a material

irregutarity had been encountered - 39
Engagements where an irregularity had been encountered as

a % of all enpapements warked on by the respondents 19%

The participants in the present study, are stightly younger in age, with fewer years'
experience in audit and with less experience in encourtering irregularities, compared to
- those in Loebbecke et al. {1989). The reason for these differences is that Loebbecke et

al. surveyed only partners whereas in the present study partners made up 28% of the

respondents,

As alread).z mentioned, the sample of auditors who took past in the survey did so
because they had experience in detecting irregularitie.s, including management fraud
and defalcations. Furthermore, the auditors concerned are a heterogeneous sample by
virtue of the fact that they belonged to different firms, had different lengths of audit
experience, and held different positions, The nature of the sample, therefore, limits the

extent to which the findings obtained can be generalised to auditors in general. Unlike
the auditors in Loebbecke et al. (1989) and Pincus (1989), however, the respondents in

the present study did not come from one single firm. Hence, it is argued that the
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research findings can be cauliously generalised 1o auditors experienced in detecting
imegularities (including management fraud and defalcations) more justifiably than in

the case of Loebbecke et al. (1989) and Pincus {1990).

3.0 SYRVEY RESULTS S
31  Part I of Survey: Irregularities Encountered by Auditors and Discussion
of Findings

3.1.1 Respondents’ experience with irregularities

Table 2: Number of Irregularities Encountered by the Respondents
Numherl_.?l" Number of respondents who Number of respondents who
Irregular tics had encounterd had encountered material
encounteied immaterial irregularities irregul- ities

Yo Number Y Number

i} 19.6 20 34.0 36

1 20.6 21 34.9 37

2 16.7 17 13.2 14

=3 43.1 44 [7.9 19

Total 100% 102 100% 186

Table 2 shows that auditors are much more likely to encounter an inumnaterial than a
material irregularity, More specifically, 66% of the respondents had come across at
least one material irregularity while 80.4% had encountered immaterial irregularities
during the last five years. Table 2 also shows that a significant proportion of the
auditors concerned had encountered 3 or more immaterial irregularities within the

last five years. By comparison, Loebbecke et al. {(1989) found that 40% of the 277
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audit partners who participated in their survey had not cncountered a material
irregularity of any kind and, of those, only 11% had done se on mare than five
oceasions (p.8). [n the present study of those who had encountered a material
irregularity, 8.9% had done so on five or more occasions. The results obtained
support Loebbecke et al. (1989) who also found that for many auditors encountering
a material irregularity is a rare event. One could, therefore, argue that it is not
reasonable to expect the average auditor to be proficient in detecting such
icregularitics as fraud when he(she) does not seem to have the necessary experience.
According to Loebbecke et al. (19823}, experience in fraud detection is one of the
attributes needed since fraud detection is without doubt a "muiti-attribute, high-level
judgement task that requires knowledge, experience and reasoning” (Loebbecke et

al., 1985:3).

When asked to provide detailed informatior in respect of specific irregularities, the
108 respondents indicated they had come across 768 incidents of irregularities
during the past {ive years which comprised: 305 management fraud (39.7%), 185
+ (24.1%) employee fraud, 146 (19%) other illegat acts, 32 (4.2%) other actls, 52 |
(6?;8%) iﬁtentional but not fraudulent or other illegal misstatements and, finally, 48
(6‘:.!2%) ercors. These are the irregularities the respondents chose to discuss. It is

possible, of course, that there might have been some irregularities they did not want

to divulge or did not remember well enough to discuss in Part I of the survey.
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3.1.2 Managemc_nl'fraud'
Management fraud was defined in the questionnaire as an act which involves the use
of deception to obtain an illegal advantage by management’, The respondents had
encountered a total of 305 cases of management fraud during the last five years (i.c.,
39.7% of the total irrepularities encountered by those surveyed) and provided

detailed information on 153 {50.1%) of them.

Table 3: Types of Management Fraud Encountered

Type of management fraud Number of cases % of cases
Window dressing 31 20.2
Misappropriation of funds 27 17.6
Cash spent without appyoval 14 9.2
Manipulation of reconciliations 14 9.2
Kickbacks 12 7.8
Conflict of interest 11 7.2
QOther 10 6.7
Theft of equipment 8 5.2
QOverstatement of 8 52
sales/ravenue/debtors

Overstatement of stock 8 5.2
Payroll fraud 6 39
Theft of stock 4___ 2.6
Total 153 0%

Regarding the type of management fraud encountered by auditors, Table 3 shows

that the most frequently encountered management frauds in the present study were

6 “This term s not specifically defined in AUS 210 (AARF, 199353, para 05} whick only defines Fraud as “an act
which Involves the vse of deception to obtain an illegnl advanlage” and, since it is “tanagement”, it was added by
the author that it oughl 1o be commitied by inanogement. The seme definition of "management frud” was used by
Loebbecke et al. (1985) [personal communication], ramely “the material, intentianol misstatement of financial
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window dressing and misappropriation of asscts, Lochbecke et al. (198%) reporied
that assets overvalued or incorrectly valued was the highest ranking management

fraud, which is similar to window dressing.

Conceming the industry classification used in the present study, it should be noted
that the respondents provided a long list of industries in which their clients operated
in, responding to Part I of the questionnaire. A number of industries did not belong
to any of the categories listed in Table 4 and subsequent tables which are based on
the Australian Bureau of Statistics (1993) classification. Such categories included,
for example: Fuel distribution, aviation, international service provider, "various”,
and subsidiary company. Such categories wete assigned to the no industry category
because they were very few in number to show separately in the analysis and did not
come under any of the ABS classification. In other words, the no industry category is
a miscellaneous category. To this category it was also added “find management and
trusts” which the respondents had listed on its own as a separate category worthy of

attention, despite the fact that it would be listed under Financial Services.

Table 4 indicates that most managemeni fraud occtws in the manufacturing and
construction indusiries. This may be because there are mere companies in these two
industries than in most others. In manufacturing it often takes the form of window

dressing, overstatement of stock, theft of cash and cquipment, payroll fraud and cash

statements lo defmud users”.
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spent without approval. In construction, management fraud involves window

dressing, misappropriation of funds, cash spent without approval and kickbacks.

Table 4: Type of Industry by Type of Management Fraud and Ways of Being
Alerted and their Incidence
Industry Yeul Types of managemenat viain ways of belng
management frauds committed alerted
frand

Manufacturing 16.3 Window dressing; Analytical and

(N=25} overstatement of stock; management reviews,
theft of cash and stocktake,
equipment; payroll fraud; whistleblower
cash spent without
approval

No industry 13.1 Window dressing; Tests of controls

{(N=20) misappropriation of funds; | and/or management
cash spent without review
appraval; kickbacks;
overstatemnent of stocks

Construction 12.4 Window dressing; Analytical;

{N=19) misappropriation of funds; | management review;
cash spent without substative testing;
approval; kickbacks and/or knowledge of

client

Government 8.5 Misappropriativn of Substative and tests of

Administration funds; kickbacks controls and/or

and Defence manzgemert review

N=13)

Finance and 6.5 Misappropriation of funds | Management review

Insurance and/or tests of controls

=10}

Accommoda- 5.9 Conflict of interest; Management revicw;

tion, Cafes and manipulation of tests of controls/

Restauranis reconciliations substantive testing

(N=9)

. Retail Trade 5.2 Window dressing Substantive testing;

N=8)

co-worker
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Tests of controls

Wholesale 5.2 Window dressing
Trade (N=8) and/or anonymous
caller
Health and 4.6 Misappropriéﬁbn of funds | Anonymous caller;
Community substantive testing
Services (N=7)
Property and 39 Misappropriation of funds | Financial analysis;
Business tests of controls and/or
Services(N=6) management review
Personal and 34 Cash spent without Tests of controls;
Other Services approval management or
(N=5) analytical review
Transportation 26 Window dressing After batance date
and Storage review; analytical and
(N=4} management review
Communication 26 Manipulation of Tests of controls;
Services (N=4) reconciliations; substantive testing;
misappropriation of funds | and/or management
review
Education 2.6 Misappropriation of Substantive and tests
{N=4) funds; conflict of interest; of controls and/or
manipulation of management revicw
reconciliations
Mining (N=4) 26 Cash spent without Tests of controls
approval; and/or analytical and
misappropriation of funds; | management review
conflict of interest
Eleetricity, Gas 19 Misappropriation of Financial analysis
and Water funds; window dressing; andfor tests of controls
Supply (N=3) manipulation of and/or management
reconciliations review
Cultural and 14 Cash spent without Tests of conirols
Reereational approval and/or management or
Services (N=2}) analytical revicw
Agriculture, i3 Theft of equipment; Review of assct
Forestry and window; window dressing | register

Fishing (N=2)
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Table 4 also shows that there is no relationship between the type of industry, the type
of fraud and which audit procedure(s) alerted’ the auditors. Table 4 does, however,
show that management review and tests of controls are two audit procedures most

likely to detect such fraud.

Manufacturing also had the highest incidence of management fraud in the XPMG
(1995a) fraud survey and in the Loebbecke et al. study. The other industries with a-
relatively high incidence of management fraud in the present study were
construction, government administration and defence as well as finance and
insurance. In KPMG (1993a), the financial services and the mining industries
reported the second and third highest average fraud per occurrence respectively,

whereas in Loebbecke et al.'s study they were merchandising and Banking.

The industries with the lowest incidence of management fraud in Australia are
cultural and recreational services, electricity, pas and water supply, agriculture,

personal and other services.

Close scrutiny of the data on which Table 4, is based found that the four most

common types of management fraud across the different industries in order of

7 1t should be noted thal the ruditors’ eesponses regarding the different ways they were aleded (o the existence of
different ircegularities we presented below os they were sinted, f.e., where tivo such ways ovetlap (c.g., "subsiantive
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prevalence were misappropriation of funds, window dressing, cash spent without
approval, and manipulation of reconciliations. [n contrast, the KPMG (1995a) survey
reported that, out of 14 types of management fraud, the four most commen were:
expense account (16%), purchase for personal use (15%), theft of inventory/plant
(13%), and conflict of interest (11%). The difference in prevalent fraud types
between the present study and KPMG (1995a) is probably attributable to their

different sample of companies and sample of respondents”,

Cross-tabulating the type of management fraud with whether the fraud had a material
impact on the accounts, it was found that window dressing (24%), manipulation of
teconciliations (21%), misappropriation of funds (16%}) and overstatement of stock
(12%) were the main types of management fraud that had a material impact on the

accounts.

The present study found that auditors were more likely to be alerted to the possible
existence of management fraud as a resuft of management review (14 out of 18),
followed by tesis of controls, which featured in 12 out of the 18 industry categories
listed, and, finally, substantive testing in 7 out of 18 industry catepories (sce Table
4}, This is different than Loebbecke et al,, who highlighted the utility of substantive

testing.

testing" and "sudit (st of balances”) no allempl hos been mads to merge or reclassify the Iwo terms.

8 In the KPMG survey the respondents comprised the following cotegorics: chief financinl officer (36%), chicl
exccutive officer/ managing director (24%4), company secrelary (11%), intemnal auditors (11%4), other {1035), general
mangger (4%%), chicl operaling officer {2%), and head of szeurity {2%%). As alrcady stoted, most (82%) respondents in
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Further analysis of the data investigated whether a company belenging to a particular
industry category lacked: (1) an effective system of internal control and (2) a code of
conduct as well as (3) whether the management fraud impacted materially on the
accounts (see Table 5). The Spearman's rank correlation coefficient test was carried
out to test whether there is a statistically significant relationship between (1), (2) and
(3). The same analysis was carried out for the other five types of irrcgularities

reported below,

As several of the categories reported in Table 5 have small sample sizes, caution
must be exetcised in interpreting the results, With this caveat in mind, a significant
relationship was found between a company having an ineffective system of internal
control and lacking a code of cenduct (p = 0.000) and between each of those features
and the management fraud having a material impact on the accounts (p = 0.000).
These significant relationships lend support te the view that an ineffective system of
internal control (as was also found in the MFG study, see Chapter 5) and the absence
of a code of conduct do indeed facilitate the commission of management fraud,
Consequently, any steps taken to reduce fraud must include both improving internal
controls and implementation of a code of cotporate conduct. These two fraud-
prevention steps were the two most frequently reported as having been taken in the

KPMG (1995a) survey.

the present study were financial auditors,
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Table 5: Industries Involved in Management Iraud by Ineffective Internal
Controls, Without a Code of Conduct and the Management Fraud
Having a Material Financial Impact on the Accounts

Industry With Without Material
ineffective a code of impact on
internal conduct Accouats

control

% N % N % N

No industry designation (N=20 80 16 60 12 40 8

Agriculture Forestry and Fishing (N=2} 100 2 100 2 50 1

Mining (N=4} 75 3 50 2 25 1
Manufacturing (N=25) 64 16 76 19 56 14
Electricity, Gas and Water Supply 100 3 66 2 0 0
(N=3)

Construction (N=19} 68 13 63 12 38 11
Wholesale Trade (N=8} 63 5 73 6 50 4
Retail Trade (N=8) 63 3 50 4 50 4
Accommodations, Cafes and 33 3 44 4 22 2
Restaurants (N=0}

Transport and Storage (IN=4) 15 3 25 ! 100 4
Communication Services (N=4) 50 2 75 3 25 1
Finance and Insurance (N=10) 80 8 60 6 30 5
Property and Business Services (N=6) 50 3 33 2 S0 3
Government Administration and 69 ¢ 46 6 3 4
Defence (N=13)

Education (N=4) 50 2 0 0 50 2

Health and Community Services (N=7) 100 7 14 1 100 7

.Culmral and Recreational Services 50 1 0 0 50 I
(N=2)

Personal and Other Services(N=5) 80 4 80 4 20 {
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3.1.3 Employee fraud
Employee fraud was the second type of irregulurity respondents were asked lo
comment on’. Employee fraud was defined in the questionnaire as an act which
involves the use of deception to obtain an illegal advantage by an employee. The

terms “employee fraud", "defalcations”,

employee theft" and "embezzlement" are,
used as synonymous in the context of this thesis. A total of 185 incidents of
employee fraud had been encountered by the 108 respondents in the previous five
years, This was the second highest category after management fraud, making up 24%

of the total number of irregutarities discussed in this chapter. The respondents

provided information on a total of 93 {50.2%) cases.

Wrong expense claim was the most common example of employee fraud (as in
Loebbecke et al.), followed by product theft and cheque forgery. This contrasts with
the KPMG (19935a) survey, which found that theft of inventory or plant was the most
common type of employee fraud, occurring almost twice as often as manipulation of
petty cash, the next most common fraud, In the present study employee fraud did not
include any assets overvalued or transactions not recorded, as in Loebbecke et al.,

but did have a relatively high incidence of cheque fbrgery.

3 This term is not specifically defined in AUS 210 (AARF, £995a) bul it was considered sppropriate to distinguish
between fraud committed by managemenl and cmpluyccs 1o sce il there is a differcnce in the Lypes of frud
committed, In Australia, unlike in the U.8,, this lerm is ot commenly uscd in the professional literature but it is
understoed more clearly than the term "deflication” which is uscd in the U.8.



232

Table 6: Types of Employee Fraud Encountered
Tynpe of employee Number of cases % of cases
fraud
Wrong expense claim 25 26.9
Stealing cash 24 258
Praduct theft 14 15.1
Cheque forgery 11 ' 1.8
Payroll fraud ) 7 7.5
Lapping 6 6.5
Kickbacks -3 32
Other 3 : 3.2
Total 93 100%

Table 7 indicates both the type of industries that are prone to employee fraud by the
type of such fraud to affect each industry as well as the ways the auditors were
alerted. It shows that manufacturing makes up the largest share of employee fraud
out of the 16 industry categories, followed by government administration and
defence and finance and insurance. In Loebbecke et al., banking and savings was the

most employee fraud-prone industry,

Faa)
)
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Table 7: Type of Industry by Employee Fraud and Ways of Being Alerted
Industry % of Types of employee Main ways
employee fraud committed alerted
fraud
Manufacturing 215 Cheque forgery, Reconciliations,
(N=20}) payroll fraud, cashand { management
praduct theft, lapping and/for analytical
review and/or
substantive testing
and whistleblower
Government 129 Steal cash, lapping, Management
Administration wrang expense claim review and/or
and Defence substantive/ tests
(N=12) of controls and/or
reconciliations
Finance and 10.7 Wrung expense claim, Reconciliations
Insurance (N=10) steal cash and/or discussions
with manapement
and/or tests of
controls
No Industry (N=7) 7.5 Steal cash and products | Tests of controls
anc/or
managesment
review
Health and 6.5 Steal cash Internal audit
Comumunity
Services (N=6)
Retail Trade 5.4 Wrong expense claim, Reconciliations
=5} stealing cash, lapping and cash counts
Accommodation, 54 Stealing cash Management
Cafes and review and/or test
Restaurants {N=5) of controls
Personal and 53 Wrong expense ¢laim Management
Okther Services review, tests of
(N=35) controls
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Transg's:t and 4.3 Wrong expense claim Management
Storage {N=4) . review
Communication 4.3 Wrong expense claim Tests of controls
Services(N=4) andfor
whistleblower
Education (N=4) 4.3 Steal cash, chegue Analytical review,
forgery, payroll fraud, and/or discussion
kickbacks with management
Electricity, Gas, 32 Product theft Whistleblower
and Water Supply
N=3)
Construction 32 Steal cash Internal audit,
(N=3) reconciliations
Wholesale Trade 2.1 Cheque forgery, wrong | Analytical and/or
(N=2) expense claim management
review
Mining (N=2) 2.1 Praduct theft Intemnal audit and
management
review and

whistleblower

Agriculiure, 1.3 Wrong expense claim Tests of controls,
Forestry and and/or discussions
Fishing (N=1) with management

Table 7 also shows that management review and/or tests of controls was the audit
procedure most likely to detect employee fraud. However in Locbbecke et al, it was

substantive testing.

The next question addressed by the data analysis was the relationship, if any,
between a company lacking both an effective intemnal control system and a code of

conduct and whether the employee fraud had a material impact on the accounts (see



Table ).

Table &:Indusiries Involved in Employee Fraud by Ineffeclive Internzl Conrols,
Without 2 Code of Conduct and the Employee Fraud Having a Material

Financial [mpact on the Accounts

Industry With Without o Material
inefTective code of impact on
interral conduct Accounts
contrnl
% N | % N % N
No industry designation (N=7) 71 5 71 5 28 2
Agriculture Forestry and Fishing 100 1 100 1 100 !
{(N=1})
Mining (N=2) 50 1 50 1 0 0
Manufacturing (N=20} 65 13 50 10 25 5
Electricity, Gas and Water Supply 66 2 33 1 0 0
{N=3)
Construction {IN=3) 100 3 |_100 3 100 3
Wholesale Trade (N=2) 100 2 50 i 50 ]
Retail Trade (N=5) 100 5 80 4 20 1
Accommodation, Cafes and B0 4 40 2 60 3
| Restaurants (N=5}
Transpert and Storage (N=4) 25 1 50 2 0 0
Communication Services (N=4) 30 2 75 3 0 0
Finance and Insurance (N=10} 60 6 66 4 10 )
Govermnmeant Administration and 92 i1 1 10 16 2
Defence (IN=12)
Education {N=4) S0 2 50 2 0 0
Health and__Communigy Services {N=06) 66 4 50 3 0 0
Personal and Other Services (iN=5} g0 4 60 3 0 0

Spearman's rank correlation coefficient tests camied out yielded a statistically

significant relationship between having an ineffective internal control system and

lacking a code of conduct {p = 0.000) as well between having an ineffective internal

control system and the employee fraud impacting matetially on the accounts (p =

0.001). Having no code of conduct was also positively related to whether the
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employee fraud impacted materially on the accounts (p = $.008). The following
industries exemplify the relationships found: mam‘.lfacturing, accommaedation,
government administration and defence. A number of government depaniments
(government administration and defence; health and community services; education)
appear to be prone fo employee fraud and to be lacking an cf‘.'::é:tive system of

internal control and & code of conduct to a significant degree,

3.14 Otherillegal acts

Other illegal gcts refers to "acts which involve non-compliance with laws and
regulations which may, or may not result in misstatements including omissions of
amounts or other disclosures from an entity's accounting records or financial reports”
{AUS 210, AARF, 19954, para. 05). This was the third highest irregularity (N=143}
encouniered by the participating auditors comprising 19% of the total 768
irregularities reported in the survey. The respondents provided detailed information

on 31 (21.6%) other illegal acts.

It can be seen that the most cornmon illegal act encountered by the respondents was
non-compliance with accounting standards, followed by breach of security and

insurance industry regulations.
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Table 9: Types of Other lllegal Acts Encountered
Types of other illegal acts Nember % of cases
Of cases

Non-compliance with accounting 14 45.1
standards

Breach of security and insurance 9 293
industry regulations

Fictitious stock and invoices 2 6.4
Lending on false information 1 32
Trust accounts regulations altered 1 32
Nor lodgement of ASC documents 1 3.2
Money [audering 1 32
Non-maintenance of statutory registers 1 3.2
Other 1 3.2
Total - 31 100%
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Table 10 ‘Type of Industry by Other illegal Acts and Ways of Being Alerted
[ndustry % of Types of other illegal Main ways of being
ather acts committed Alerted
illegal
acts
Finance and 323 Non compliance with Audit tests of balances
Insurance (N=10) accounting standards and/or statutory
and breach of securitics | records review andfor
and insurance tests of controls and
industries legislation substantive testing
Manufacturing 16.2 Non compliance with Substantive and/or
(N=35) accounting standards tests of controls
Property and 12,2 | Breach of securities and | Audit tests of balances
Business insurance industries
Services(N=4) legislation
Health and 0.6 Non compliance with Test of controls and
Community accounting standards substantive testing
Services (N=3) and breach of securities
and industries
legislation
No industry 8.6 Non comnpliance with Substantive testing
{N=3) accounting standards, and statutory records
fictitious stock, non review
maintenance of records
Wholesale Trade 6.5 Non compliance with Statutory records and
(N=2) accounting standards review
Communication 6.3 Non lodgement of ASC | Statutory records
Services (N=2) documents review
Retail Trade 3.3 | Noncompliance with Statutory records
{N=1} accounting standards teview
Personal 3.3 Trust account After balance date
Services (N=1) violations review

As shown in Table 10, finance and insurance accounts for the largest proportion
{32%) of other illegal acts encountered, followed by manufacturing (16%). Auditors

were alerted to the existence of other illegal acts {most often non-compliance with
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accounting standards) mainly by substantive testing and/or a stalutory records
review. As with the previous two types of irregularities, there does not appear to be a
clear relutionship between ways of being alerted and industry desi gnation ar type of

other iliepal acts.

Data analysis alse addressed the question of whether there were adequate inlernal
controls in place and a code of conduct as well as whether the other illegal acts had a

material impact on the accounts.

Table 11: Industries Involved in Other Illegal Acts by Ineffective Internal
Controls, Without a Code of Conduct, and the Other Illegal Acts
Having a Material Financial Impact on the Accounts

Industry With Without Material
ineffective code of impact on
internal conduet Accounts
control
% N e N Vo N
No industry designation (N=3) 66 2 66 2 66 2
Retail Trade (N=1) J{Il1) 1 o 0 0 0
Manufacturing (N=3) 60 3 60 3 20 1
Wholesale Trade (N=2) 100 2 | 100 2 100 2
Communication Services (N=2) 100 2 50 1 0 0
Finance and Insurance (N=10) 30 3 50 5 30 3
Property and Business Services 50 2 75 3 0 2
(N=4)
Health and Community Services 100 3 33 1 33 1
{N=13)
Personal and Other Services (N=1) 100 1_]._100 1 6 0
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In view of the small number of cases per indusiry in Table 11, any conclusions
drawn need 1o be treated with caution. Spearman's rank correlation coefficient tests
carried out found a significant relationship between an industry category (finance
and insurance and property and business services) without a code of conduct and the

other illegal acts having a material impact on the accounts {p = 0.005).

3.1.5 Otheracts

Other acts are defined in AUS 210 (AARF, 19952, para. 05) as acts "which
contravene the constitution of an entity including rion-compliance with trust deeds or
memorandum and articles of association”. The respondents reported having come
across within the last five years a total of 32 other acts within the last five years
{(comprising 4.1% of the irregularities reported in the survey) provided information

for about 15 (46.8%) of them.

Table 12: Types of Other Acts Encountered

Types of other acts Nomber of % of cases
cases

Non compliance with trust deed 6 40
Non compliance with memorandum and 3 20
articles

Incorrect accounting treatment 2 i3
Non compliance with applicable legislation 2 13
Unintentional non compliance with trust deed 1 7
Other 1 7
Total 15 1.00%
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Table 13: ‘Type of Industry by Type of Other Acts and Ways of Being Alerted
Industry % of Types of other acts | Main ways of being
other committed alerted
: acts
No industry (N=6) 19 Non compliance Review of records
with trust account, and/or financial
non compliance statement review
with memorandum
and articles of
association,
unintentional non
compliance with
trust deed
Finance and 16 Non-compliance Audit procedures:
Insurance {(N=5) with memorandum solicitor’s
and arlicles representations and
checklist
Mining (N=1) 3 Non compliance Audit procedures:
with memorandum solicitor’s
and articles representation and
checklist
Mamufacturing 3 Non compliance Review of financial
(N=1} with legislation statements and
records
Retail Trade (N=1) 3 Non compliance Revicw of records
: with trust deed
Government 3 Non compliance Financial statement
Administration with legislation review
and Defence (N=1)

Table 13 shows thal companies in the no industry category (which for the purpose of
Table 13 comprised mainly trusts and fund management and f{inance and insurance
industry) accounted for 11 cut of the 13 other acts encountered. In view of the main

types of other acts in Table 13, it is to be expected that trusts and fund management
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would have a high incidence of such acts. In the main (in three of the six industries),

auditors were alerted to other acts as a result of a review of records.

Table 14 Industries Involved in Other Acts by Ineffective Internal Controls,
Without a Code of Conduct and the Other Acts Having a Material
Finaneial Impact on the Accounts

Industry With ineffective Without a code of Material impact
internal control conduct un accounts
% N % N Yo N

No industry 50 3 16 1 16 1
designation (N=6)
Mining (N=1} 0o " 0 160 1 0 0
Manufacturing (N=1) 0 0 0 0 0 0
Retail Trade (N=1) 100 1 0 0 0 ]
Government 0 o 0 ] 0 0
Administration and
Defence (N=1)
Finance and Insurance 80 4 40 2 80 4
(N=5)

Statistical analysis of the relationship between the three factors shown in Table 14
found a significant relationship between a company belonging to a particular
industry category lacking a code of conduct and an effective intemnal control system
and the other acts having a material impact on the accounts (p = 0.005 and p = 0.06
respectively). The statistical relationships found, however, should be treated with

caution due to the small sample size.
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3.1.6 Intentional bhut not feaudulent or other illegal misstatements

Intentional but nat fraudulent or other illegal misstatements are acts "which include
omissions of amounts or other disclosures from an entity’s accounting records or
financial reports" AUS 210 (AARF, 1995a, para.05). The auditors participating in
the survey had come across 52 such irregularities, comprising 6.7% of the total
irregularities encountered. Respondents provided information on 26 (50%) cases.
Caution is, therefore, warranted in interpreting the figures given below due to small
numbers in each industry category. Table 15 shows that the most common
intentional but not fraudulent or other illegal misstatement is "Accounts did not add

up”, followed by overstatement of debtors.

Table 15: Types of Intentional but not Fraudulent or Other lllegal
Misstatements Encountered

Types of intentional but not frandulent Number of % of cases
or other illegal misstatements cases
Accounts did not add up 5 19.2
Overstatement of debtors 4 154
Balance date window dressing 3 11.5
Falsifying items 3 1t.5
Other errors 3 11.5
Non disclosure 2 1.1
Understatement of provisions 2 1.7
Non disclgsure of contigent liabilities 2 7.7
| Recognising sale in the wrong period 1 3.9
Unintentional omissions from the 1 39
Financial Statements
Total 26 100%
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Table 16 also shows that companies in the "No Industry” designation made up the

biggest share of intentional but not fraudulent or other illegal misstatements

{38.4%), followed by manufacturing (30.7%).

Table 16:  Type of Industry by Type of Intentional but Not Fraudulent or Other
Illegal Misstaternents, and Ways of Being Alerted
Industry % of Types of other illegal Main ways of being
other acts committed alerted
Hlegal
acts
No industry 384 Accounts did not add Revicw of financial
(N=10) up; non disclosure of statements and/or
contingent ljabilities knowledpe of client
Manufacturing 30.7 Overstatement of Review of financial
(N=8) debtors; accounts did statements and records
not add up; and/or knowledge of
understatement of client and/or cut off
provisions; falsifying tests
items
Retail Trade 1.7 Overstatement of Review of financial
(N=2} dehtors statements and records
Finance and 7.7 Balance date window Review of financia)
Insurance (N=2) dressing; unintentional | statements and/or
omissions review of records
Construction 3.9 Balance date window Review of accounting
{N=1} dressing records
Govemment 39 Accounts did not add Review of financial
_ Administration up statements and
and Defence knowledge of client
(N=1)
Health and 3.9 Falsifying items Review of financial
Community statements and/or cut
Services (N=1) off tests
Agriculture 3.8 Accounts did not add Review of financial
{N=1} up slatements andfor

knowledyre of client




245

As shown in Table 16, a review of financiai statements and/or accounting records is

the audit procedure most likely to identify the various types of intentional but not

fraudulent or other illegal misstatements in the industries concemned.

Table 17: industries Involved in Intentional but not Fraudulent or Other Iltegal
Misstatements by Ineffective Internal Controls, Without a Code of

Conduct and the Intentional but not Fraudulent or Other Illegal
Misstatements Having a Material Financial Impact on the Accounts

With in effective Without a code of Matcrial
Industry Internal control conduct impact on
Accounts
Y N % N %o N
No industry 20 2 =0 5 60 6
|_designation (N=10)
Agriculture Forestry 100 1 100 1 ] 0
and Fishing (N=1)
Manufacturing (N=8) 50 4 37 3 37 3
Construction {N=1) 100 1 100 | 100 1
Retail Trade (N=2) 50 i ] 0 50 )
Finance and Insurance 50 1 0 0 50 i
=7
Government 100 l 100 I 100 1
Administration and
Defence (N=1)
Health and Community 100 1 0 0 0 0
Services (N=1)

Spearman's rank correlation coefficient tests carried out reveal that the intentional
but not fraudulent or other illegal misstatements have a material impact on the
accounts of those industry-category companies which lacked a code of conduct (p =

0.001).
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3.1.7 Errors
AUS 210, para. 05 (AARF, 1995a) defines crrors as "unintentional mistakes in, or
omissions of amounts or other disclosures from financial reports”. The respondents
provided information on 48 incidents of errors (6.25% of the total irregularities) they
had encountered in the last five years, Where possible, the findings obtained about
errors will be compared with similar findings reported by Entwistle and Lindsay

(1994) and Sender and Moray (1991).

Table 18: Types of Errors Encountered

Types of errors Numbeyr of cases % of Cases
Financial statement errors 13 27.1
Omitting creditors 8 16.6
Omitting disclosure 5 10.4
Related party transaction erors 5 104
Non compliance with new AAS 4 83
Understatement of creditors' accounts 3 6.4
Understatement of doubtful debts 3 6.4
Overstatement of stock 3 6.4
Overstaterent of sales 2 4.0
Mistakes in estimates 2 4.0
Total 48 100%%

Table 18 shows that the most common type of errors are financial statement errors,
related party transaction errors, and omitting creditors. Cross-tabulating the type of
error by industry (see Table 19) found that the companies that mainly fell into the
"No industry" category (i.e., umit trusts, fund management, markeling and

electronics) accounted for most of the errors, followed by manufacturing.
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Type of Industry by Type of Error and Ways of Being Alerted

Other Services

Table 19;
Industry %% of | Typeoferrors commilted Main ways of being
Error aleried
No industry 542 Financial statement errors; Review of financial
{(N=26) omitted creditors; omitted statements and records
disclosure; related party; and/or review of debtors
understatement of doubtful and/or detail revicw and
debts; non compliance with | analysis
new Australian Accounting
standards
Manufacturing 229 Financial statement errors; Review of financial
(N=11) related party; mistakes in staterments, and/or detail
estimates; omitting review and analysis
creditors; non cempliance
with new accounting
standards
Finance and 8.3 Overstatement of sales; Review of aged trial
Insurance {N=4) understatement of doubtful balance and/or cut off
debts and financial tests and/or detail review
statement errors
Construction 4.1 Omitting disclosure Review of financial
=7} statements
Electricity, Gas 2.1 Financial statement errors Review of financial
and Water Supply statements and/or detail
N=1}) review and analysis
Agriculture (N=1) 2.1 Related party Review of financial
statements
Retail Trade 2.1 Financial statement errors Review of financial
(N=1) statements and/or detail
review and analysis
Accommodation 21 Financial statement errors Review of financial
Cafes and ) statements and/or detail
Restaurants {N=1) review and analysis
Personal and 2.1 Qverstatement of sales Review of financial

statements and cot off
tests

Auditors were most frequently alerted to the existence of ervors as a result of 2

review of financial statements, followed by detailed review and analysis of accounts.
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Table 20 shows that there is no clear relationship between the different audit

procedures which alerted the auditor and type of error or type of industry.

Table 20: Industries Involved in Commitling Errors by Ineffective internal
Controls, Without a Code of Conduct, and the FError Having a
Material Financial Impact en the Accounts

; With incffective Without a code Material impact
Industry internal control of eonduct on
Accounts

% N % N % N
No indus@ designation 5 4 12 3 15 4
(N=26)
Agriculture (N=1) 0 0 0 0 0 0
Manufacturing (N=11) 27 3 36 4 9 1
Electricity, Gas and 100 1 100 1 100 1
Water Supply (N=1)
Construction (N=2} 0 b ] 0 50 1
Retail Trade (N=1) 0 0 0 0 ] 0
Accommodation, Cafes 0 0 0 0 0 0
and Restaurants (N=1}
Finance and Insurance 100 4 75 3 75 3
(N=4)
Personal and Other 160 1 100 i 100 1
Services (N=1)

Spearman's rank correlation coefficient tests on the figures in Table 20 found a

significant relationship between a company having an ineffective internal contral

system and lacking a code of conduct (p = 0.05) and an ineffective internal control

system and the error impacting materially on the accounts (p = 0.006}.
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Entwistle and Lindsay (1994) concenirated on "large dollar-value misstatgmenls and
found them to be concentrated in relatively few accounts and to have arisen primarily
from judgement error or biases". They also supgest that nen-recurring transactions
such as cut-offs are more risky than recurring ones as far as errars made in financial
statements are concermed. Entwistle and Lindsay found manufacturing to be an
errot-prone industry with cut-off errors, and judgement errors or mechanical errors
being the main types. The present study found that the most frequently reported
errors were financial statement errors, or errors regarding related party transactions.
The auditors surveyed did not state how those errors were committed and whether,
for example, they were cut-off errors. Whilst substantive testing was the main
procedure signalling these errors in Entwistle and Lindsay's Canadian study, in the

present study it was client knowledge and review of financial statements.

Summarising the findings, Table 21 shows the relationship between a company
having an ineffective system of internal control and lacking & code of conduct and an

irregutarity having a material impact on the acccounts of 2 company.
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Table 21: Type of lrregularity and the Relationship Between Ineffective [nternal
- Controls, Without a Code of Conduct and the [rregularity Having a
Material Financial Impact on the Accounts

Without n code of eanduet Material impact on account
Ineffective Management raud (p=000) | Management Fraud {p=.000)
internal contral | Employce fraud {(p=2000) | Employce Fraud {p=000)
Error {p=.005) | Otherillegal acts {p=.053)
Error {p=.060)
Without a code _ Management fraud {p=.000)
of conduct Employce fraud {p=.008)
Intentional acts (p=.005)
Other {llepal acts {p=1063)
Intentional but not fraudulent
or ather illegal misstatements (p=2.001})

Two of the company characletistics in the ROP model are lack of adequate control
procedures that prevent fraud and lack of code of conduct. The ROP model js an
integral part of the eclectic fraud detection mode! proposed. In support of the eclectic
fraud detection medel, it can be seen that there is a significant probability of
companies that have an ineffective internal control system and without a code of
conduct, experiencing management and employee fraud and error. Furthermore, in
those companies with ar ineffective internal control system the management fraud,
émployee fraud, other illegal acts and ermrors impacted materially on the accounts,
Finally, in those companies lacking a code of corporate conduct, the management
fraud, employce fraud, other illegal acts, and other illegal misstatements had a

material impact on the accounts,
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Table 22: Patterns in Auditors' Delection of Different [rregularities
Type of Industryiies) The formis) il Is Audit Statistically
Ierepularity with high likely to lake procedure(s) significant
intldence of likely to nleri correlates of the
irregularity auditors to irrepularity
irregularity impacting
existence materially on
company's
accounts
Manage- Manufacturing, Mis- Management Lack of cfective
ment fraud Trusts and Fund Appropriation of | review andfor internal control
Management, funds; window tests of controls syslem, absence
Constriction dressing of a code of
conduct
Employee Manufacturing, Expenses Management Lack of effective
fraud Government recorded review and/or internal controt
Administration incorrectly tests of controls syslem, absence
and Drefence, of code of
Finance and conduct
Insurance
Oiher Finance and Non-compliance Substantive Absence of a
illegal acts Insurance, with accounting testing code of conduct
Manufacturing standards, breach | andfstatutory
of sccurity and records review
insurance
industry
regulations
Other acts Trusts and Fund Mon-complinnce Review of Lack of cffective
Management, with trust records internal control
Finance and accounls sysiem, absence
[nsurance of a code of
conduct
Other Trusts and Fund Accounis did nol | Review of Absence of a
Itegal Management, add up financial code of condict
MIsstate. Manufacturing slatements andfor
ments review of
accoutting
records
Errors Trusts and Fund Financial Review of Lack of effective
Manapement, no statement errors financial internai conltrol
industry stalements system, absence

calegory,
Manolacturing

of a cote of
conduct
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Table 22 shows the patteens ideatified in auditors' detection of the six types of
irrepularities. [rregularity-prone companies are characterised by a lack of an effective
internal control system and the absence of a code of conduct. This ﬁndi.hg is not
surprising when we remember that 76% of the companies where management fraud
had occurred had ineffective intemal controls and 64% lacked a code of conduct,
Similarly, of the companies where employee fraud occurred 65% had ineffective
internal controls and 56% lacked a code of conduct. As already indicated, these two
company characteristics are significantly correlated. Furthermore, the material
impact of these deficiencies on the accounts is pervasive. These findings provide
support for the eclectic fraud detection model and attest to the importance of auditors
carrying out further tests if they are auditing a company with an ineffective internal
contral system and lacking a code of conduct. The survey results suggest that these
two characteristics point to a higher prebability that a material irregularity in the
accounts exists. This finding is in agreement with the conclusion reached in the
KPMG {1995a) survey that any steps taken by companies to reduce the possibility of
an irregularity (including fraud) that will impact materially on the accounts must
include improvement in internal control systems and the implementation of a code of

conduct.

40 CONSIDERATION OF LOEBBECKE'S ASSESSMENT MODEL
4.1  Uscfulness of red flags

Part II of the survey addressed the usefulness of red flags in detecting material
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iregularitics. Participants were asked to indicate how uscful a list of red Nags had
been to them concerning a material irregularity they had encountered in the last 12
meonths. More specifically, the respondents were asked whether a red flag had been
(1) applicable to the engagement, (2) relevant to the irrepularity; and (3) whether it
had alerted them during the p]anniﬁg phase. It should be noted here that a small
number of respondents indicated that a particular red flag (see below) was relevant to
the irrepularity bul did not also indicate that it was applicable to the engagement, as
ong would expect. It is for this reason that the figures in the columns ‘Relevant...”
and ‘Applicable...’ in a number of Tables below is not consistent. Part II of the
questionnaire was completed by 87 participants. As indicated in Chapter 3, and this
is bome out by the findings reported below, red flags are of doubtful usefulness if
used on their own to detect fraud. Tables 23-30 address the usefulness of eight
categories of red flags in detecting irregularities listed in Appendices 1 and 2 of
AUS210 (AARF, 1995a). Using aggregate figurcs and not distinguishing between
the different fraud indicalor categories, Tables 23-30 examine whether the auditor
was alerted during the planning stage to the possible existence of a particular
irregularity by a red flag he/she considered applicable to the engagement and/or

relevant to the irregularity.



254

Table 23: Business Environment
Business Environent (Reil Flug) (Red Fiag} {Red Fiag)
Applicable to Relevanf (v the Aleried me
the irrepnlarity durlng the
engapement planning
phase
M= 87 N=87 N=§7
Nature of the business is susceptible to 29 24 3
misappropriation
Unduly influential circumstances 14 16 5
Pressure to mect forecasts 13 11 1
Weak management inlegrity 19 29 6
Ineflective/non-existent regulation by 6 10 2
external partics
Survival of company dependant on 2 5 3
irregularity(ics)
Ineffective or nen-existent code of is o 14 3
conduct -
Transactions with relaled parties not ol ¥ 10 3
arm’s length .
Unusual transactions with companics 1 2 -
registered in tax havens
Liquidity pressure 10 6 .
Total 116 127 31

Table 23 shows the following four business environment fraud indicators feature to a

significant degrec as both applicable to the engagement and relevant to the

irregularity: nature of the business is susceptible to misappropriation; weak

management integrity; and unduly influential circumstances; and incffective or non-

existent code of conduct. Despite this, only a minority of those indicators alerted the

auditor during the planning stage te the existence of the irregularity.
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Table 24: Internal Conirol
Internal Controf Structure (Red Fiug) (Red Flay} (Red Filog)
Applicable io Refevant io the Alerted me
the irregutarity durlng the
enpagement plattning
phase
. =87 N=§87 N=§7
Organisation is decentralised 18 24 9
without adequate menitoring
Management override 25 33 13
Ineffective management 17 24 [
Lack of scgregation of duties 25 42 13
Weak internal controls 21 32 11
Excessive authority vested in a 26 32 7
senior officer
Pagr systems 16 23 7
Inefiective internal audit 21 14 4
Total 165 224 70

Auditing standards" emphasise the importance of internal controls. However, Table
24 shows that the auditors did not, in fact, pay particular attention to serious
weaknesses in internal controls, Consequently, less than half of those indicators

alerted them at the planning stage to the existence of an irregularity, despite the fact

that they were relevant to the irregularity.

10 See AUSA02 (AARF, §995b). The criminogenic nature of weak interal controls was confirmed by lhc

successful test of the ROP modsl in the MEG study.
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Table 25: Integrity/Competence of Management
Integrity/Competence af Management (Red Flag) {Hed Fiog) (Red Flag}
Applicable to Relevant fo the Alerted me
the Irregularity during the
engagensent planning
phase
N7 N=287 N=87
Domineering management 21 23 7
Complex corporate siructure 5 2 i
Continuing failure to corect internal 17 17 5
control weaknesses
High executive staff tumover 2 5 2
Significant/prolonped under-staffing of 8 5 2
the accounting department
Frequent changes of lawyers - - -
The client has engaged in opinicn - H 2
shopping
The auditor’s experience wilh 7 o 4
management indicates a depree of
dishonesty
Internal audit is improperly slafled 8 8 6
Total 68 70 29

The only two indicators pointing to a concern about the integrity/competence of
management wete domineering management and continuing Failure 1o correct
internal control weaknesses. The auditors' apparent insensitivity to the presence of
the other 7 indicators largely explains the finding in Table 25 that they were alerted
at the planning stage to the cxistence of an irregularity to a limited degree, Sﬁppon
of the finding that indicators of management integrity/competence are not effective

red flags was reported by Bemardi (1994a). Pincus (1994, 1990), however, reported
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“a contradiciory finding on the same issue.

Table 26: Unusual Pressures Within an Entity
Unnsual Pressures within an entity {Red Flag) {Red Flag) fﬁ:ﬂﬂiﬂ
Applicable fo the Relevant ta the duttinis the
engagement Irreputarity pla m!:' ing
phase
N=87 N=87 N=87
[nadequate working capital 10 [ 7
Deteriorating quality of eamings 11 11 4
A need for a rising profit 10 8 5
A significant investment in an industry 6 7 3
noled for rapid change
Entity heavily dependent on a prodct 4 7 2
ar a customer
Mlanagement displays an overly 11 I 5
aggressive attitude toward financial
reporting and forecasts
Pressure exerted on accounting 3 3 -
personnel to complele financial reports
in unusually short periods
Total 55 32 26

It can be seen in Table 26 that only two out of the seven indicators of unusual
pressures within an entity (Deteriorating quality of carnings, Pressure exerted on
accounting persennel to complele financial reports in unusually short periods) were
considered applicable to the engagement and relevant to irregularity. 1t should, also
be noted however, that with most of the other indicators there is an average match of

74%, ie., in most cases they were both applicable and relevant. Suprisingly,
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however, only half of the indicators listed alerted the auditor at the planning stage to

the existence of an irrcgularity.

‘Table 27 Unusual Occurrences/Transaction
Unusual Occurrences/Transactions {Red Flag) (Red Flag) (Red Fiag)
Applicable to Relevant to the Alerted me
the Frregularity during the
engagement planning
Miase
N=§7 N=§7 N=87
LUnizsual balance date transactiens 13 i2 2
Payments for services that appear 4 13 2
excessive in relation to services
provided
Payments for poods which appear 1o be 5 12 3
above/below market price
Evidence of falsified documents 8 31 2
Large cash payments 4 12 2
Paymenls made to local or overseas 2 2 -
officials
Probiems with regulntory authoritics - 2 -
[gnored advice by legal adviser - 2 -
Evidence of unduly lavish styles by 4 14 2
officers or employees
[nvestigations by police 2 bl |
Total 42 102 14

Table 27 shows that, even such crucial information concerning evidence of falsified
documents that was relevant to the imregularity, did not alert the auditors to the

irregularity concerned al the planning phase. The same is also true, for example, of
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unusual balance date transactions and evidence of unduly lavish lifestyles by

company or employees. The auditors concerned, do not appear to have been aware of

the importance of such indicators and/or to have been vigilant about their

importance.
Table 28: Unsatisfactory Records/Problems in Obtaining Sufficient Appropriate
Audit Evidence
Unsatisfactory Records/Problems in (Red Flag} {Red Fiag) {Red Flag}
Obtaining Sufficient Appropriate Applicable to the Relevant to the Alerted me
At Evidance engagensent Irregniarity during the
Planning
phase
N=87 V=87 N=4§7
Inadeguate accounting records 16 19 4
Inadequate documentation 14 29 g
Excessive number of differcnces 11 18 2
between accounting records and third
party confirmations
Evasive, unreasonable or unsatisfactory 20 20 7
responses by management to inquities
New client witheut sufficient 6 4 2
information from predeeesser audilor
Conflicting audit evidence and 7 8 2
inexplicable changes in operating
ratias,
Significantly fewer responses to 3 5 2
confirmation requests than expected
Total 71 103 27
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The auditors' lack of vigilance at the planning stage is further evidenced in Tuble 28.
It can be seen that they failed 1o be aleried to the irregularity in question by: evasive,
wireasonable or unsatisfactory responses by management to their inquiries;
inadequate accounting records, inadequate documentation; and excessive number of

differences between accounting records and third party confirmations.

Table 29: Market Pressures
Markct Pressures (Red Fiog) (Red Filag) (Red Flag)
Applicable ta the Relevant o the Alerted me
engagement Irregularity during the
planning
phise
N=§7 Nod7 N=287
Declining industry 4 3 -
Industry subject to complex 2 1 1
Jegislation
Volatile industry with numerous 1 2 -
carparate takcovers
Total 7 6 1

Table 29 shows that evidence of a declining. industry was overlocked by the
respondents at the planning stage even though such evidence would normally justify

an auditor to apply more reasonable care and skill By performing additional lests.
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Table 30: Factors Relevant to an EDP Environment
Foetors Relevant fo an EDP " fRed Flag) fRed Flag) {Red Flag)
Environment Applicable to Relevant fa the Alerted me
the rregularity during the
enpagement Hanning plrase
N=87 No87 N=8§7
Minimat planning for the installation of 2 i 1
new hardware
Inadequate computer skills amengst 7 5 1
relevant entity staff
[nappropriaie hardware or software (o 3 2 i
perform important functions :
Poor physical or logical access controls 1 3 -
Inadequate or inappropriate file access - -
hierarchy
Lack of clear audit irafl and transaction 5 7 -
lon
Hardware fhilures, including excessive - . -
amounts of "down-lime” and resultant
input backlops
Software failures - - -
Failure to restrict access to soltware and 2 4 4
documentation 1o authorised personnet
Program chanpes that are nol docurmented, 4 1 -
| approved and tested
Inappropriate data and program storage - - -
media
Inadequate detection procedures for 1 1 -
|_system viruses
Inadequate overall balancing of computer 1 1 ..
transaclions and data bases to the financial
accounts
Shared or non-speeific awnership of data 1 { 1
Total 27 26 4

Examination of Table 30 reveals thal the respondents were not alerted to the

existence of an irregularity at the planning stage by such important (eatures of the

EDP cnvironment as lack of clear andit trail and (ransaction log as well as inadequate

computer skills amongst relevant cntity staff, despite the fact that they were both
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applicabté te the engagement and relevant 1o the irregularity.

The findings reported in Tables 23-30 show that the following fraud indicators,
provided for in the eclectic fraud detection model, featured te a significant degree
both as applicable to the engagement and relevant to the irregularity: no code of
conduct; weak management integrity; weak intemal controls; financial pressure on
management in the form of inadequate working capital (declining industry}); lack of

clear audit trail; and unduly lavish styles by company officers or employees.

Table 31 summarises Tables 23-30 and shows that only a minority of red flags
alerted auditors to the éxistence of a material irregularity. Out of a total of 561 red
flags that were considered applicable to the engagement, only 202 (36%) alerted the
auditor during the planning phase, Alsc, even though a total of 710 red flags were
relevant to the irregularity only 202 (28.4%) alerted the auditor at the planning
phase. In other words, the auditor was not alerted to the possible existence of the
trregularity concerned despite the fact that the majority of the red flags were
applicable to the engagement and relevant to the irregularity. Red flags belonging 1o
the unusual pressures within an entity, integrity/competence of management, and
internal contro] categories alerted the auditor to the possible existence of a material

irregularity to a greater degree at the planning phase than the other categories.
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Table 31: Applicability, Relevance and Whether the Auditer was Alerted by
Categorylof Red Flag
4
" Red flag category Red flag Red flag Red May
applicable relevant to alerted an
to the the auditor
engagement | irregularity during the
planning
phase
Business environment 116 127 k)i
Internal control 169 224 10
Integrity/Competence of 68 70 29
management
Unusual pressures within an 55 52 26
entity
Unusual 42 102 14
occurrence/transactions
Unsatisfactory records/ 17 103 27
problems in obtaining
sufficient appropriate audit
evidence
Market pressures 7 6 1
Factors relevant to an EDP 27 26 4
environment
Total 561 710 202

Taking each of the sight red flag categories separately, Spearman’s rank correlation

cocfficient tests were carried out to examine the relationship, if any, between a red

flag being applicable to the engagement, relevant to the irregularity and whether it

alerted the auditor during the planning slage, Table 32 shows the results of these

tests.
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Table 32: The Statistical Relationship Between Applicability and Relevance of
Red Flags and Whether the Auditor was Alerted by Them

Relevant . : Alerted
AP Business environment {(p=0.001} | Business environment  {p=0.008)
Inteprity/compelence Integrity/competence
of management {p=0.04) of management (p=0.002}
Unusual pressures {p=0.04) Unusual pressures {p=0.01}
Unusual occurrence/ Unusual occurrence!
transaction({p=0.05} Transaction (p=0.04)
Unsatisfactory records {p=0.03) Unsatisfactory records {p=0.04)
Factors relevant to an EDP
environment {p=0.01)
Intemal control NS, Internal control NS
REL Business environment  {p=0.001)
Internal control {p=0.008)
Integrity/competence of
tnanagement (p=0.067)
Unusual occurrence!
transaction (p=0.03)
Unsatisfactory records __ (p=0.02} |

" NS= Not statistically significant.
In interpreting the sipnificance of the relationships depicted in Table 32 it should be
noted that no test was possible in the case of one red flag category, namely "market
pressures” (declining industry, industry subject to complex legislation, volatile
industry with numerous corporate takeovers) due to N = 3. Also, as far as "factors
relevant to an EDP environment" is concerned, 'only four examples of that particular
red flag were reported as having alerled respondents and, consequently, no
comelation test was possible with whether that red flag was applicable to the
engagement or relevant to the irregularity, With the exception of internal control (p =

.072), a statistically significant relationship was found belween all the remaining five
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categories of red flags being considered both applicable to the engagement and
relevant to the irregularity and alerting the auditor 1o the existence of an irregularity.
However, it needs to be remembered that the respondents provided the data in

hindsight. The following conclusions can be drawn from Table 32:

i Deficiencies in intemal control did not alert auditors to the existence of an
irregularity if those particular red flags were considered relevant to the
irregularity, but did so if they were considered applicable to the engagement.

ii. The red flags pertaining to unusual pressurcs only alerted the auditors 1o
the existence of an irregularity if they were deemed applicable to the
engagement.

iii. ~ The red flags comprising the "factors relevant to an EDP environment”
.category only alerled the auditors to the existence of an irregularity if they

had been considered applicable 1o the engagement.

Thus, it appears that the relationship between the applicability and relevance of a red
flag and whether the auditor was alerted by it depends on the particular category of

red flag.



266
4.2°  Testing Lochbecke ct al.'s asscssment model
Locbbecke and Willingham (1988) contrasted their model with the check list
approach and they concluded that it is a Jogical medel designed to internalise the

reasoning process to assess the likelihood of material management fraud.

They classified fraud indicators into conditions, motives, and attitudes. These differ
slightly from Albrecht et al's (1995) and Cressey's (1986} classification as discussed
in Chapter 4. As already poiﬂted out in Chapter 5, Locbbecke et al.’s model suffers
from one major deficiency; while the definition given of its “attitude” component
refers to justifications, rationalisations for commitling crime, the list of examples
pravided by Loebbecke et al, to illusirate this particular concept comprises company
characteristics which are examples of opportunity 1o commit the crime. Therefore,
Loebbecke et al.’s attitudes can be included under their conditions component. The
Loebbecke et al. model is thus shown to comprise two compenents for it fails to

consider rationalisations.

Using Loebbecke et al.'s Table 9, the red flapgs in the present study were classified
into conditions, motives and attitudes (see Tables 33 and 34 below). It was necessary
to distingvish between defalcations and management fraud in order to tesi the

Logbbecke et al, fraud risk assessment model (see Tables 35-36 below).

There were 87 material irregularity cases discussed by the respondents in Part II of
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the survey, Using the definition of management fraud and defalcation in Locbbecke
et al,, it was found that 73 {84%) of them invalved management that manipulated the
accounts in order to cover up another deception such as thefl of cash, theft of
equipmenl etc. and thal a minority 14 {16%) involved personnel below management

committing thefi of cash or kickbacks (i.¢., defalcations).

Table 33: Comprehensive Listing of Indicators (Red Flags) Classified by
Assessment Component for the Management Fraud Cases (N=73}

Conponent Applicable Relevant Alerted
Primary Conditions
Dlominated decisions 82 101 30
|_Major transactions g 18 4
Related party 7 i¢ 3
Weak interna} and EDP controls 47 95 31
Difficult to audit {ransactions 48 59 16
Nature of business susceptible to 25 20 7
misappropriation
Weak internal audit 26 20 g
Hardware and sofiware failures - - -
Primary Motivations
Industry Decline 25 23 14
Emphasis on ¢arnings projections 13 1 1
Inadeguate profits 9 6 0
Primary Aititude
Dishonest management 47 85 17
Emphasis on_carnings projections * 13 11 ]
Personality anomalics 4 14 2
Lies or evasiveness 35 48 14
Failure 1o correct internal control 15 15 5

weakness
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|L_Total Primary Indicators {excluding *} 411 525 149
Secondary Conditions
Hipgh management turnover 2 5 2
Decentralised organisation 15 22 R
Assets subject 1o misappropriation 6 1
Inexperienced management 13 19 6
Conflict of interest 5 3
| _Rapid industry chanse 7 g 3
Understaffed aecounting department 7 6 2
Ineffective/ absent external regulation 6 g 7
Wen-existent/ineffective code of 14 13 3
contact
Secondary Motivation
| Rapid industry change * 7 9
Sensitive operating results 1¢
Adverse lepal circumstances 4 4
Secondary Attitude
Weak internal and EDP controls * 67 95 3!
Poor reputatjion 6 8 3
Undue pressure on auditor - 1 1
Disrespectful attitude - 2 -
Conflict of interest * 5 3 3
Minimal planning for installation of 1 1
hardware and software
Inadequate detection procedures for 1 1 -
system viruses
Total Secondary indicators 98 117 42
(excluding *}
Total Primary and Secondary 508 (42 191
_indicators (excluding *}

*Indicators are present in preceding catepory. According to Locbbecke (personal
communication), it is possible for an indieator to be in more than one category, For
example, conflict of interest creates the situation conducive to committing fraud and
it also indicates an attitude on the part of person entering into the conflict,
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Data analysis also examined whether the indicators were applicable, relevant or
alerted the auditor at the planning stage” in order to determine the auditor’s

sensitivily to red flags, as was done by Loebbecke et al,

Table 34: Comprehensive Listing of Indicators (Red Flags) Classified by
Assessment Component for the Defalcation Cases (N=14)

Component Applicable Relevany Alerted
Primary Condijtions
Dominated Becisions 4 1 )
|_Major Transactions - 1 .
Related Party - - -
Weak internal and EDP conirols 14 19 3
Difficult to audit transactions 2 1
Nature of business susceptible to 4 1
misappropriaticn
Weak internal audit 3 2 ]
Hardware and software failures - - -
Primary Motivations
Industry Decline 2 2 -
Emphasis on garnings projections 0 - -
Inadequate profits 1 - -
Primary Attitude
Dishonest management 4 8 .
|_Emphasig on earninps projections* 0 - -
Personality anomalies - - -
Lies or evasiveness 3 4 -
Failure to correct internal control 2 2 -
weakness
Total Primary Indicators {excluding *) 39 48 7

11 As stated earlicr, planning is assumed fo be o continucus process.
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Secondary Conditions

High management turnover -
Decentralised orpganisation 3

Assets subject to misappropriation -

La (M b

Inexperienced management 4

Conflict of interest -

Rapid industry change -
| Urderstaffed accounting department 4

I . .
Ineffective/ absent external regulation -

— |t b2
.

Non-existent/ineffective code of 1
contact

Secondary Motivation

Rapid industry change * - . -

Sensitive operating results - - -

Adverse legal circumstances - 1 -

Secondary Attitude

Weak internal and EDP controls * 14 - 19 3

Poor reputation 1 1 1

Undue pressure on auditor - - 1

Disrespectful attitude . - .

Conflict of interest * - 4 -

Minrimal planning for installation of - - -
hardware and software

Inadequate detection procedures for - - _ .
system viruses Cow

Total Secondary indicatars 13 20 4
(excluding *) ¥

Total Primary and Secondary 52 68 11
indicators (excluding *)

*Indicators are present in preceding category,

It is evident from Tables 33 and 34 that auditors were somewhat insensitive to the

red flags when distinguishing between management and defalcation cases. For the
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management fraud cases there were 642 fraud indicators which were relevant and
509 which were applicable to the 73 mnnaggment fraud cases but only 191 (29.8%)
and 37.5% respectively .alcncd the auditors at the planning stage. Similarly, for the
defalcation cases there were 68 ~zlevant and 52 applicable fraud indicators but only
17% and 21.1% respectively a].ertecl the auditors at the planning stage. If auditors are
not paying due attention to these indicators at the planning stage where the risk
assessment is determined, 1t is & cause for concern. In sul;‘:port-;'cf these findin_gs,
Loebbecke et al., too, found that their model performed significantly poorer for

defalcations than for management fraud (p.25).

Tables 35 and 36 provide an analysis of Loebbecke et al.'s assessment medel for

both management fraud and defalcation cases respectively and its applicability in the

87 material irregularity cases reported by the auditors in the survey. The second and

third columns indicate the number and percentage of cases of material irregularity
where the indicator was applicable to the engagement”. The fourth column shows
the number of these cases where the indicator was relevant to the irregularity. The
fifth column shows the percent of cases where ]ﬁursuing that particular indicator
\.;ould not have directed the auditor to the fraud (i.e., Type I crror %), The sixth
column gives the number of cases where the indicater was applicable, relevant, and

also alerted the auvditor during planning. The final column indicates the percent of

12 No % is provided for the columns Applicable and Relevant, and Applicable Relevant and Aleried so that the
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cases where the indicator was applicable and relevant, but would have been missed
by the auditor during the planning because it did not alert hiMer {i.e., Type [I

error %),

Table 35: Analysis of Applicability, Relevance and Whether the Aaditors Were Alerted by
the Indicators for the 73 Management Frands Described by Them

Primary AP % AP Type AP, Type
Indicators & | REL, |
REL Error & Error
Yo Al %
Conditions
Dominated 82 12" 82 0.0 30 63.0
decisions
Major iransactions 8 10,9 3 0.0 4 50.0
Related party 7 9.6 7 0.0 3 57.1
‘Weak internal and 67 01.8 67 0.0 4 240
EDP Controls
Difficult to andit 48 65.8 4% 0.0 16 66.6
transactions )
Nature of business 25 34.2 20 20.0 7 6.0
vulnerable to
misappropriation
Weak internal audit 26 35.6 20 23.0 9 55
Hardware and R 0 0 0 D 0
software failures
Fotal 262 44.9 252 42 pic} 1.0
Motivation
Industry decling 25 34.2 23 8.0 14 3191
Emphasis on 13 17.8 11 154 1 50.9
cantings
projections
Inadequate profits 9 12.3 i) 33.3 0 10.0

figures for Type ) end Type 11 etrer respectively can be expressed as a %, os done by Loebbecke it al, (1989).
137The reasun there is more than 100% in some conditions is beeause ench candition includes more than one red
flag and in some cases moze Lhan one red flag per case was applicable.
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Total

41

214

40

14.9

62,5

Attitude

" Dishonest
management

47

64.4

47

63.8

Emphasis on
earnings
projections *

17.8

11

153

90.9

Personality
anomalies

5.5

Lies or evasiveness

35

47.9

35

71.4

Failure to correct
internal control
weakness

15

20.5

15

66.6

Total

Total Primary
Indicators
(excluding *)

dll

193

i

Secondary
Indicators

Conditions

High management
turnover

2.7

Decentralised
organisation

15

20.5

15

46.6

Assets subject to
mis-
appropriation

82

66.6

50.0

Inexperienced
management

17.8

13

53.8

Conflict of interest

6.8

40.0

Rapid industry
change

9.6

57.1

Understaffed
accounting
depariment

9.6

14.2

66.6

Ineffective/absent
external repulation

3.2

ol

66.6
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o

Non-
existent/ineiTective
code of contact”

19.1

13

7.1

76.9

Tatal

5

11.4

69

8.0

36.5

Motivation

Rapid industry
change *

9.6

571

Sensitive operating
results

10

13.7

20.0

375

Adverse legal
circumstances

5.5

50.0

Total

9.6

Attitude

Weak internal and
EDP controls *

91.8

0.0

94.0

Poor reputation

50.0

Aol
Undue pressure on
auditor

Disrespectful
attitude

Conflict of interest

6.8

40.0

Minimal planning
for installation of
hardware and
software

2.7

30.0

Inadequate
detection
procedures for
| _system viruses

1.4

Total

15.8

80

1.2

Total Secondary
Indicators

a8

B4

4l

_|(excluding *)

Total Primary
and Secondary
Indicators

excluding *)

09

482

3.3

Lod

65.9

*Indicators are present in preceding category
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Analysis of Applicability, Relevance and Whether the Auditors Were

Alerted by the Indicators for the 14 Defalcations Described by Them

{excluding *)

Primary Indicators AP % AP & | Type AP, Type
REL 1 REL, 1
Error | & AL | Error
% Ya

Conditions

Dominated decisions 4 28.6 3 25 2 3337

Major transactions 0 0 0 0 0 0

Related party 0 0 0 0 0 0

Weak internal and EDP 14 100 14 0 3 78.5

Controls

Difficult to audit transactions 2 14.3 2 0 0 100

Nature of business vulnerable 4 28.6 4 ¢ 1 75.0

to misapproptiation

Weak intemmal audit 3 214 2 33.3 ! 50.0

Hardware and software [ 0 0 0 0 0

failutes

Total 271 241 2 14 Z 72.0

Motivation

Industry decline 21 143 2 0 100

Emphasis on carnings 0 0 0 0 0

projections

Inadequate profits 1 7.1 ¢ 100 ] 0

Total 3| 1 2 | 333 Q| 100

Attifude

Dishonest manapement 4 28.6 4 0 100

Emphasis on earnings 2 14.3 0 100 0

projections *

Personalily anomalies 0 0 0 0 0

Lies or evasiveness 214 3 0 0 100

Failure to correct internal C 4.3 2 0 0 100

control weakness

Total AL | 157 2| 182 100

Total Primary Indicators 41 19.5 36 i2.2 80.6

.
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BN

Wt

Secondary Indicators
Canditiony

High management turnover

Decentralised organisation

214

50.0

Assets subject o
misappropriation

[=J (W% I [ )

=N

=]

Inexperienced management

28.6

160

Conflict of interest

Rapid industry change

Understaffed accounting
department

Lo L e N

28.5

B e |

L=l = B [ oo}

100

Ineffective/absent external
regulation

Non-existentfineffective code
of conduct

7.1

100

Total

9.5

88.8

Motivation

Rapid industry chapge *

Sensitive gperating results

Adverse lepal circumstances

Total

=R - e ]

= S S O

< o o |

| | |5

= e (o =

[ e R [ )

Attitude

Weak internal and EDP
controls *

=

78.6

Popr reputation

Undue pressure on auditor

Disrespectful attitnde

Conflict of interest *

Minimal planning for
installation of hardware and
software

L= = = - T

o ole o |—

LT - - T B

e B - - I e [

= L T (= Y | T E)

L= L = L

Inadequate detection

procedures for system viruses
Total '

153

15

3.3

Total Secondary Indicators
{excluding *}

B

5.8

10

23.1

80.0

Total Primary and
Secondary Indicators

excluding *)

a4

119

A6

14.8

804
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* Indicalors are present in preceding category

W

Several observations can be made from Tables 35 and 36. As far as the management
fraud cases are concerned, two primary indicators that were applicable to the
engagement for 117%"" and 92% of the cases were dominated decisions and weak
internal and EDP contrals respectively (Locbbecke ct al's. equivalent figures are 75%
and 90% respectively). Also Tables 35 and 36 reveals that Locbbecke ¢t al.'s model
performs better for manageménl fraud than for defalcation cascs, thus supporting
their findings. Table 37 shows the utility of bath primary and secondary indicators in

alerting auditors to the existence of management fraud in both surveys.

Table 37: Significance of Primary and Secondary Fraud Indicators in Alerting
Auditors to the Existence of Management Fraud (%),
" Primary Primary Scceondary Secondary
{present (Loebbecke {present {Loebhecke et al.}
study) et al) study}
% % % %
Applicable 37 40 8 24
Relevant 95 50 90 75
Alerted 31 92 46 94

Primary_fraud indicators were apparent to the engagement and relevant to the
frregularity to n similar degree as in Loebbecke et al. Yet, at the planning stage, the

 auditors in the present study were approximately three times less likely to be alerted
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to the existence of management fraud by primary indicators; however, they were
more likely to be so aterted by secondary faclors but still half as likely as the auditors

in the Loehbecke et al. study.

In the present study it was found that most of the indicalors (both primary and
secondary) alerted the auditors te management fraud at least 34% of the time while
weak internal and EDP controls did so only 6% of the time. It should be noted in this
context that indicalors pointing to weak internal controls alerted auditors more to the
possible existence of management fraud (as shown in Table 31) than when combined
with weak EDP controls, In Locbbecke et al's (1989:20-23) study "most of the
indicators were apparent to the auditors during the planning at least 90% of the
time", whife three secondary indicators, namely "conflict of interest, incentive

compensation and management's job threatened were lesser exceptions”.

Another significant difference between the two studies concerns Type I and Type II

errors (see Table 38).

M See ibid footnole 13.
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Table 38: Type { and T'ype 1 Error in the Two Surveys

Present study Present stody Loebbecke Luthhecke
{management {defaleatinns) ct al. el al.
fraud) (management {defatcations)
frawd}
% % %_ % |
Type [ error 5.3 14.8 16.9 232
Type Il error 65.9 80.4 7.8 17.1

Bearing in mind that Type II error is the converse of Type 1 crror, what this
comparison shows is that, in management ffaud cases, if the auditors in the present
study followed a particular fraud indicator they would not have identified the
management fraud in 5.3% of the cases {(Type I error), while in 65.9% of the cases
where the indicator was applicable and relevant they would have missed it during the
planning stage because it did not alert them {Type II error), i.e., they would not have
missed it in 34.1%. In defalcation cases, if the auditors in the present study followed
a particular fraud indicator, they would not have identified the defalcation in 14.8%
while in 80.4% of ths cases where the indicator was applicable and relevant they
would have missed it because it did not alert them: (Type Ii errar}, i.e., they would
not have missed it in 19.6% of the defalcation cases. Thus, where the indicator was
both applicable and relevant the Austrafian avditors would have identified it in

34.1% of management frauds and 19.6% of defalcations at the planning stape.

The Australian auditors were 3.18 times less likely than those in Loebbecke ct al.

(1989) to have pursued a particular red flag that would not have directed them to the
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management fraud (Type [ crror). This is attribulable to auditors in the present study
being 8.4 times less sensitive al the planning stage to fraud indicators that were
applicable to the cngagement and relevant to the irregularity (Type II error).
Similarly, in the defalcation cases the anditess in the present study were 4.7 tiﬁ'lcs
tess likely 1o have been alerted by a red flag at the planning stage that was applicable
to the engagement and relevant to the irregularity (Type H error). One conclusion
that can be drawn from the comparison figures in Table 38 is that Loebbecke et al.'s
auditors were characterised by a “play-it-safe” approach in their audit work in
assessing the risk of management fraud or a defalcation being present. One possible
explanation for the findings is that Australian auditors do not 1ake the same approach
to red flags as U.5. auditors. The Australian auditors surveyed appear to exercise
significantly less vigilance at the planning stage as far as fraud indicators are
concemed in both management fraud and defalcation cases. Such a difference could
well be due to the difference in audit experience of the auditors in the two studies

and the different litigation environments®.

A basic premise of the Loebbecke et al. (1989) fraud-risk assessiment model is that
all three components must be present for an irregularity to occur, More specifically,
they reported that the three components (conditions, motives, and attitudes) wers

applicable and relevant in 86% of the management fraud cases and 78% were

15 The participanis in Locbbecke et ak, {1989) had twice a5 much sudit expericice and comprised pariners only.
The present study included 39% in manager posilions and 28% pariners, The remaining ane-third were seniers
{1394}, supervisors (12%) and assistant managers (8%} and can be said ta have had less audit experience than
those surveyed by Locbbeeke et al.
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app]icablé, relevant and alerled, This prediction, however, has not been borne out in
the present study, Tables 39 and 40 show that in only 22% of the management fraud
cases were all three components applicable and relevant and in only 8% of the cases

were all three components applicable, relevant, and alerted the auditor,

Y

[

2

(o

i




Table 3%: = Analysis of Indicators of 73 Management Fraud Cases by Assessment Model Components Based on the Survey

8 g 2 g a 3 2 ] .
=3 5] g =3 Z = ] £ ] =
® = 0o = = z O Z
Al three components presant: 22 la 12 32 35 8 6 15 12 13
Average No. of indicators 4.5 2.0 22 25 20 e
Two components present: 34 25 115 12 42 11 8 36 3 6
Average No. of indicators 4.6 0.43 1.68 - 4.5 . 06 20
Crne component present: 15 11 27 0 4 .’Jr, ig 13 17 3 +4
Average No. of indicators ' o 035 4 1.3 0.2 0.3
No component present: - 29 21 - - - 63 46 - - -
Total all management fraud cases: - 73 214 4 8t - 3| 68 20 33
Average No. of indicators 29 0ée 1.1 0.9 0.3 | 0.3




Table 40: Analysis of Indicators of 14 Defalcation Cases by Assessment Model Components Based on the Survey

1 v n = e A wn -
2 g g k= u g g £ g 3
$ S = g Z 5 $ = E E
o [ = = = e s = = =
e 2 g B <z S ° 8 E =
= z o = ® z S =
All three components present: o - -
Average No. of indicators
Twoe components present: 14 3 3 a 5
Average Mo. of indicators 1.5 v} 2.5
One component present: 57 8 14 0 1 i4 2 4
Average No. of indicators 1.75 0 0.13 2
No component present: 29 4 - - - 86 12
Total all defaleation cases: - 14 17 0 [ 14 4
Average No. of indicators 1.2 0 0.42 03
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As seen i.n Tables 39 and 40, there arc ﬁ number of cases where conditions were nol
both applicable and relevant in Panel A and not both applicable, relevant and alericd
in Pn_ncl B In other words, if a condition was applicable but not relevant or vice
versa the case would have appeared in the no-component-present category. In |
comparing Tables 39 and 40 with Locbbecke et al.'s Table 11 it is evident that lhere: .

are significant differences

~ Out of the 73 management fraud cases coly 16 (22%), contained indicators in all 3

components of the assessment model. Of those cases in Panel B of the management
fraud cases where the indicator also alerted the auditor, the percentage is 8% (in the
Major Fraud Group cases it was 36% (see Chapter 3)). Loebbecke el al.’s figures

were 66 (86%) and 78% respectively.

From Table 39 Panel A it can be seen that the average number of indicators for the
management fraud cases was 2.9, .6 and 1.1 for conditions, motives and attitudes
respectively, whete only applicab!_e and relevant were considered. Where alerted is
also considered, the number of indicators is .9, .3 and .5 from Panel B. These are

very different to what Loebbecke et al. found and which were 3.6, 2.9 and 2.9 for

. Panel A and 3.4, 2.6 and 2.6 for Pancl B. The major reason for the difference is

because Australian auditors neted that the indicators were relevant to the irregularity
but were not applicable in the engagement, or did not alerl them. As already stated,

the difference found may well be due to the fact that the Australian auditors did not
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have us mugh experience in detecting irregularitics as their U.S. counterparts,

. .. o @ . "
It is nevertheless evident, however, that, as also shown in Tables 35 and 36, on the -
basis oi: Tables 39 and 40 Loebbecke et al.'s fraud-risk assessment model performs

weaker in defalcations than management fraud.

5.0 SURVEY PART II: CORRELATES OF FRAUD PRONENESS

"
w i

Tn order to expand the discussion in Section 4 above by utilising the data. from Part II
of the survey, attention will next focus on: (1) identifying fraud-prone industries,
audit areas, and audit procedures indicating the presence of material irregularities;
(2) profiling the offenders and to compare the picture that emerges with that yiclded
by the MFG study and reported in Chapter 5; and (3) expanding the Loebbecke
model by revising the eclectic fraud detection model developed in Chapter 4 so as 1o
incorporate the findings from the survey of auditors and to examine its applicability.
To do this, it is imperative that one studies both the irregularity ..'md Lhe__offender.
Table 41 indicates that in the majority of cases the material irregu]érity-' involved:

-

theft of cash, : o 5

A
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Table 41: How the Irregularity was Commitied

.Typc of Irregularity N Ya
Theft of cash _ 46 529
Window dressing ‘15 17.3
Errors in financial stalement ) 6 6.9
Kickbacks 4 4.6
Stock theft 4 4.6
Payroll fraud 4 .4.6
Kiting 3 3.5
Conflict of interest 1 1.1
Breach of Parliamentary Rule i : 1.1
Insurance Fraud i 1 1.1
Forging cheques | 1 1.1
Tax avoidance 1 1.1
Total ' g7 100%

Loebbecke et al. (1989:11) found that management fraud "typically is committed by
top management (including directors) and defalcations are typically committed by
persons at all levels in the organisation, although not ditectors to any great extent."

Loebbecke et al. also indicated that in "many" instances there was collusion.

K
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Table42:  Position Held by the Offender

Position Held v Yo
Upper management 21 24.1
Others below management " 13 Il4.9 i
Directors 12 : 13.8
Other management in collusion with others 13 14.9
Chief accountant 7 8.0
Directors in collusion with others 6 6.9%
Top management w ] 6.9
Chief financial officer " g 5 5.7
Chief executive officer 2 g 24
Shareholders - 2 2.4
Total Lo . 87 100%

L




Table 43: Who was Involved by Type of Iregularity

.cé E=E 8 '§ - " % = o gg S
E &S5 |T8 | g | & |85 & |58 |agF % | % | &
g al <l 2 2 22 % -
Directars 1 3 12 13.
Shareholders 2
Upper Management 2 i 1 9 1 s 3 27 2
Others Top Management 4 | 1. 1 o : H
Others Below Management B 10 2 = 1
CEO 1 | SRR E R I
CFO 1 1 . 3
Chief Accountant . 1 ENES ’ o2 S 1 2
Directors in Collusion S Y S o
with Other E ) - - -
Other Management in Collusion 1 1 3 1 t 6 ' Tt 3
with Others P .
Fotal N 4 6 1 46 4 1 : 1 15 1 3 S 3 1
Total % 4.6 69 1.1 52.9 4.6 1.1 [.t 17.3 L1 33 4.8 i.1

I
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Cross-tabulating the type of frand commitied and the company staff responsible for it
{see Table 43), reveals that of the management frand committed by direclors, 66%
. involved thefl of cash and the rest window dressing.  These results support the
LuebBegke et al. finding.” On the other hand, while upper management committed
43% theft of cash, the remainder included mainly window dressing, payroll fraud,
stock theft, .:mcl kiting. Others below management also concentrated on theft of cash
(77%) and kickbacks {15%a). Directors were mainly involved in theft of cash (62%)

and window dressing {25%). Finally, where management colluded with other staff or

a third party, window dressing {46%) predominated.

Cross-tabulating the type ot;_ :fraud and the number of accomplices, (see Table 44) it
was found that theft of cash was usually committed alone (58%) or in collusion with
one to two mote people (35%). Whereas for window dressing, an equal percentage
was committed alone (27%) or with one more person {27%). Tax avoidance, forging
cheques, breaching parliamentary repulations and Ikit‘mg were frauds committed
. without an accomplice. These findings should be conmdered with the knowledge that
in 52% of irregularities detected the petpetrator acted alone, 21% with one
accomplice, 13% with two, and 15% with three or more accomplices, For
compérison purposes, in the MFG study it was found that the great majority (70%)

of the effenders had no accomplices.
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+'I'able 44 Number of Accomplices by Type of Irregularity

N of Accomplices B
i Type of Irregularity ] 1 2 3 4 Total %
N
Payroll fraud 2 | 1 4 52
"Error in financial slatement 2 | 1 4 5.2
Tax avoidance 1 . 1 13
Theft of cash 25 g 7 t 2 43 55.8
Kickbacks 2 i 1 4 5.2
Forging chegues i 1 1.3
Insprance fraud 1 1 1.3
Window dressing 4 4 2 | 2 13 16,8
Breach of parliamentary | 1 1.3
rules
Kiting 1 1 1.3
Stock theft 3 | 4 5.2
Total W 40 16 10 2 9 77
% 519 | 208 129 | 28 11.8 100

Note; The torzls for cenain types of irregularities do ol mateh the corresponding figures in Tables 41 and 43
becavse when crosstabulating with number of accomplices ihere were missing values, Le., a few nuditors
responded 10 one but not to the other question.  Ten of the 87 respandents provided no infermation on whether
thers were accomplices. )

Next, attention is turned to the profiling issue in order to test the applicability of the
eclectic fraud detection model of which the ROP madel is an integral part.

[
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Table 45: A Statistical Profile of Perpetrators Encountered by Auditors
N Y
Gender: -
Male 79 90.8
Female ' . 8 9.2
87 100%
Age Group:
25-35 years of age - 13 14.9
36-45 : 53 60.9
46-50 ' 16 184
50+ o 5 58

87 100%

Education Standard: . _
High School o 33 37.9

Tertiary ' 25 28.7
Professional . 28 322
Other 1 1.2

’ 87 100%

Marital Status: .

Married 78 89.7
Single - _ 5 5.7
Divorced - 3 34 )
Separated i 1.2

87 -100%
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As would be predicted using the celectic fraud delection moded, 'I'ﬁblc 45 shows that
most perpetrators encountered by the respondents were males aged 36-45, married,
and with post high school education. While the picture of the perpetrators painted by
the auditors surveyed is no different from that which emerged in the MFG siudy, the
MFG offenders included more members of professional groups such as lawyers, This
difference is attributable to the different ways by which the MFG comes to
investigate .E.l case of fraud. Interestingly, the type of person described by the auditors
as having committed material irtegularitics is no different from the average common

criminal (Farrington, 1993).

Table 46: Sources of Financial Pressure on the Perpetrators

Motives N Yo

Lifestyle 35 402
Gambling 12 13.8
Personal financial préblems n 12.6
Greed ' 9 10.3
Drugs and alcohol 1 1.2
Combinaticn of the above 19 219
87 100%

Table 46 provides further evidence for the ROP and the eclectic fraud detection
model proposed. The results shown support the findings reported in Chapter 5, ie.,
that financial pressure due to one cause or another underpins fraud offences by
people in positions of finaneial trust within companies. The type of person depicted

in. Table 46, characterised by a hedonistic and erratic lifestyle that renders them
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prone to offending, is in accé_rdance with what one would have predicted on the basis
of either Freud's psychoanalytic theory (in terms of a weak superego) or Eysenck's
theory of crime and delinquency (in terms of antisocial personalily disorder

atiributes) discussed in Chapter 2 and contained in the ROP model,

Table 47: Auditors' Description of the Perpeteator's Characteristics

Characteristics N %
Authoritarian L4 39.1
Extrovert 14 16.1
Loner 10 11.5
Normal ) 8 9.2
Qutgoing N 8.1
Unknown 4 4.6
Ambitious 4 4.6
Complainer 3 34
Introvert 3 34

87 100%

Regarding the auditors' perceptions of the perpetrators’ personality traits', Table 47
shows that authoritarianism is the most frequently reported type of personality. It is
not, however, clear how this irait 1s involved in the aetiology of fraud, Furthermore,
it is not being claimed here that the auditors' perceptions of the perpetrators'
authoritarianism would be bome out if a psychologist administered them a proper
personality test. The auditors' descriptions of the perpetrators of the itregularities
need to be treated with caution because of their subjectivity and in view of the fact

that these assessments were made after the fraud was identified. It would have been

16 Such informution was nol included in the prosecutlon bricfs surveyed in the MFG study,
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interesting to know if such assessments had been made at the planning stage of the
audit whether they would have alerted the auditor. 1t would be safe, however, to
surmise that even if an auditor assumed that someone was an autheritarian person it
would not alert hira/her at the planning stage lo carry out additional audit procedures.

This assumption is made based on the red flag findings reported ahove.

The next issue is the industry in which the fraud was committed. Table 48 shows that
more than half (56%) of the irregularities were committed against a public company
and that most of them occurred in the manufacturing industry. Loebbecke et al.
found "significantly more instances of management fraud in Manufacturing,
Transportation, High Technelogy and Communication Companies and fewer in
Educatisn and other institutions, which is consistent with their likely ownership
charaeter” {p.10). The finding that Manufacturing is proned to management fraud is

consistent with the results of the KPMG surveys.
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Table 48: Industry and Status of the Company Where the ‘Material [rregularity
was Committed

Type of company N %o
Public company 49 56
Private company 38 44

87 100%
Industry designation N %o
No industry designation 7 8.0
Apriculture, Forestry and Fishing -6 6.9
Mining 3 3.5
Manufacturing 22 25.2
Electricity, Gas and Water Supply 3 3.5
Construction 7 8.0
Wholesale Trade g 9.2
Retail Trade 2 23
Accommodation, Cafes, and Restaurants 3 3.5
Transport and Storage 2 2.3
Communication Services 2 2.3
Finance and Insurance 8 9.2
Government Administration and Defence 3 35
Health and Community Services 7 8.0
Cultural and Recreation Services 2 23
Persenal and Other Services 2 2.3

87 100%




Table 49; Industry Category by Type of Irregutarity Committed
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Payroll Frand 1 i 4 4.6
Error in Financial 2 1 i 6 5.9
Statement
Tax avoidance 1 1 i.1
Theit of cash h] 2 2 9 i 5 5 1 1 2z 2 5 1 3 1 1 46 § 5%
Kickbacks i 1 [ 1 4 4.8
Forging cheques 1 1 1.1
Insurance fraud L 1 ,l I
Windew dressing 2 & i i 2 1 1 1 15 | 157.3
Breach of 1 1 i1l
Parliamentary Regulations
Kiting 2 1 3 135
Stock theft 1 1 1 1 4 4.0
Conflict of interest 1 1 1.1
Tatal N 7 6 | 3 |22 3 (7 g8 | 2 3 2 2 $ 3 7 2 > s
Total % 8.0 6.9 35 |252] 35 8.0 92 ] 23 35 23 23 9.2 3.5 5.0 23 2z ' 10y
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Crosstabulating the type of fravd and the industry designation of the compuny
involved (see Table 49) it was found that the types of fraud eccurring in
manufacturing were mainly: theft of cash (40%), window dressing (27%), errors in
financial statements (9%), payroll fraud (9%}, whereas in finance and insurance it
was theft of cash (63%), window dressing (25%), insurance fraud (12%). Regarding
the difference between the types of frauds cccurring in a public as opposed 10 a
private company, it was found that 58% of cash theft occurred in public companies as
opposed to 42% in private companies, Also, private companies had a higher
incidence of payrell fraud (75%) whereas forging of cheques, conflict of interest,
insurance fraud, and purchase of equipment for self only occurred in private

companics.

An interesting question is whether a relationship exists between the type of

irregularity and the person detecting it

Table 50: Who Detected the Irregularity

. _ N %
Client . 20 133
Auditor:

Manager . 17 19.5
Senior 17 195
Supervisor . 10 15
Pariner 7 81
Assistant 4 46
Fraud Auditor 2 23
Whistleblower/ASC/ATO 1 1.2
87 100%
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Toa large extent, the finding in the present study (see Table 50) that auditoré \;:er_c_
the ones who detected most of the imegularities reported on reflects the fact that
auditors were asked to answer questions about irrepularities they themselves had
encountered. Crosstabulating the type of fraud and the person detecting the fraud, it
was found that: the two authorities (ASC and ATQ) identified theft of cash and stock
but, as stated earlier, the client was the most successful in identifying theft of cash
and kickbacks; the partner and manager were more successful in identifying theft of
cash and, finally, seniors appeared to identify more window dressing thanl_partners

7
and managers”’.

Another aspect is the audit area affecied by the irregularity, which is reported in.

Table 21" I

17 Bernardi (1994a) found managers morc likely 10 detect fraud and he exploined it by saying that mansgers

" have higher moral development nnd arc nol technically focused llke the senfors. Davidson {1994) disagreed with

this explanation, maintaining that managers arc concerned with fes constraints which have an impact on moral

‘development. However, more research is required to resolve the issue whether managers are indeed characterised

bg a higher siags of moral development.

I8 The audit area classification depicied in Table 48 is different from that used in Loebbecke ct al. This is becanse it
was copsidercd appropriale to use Schedule 5 clossification applicable in Australin and well known 1o the
parlicipants, As they nise found, there were multiple oudit areas involved, However, in the present study Provisions
and Cash were the main arcas involved,
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Toble 51: Audit Area Affelted

n

Audit Area  § N KA
if
Cash " 35 40.2
Provisions 25 28.7
Inventories 3 3.3
Combination of 2-3 accounts 24 276.
87 100%

Since theft of cash is the most popular type of fraud being committed, it follows that

cash and provisiens were mainly affected. As far as window dressing is concerned,

provisions was the account mainly affected. Therefore, auditors need to pay

R
additional attention to these two audit areas because there is a higher audit (isk.




Table 52: Type of Irregularity by the Procedure; Indicating the Irregularity

-8 a f:‘. [
£ =]
g5 | 5% = {552 g fE '% &
88 [ 8% |zES B | 5% g RS 2
2% |Eft [Egs = s B g - = a2
T5| 234|458 )2 1o=El =2l 03
3 _ z S e £
Payroll Fraud i 2 4 4.8
Error in Financial 1 1 3 & 6.9
Statement
Tax avoidance . 1 1.1
Theft of cash 19 4 6 1 9 5 2 46 529
Kickbacks 3 [ 4 4.6
Forging cheques 1 s I L1
Insurance fraud { 1 ;{ 1.1
Window dressing 2 1 2 2 5 e 2 154 17.3
Breach of 1 L. 1.1
parliamentary Rules
Conflict of interest 1 t 1.1
Kiting 1 1 [ 3 35
Stock theft [ { 1 1 4 46
Total N 29 8 10 6 18 .9 7 37
Total %% 333 9.2 it.5 6.9 20.7 104 8.0, -~ 100
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chhrding which audit procedure indicated the irregularity, Tables 52 and 53 reveal
that 33% of the irregularities were not discovered by the auditors. Whereas in
Loebbecke et al. the corresponding figure was a low 7.4%, Substantive tests were
the most effective type of audit procedure to reveal the irregularity (Locbbecke et

al.'s equivalent percentage is 56.5%), which is consistent with Loebbecke et al.

Table 53: The Audit Procedure that Detected a Particular Material Irregularity

Audit Procedure N Yo

Not discovered by the auditor 26 33.3
Substantive test of details 18 20.7
Study of interna! controls 10 11.5
No procedure designation [V 104
Preliminary analytical procedures 8 9.2
Combination of audit procedures 7 8.0
Analytical test of specific account 6 6.9
87 108%

Crosstabulating the audit precedure indicating the irregularity by the type of fraud
involved (see Tabie 51), it was found that for the theft of cash 42% were not delectedl
by the auditor; the remainder were detected by means of substantive tests of details
(20%), study of internal control (13%), preliminary analytical procedures {8%) and a "
combination of procedures for the rest. Substantive audit procedures were useful in
identifying window dressing. Errors in financial statements, tax avoidance, insurance
frauds and kiting were discovered by the auditor alone, whereas kickbacks and theft

of cash were primarily not discovered by the auditor. These findings are in line with
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“Locbbecke el al.’s.

[
1]

., The next issue inquired by the survey is the length of time of the client-auditor
relxﬁionship (i.e., the number of prior audits) when an irregularity was discovered, as

well as the duration the irregularity had been committed".

Table 54: Relationship Between the Number of Years the Auditing Firm were
the Auditors and the Time Period the [regularity was Committed.

.Number of prior year-audits of client N o %
firm at time of irrepularity
Years :
1 15 172
2 15 ’ 172
3 18 - 207
4 A B . - 81 .
5 = - 16 18.4
>5 A 16 . 134
. 87 100%
| Time Period for which an irregularity - N T %
" " |_Was committed -
Years o =
<1 32+ 363
1 . | - 23.0
=2 19 .| 218
3 Y 8.1
_ 4 £ B 34
" 5 . I PR - 34
5+ Co 3 34
wT -8 100%

19 Pincus (1990) nnd Bernardi (195\'3"11) both reporied 1that frand detection will increase a5 an audilor's .priur
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I!’I‘ablc: 54:- shows lﬁal 55.1% of the'irregularities were discovered wilhin:. the first three
yéxﬁs; i.e., a significant proportion of the irmegularities were encounlered by the
respendents when auditing new clients. The fourth year of the auditor-client
relationship appears; to be a "slack" year as far as auditor-detection of irrepularities is
concerned. 1t would not be unreascnable to surmise here that after a spate of
succéesses by the external auditor in detecting irregularities, the culprits “lie Jow",
perhaps perceiving a high risk of being found out, When this deterrent effect of the
auditor's successes decreases enough, perpetrators of such illegal acts within
companies are back in action! Another argument in the literature is that auditors
become comfartable with their clients and start to trust them, possibly too much, so
t.hat ‘they don't maintain a proper attitude of professional scepticism and they may
under - audit.

60 REPORTING FRAUD

Givén the reporting requirements set out in AUS210 (AARF,1995a) the ﬁndings
regarding reporting of fraud come as no surprise. Slightly more than half (53%) of
frauds detected were reported to the Board of Directors, 21% to the CEO and 2% to
the audit committee. Considering that 36% of frauds occumred in public companies,
one would have expected more reporting to the audit committee™; similarly, one

would have expected more reporting to the ASC; in fact, only 2% were reported.

expectations concerning the exisience of fraud increase, This was nat directly tesicd by the present research,
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Five [.;lcr cent were reported o ﬂlc Major Fraud group and ll'llc remainder to other
authorities. Theft of cash was reporied mainly to the Board of Directors (53%), or
others (24%), namely financial controller, audit pariner and Parliament. Window
dressing was reported predominantly to the Board of Directors (57%) and the CEO
(36%). Payroll fraud was equally reported to the CEO and Board of Directors. The
other bodies to which auditors reported were the partner in charge, anti-corruption

branch, in one incident the auditor confronted the perpetrator who admitted to it.
7.0 USE OF FRAUD AUDITORS AND FORENSIC ACCOUNTANTS

In view of the difficulty in and importance of detecting fraud, the use made of fraud
_auditors and forensic accountants is an interesting issue. Forty-five per cent of the
wépondenls stated that their firm provided services by forensic and fraud auditors.
Regarding the experience and qualifications held by these specialists, they were:
" Forensic accountants, mainly: chartered accountants (33%), chartered accountants
and lawyers (13%), and repistered company auditors and chartered accountants
(33%). Fraud auditors were: chartered accountants (45%), chartered accountants and
registered company auditors (43%) and, finally, some had experience as

psychologists or criminologists 5% in each field.

.20 However nat all companies have an audit oumrhillec. -
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- i©o -
The forensic accountants and fraud auditors who participated were of the opinion that
had their services been used, fraud could have been prevented or detected earlier. The
other respondents, however, did not share that opinion. As for the number of times a
fraud auditor had been used in the last |2 menths, it ranged from one (40%), to two
(33%) whereas for a forensic accountant it was mainly: one {40%), two (10%), three

(10%), ten (20%). These findings suggest that fraud auditors and forensic

accountants are not used very frequently,
8.0 THE ECLECTIC FRAUD DETECTION MODEL REVISITED

The results yielded by the survey of auditors add to the broad range of information-

inputs into effective fraud-detection contained in the eclectic fraud detection model

(ses Figure 4) and show the model’s applicability, More specifically, the findings

obtained show that:

. used on their own, red flags a.re rot particularly useful in alerting auditors to
the existence of material irregularities at the planning stage;

. the different high-risk industries (e.g., manufacturing) where the auditor is
likely to encounter different types of irregularities (e.g,, management fraud,
employee fraud, and error);

. the audit procedure(s) likely to identify a particular type of irregularity;

. the forms (c.g., theft of cash, window dressing) each type of irrepularity is

likely to take;
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. which audit arcas (cash aﬁd provisions) are high fraud-risk ones; and
. the .lack of an effective internal coniro] system and the absence of 2 code of
corporate conduct are significant correlates of an irregularity (including
management fraud, employee fraud and etrors) impacting materially on the

accounts.

In support of Albrecht et al. (1995) and Cressey (1986), the findings also stress the
importance of the auditor being alerted to information about individuals within a
company who are high risks of perpetrating an irregularity, including fraud, because
they face a serious financial problem. The financial problem itself is most often due

to a person in a position of trust living beyond their means for one reason or another.

The additional findings not contained in Figure 2 (i.e., particular high-risk audit areas
and patterns in auditors' fraud detectien) have been added to Figure 4 (see Chapter 7)
so as to make it more comprehensive. The findings provide empirical support for the
applicability of the eclectic fraud detection model. They do this by confirming the
crucial importance of its various components (the audit firm; the auditor; and fraud-
risk information, including the ROP Fraud model in Figure 3 — see Chapter 7) for

more effective and efficient fraud-detection performance by auditors,
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9.0 CONCLUSION

The survey was carried out in an attempt to reduce the gap in our knowledge about
the nature of material irregularities (including management fraud, cmployce fraud
amd error) encountered by auditors in Australia. The 108 relatively experienced
auditors who participated in the study reported having encountered a total of 768
irregularities in the last five years. This indicates it is relatively rare for auditors to
encounter material irregularities when taking inl;al account an auditor’s total number

of engagements,

Part I of the survey found that the three most common types of irregularities_
encountered by the respondents during the last five years were: management fraud |
(39.7%), employee fraud (24%) and other illegal acts (19%). Differences in the
findings obtained in the present siudy and those of Loebbecke et al, (1989) and
KPMG (1995a) conceming, for example, management fraud and employee fraud, are
probably due to differences in the sample of respondents used. The results indicate
that there are patterns in fraud-detection with respect to the six types of iregularities
encountered by the auditors (see Table 22). The present study found that: for cach
and every type of irregularity there is at least one high-risk industry; the irregularity
is likely to take one form rather than anather; and a particular audit procedure is more

likely to alert an auditor to the existence of a particular irregularity. Finally, two



308
significant correlates of o material irregularity are the lack ofnan effective internal
control system and a code of corporate conduct. The importance of effective internal
control system and a code of corporate conduct in fraud prevention is provided for in
the ROP model {opportunity component} constructed and successfully tested in the
MFG study. The significance of the same two factors was emphasised by the KPMG -

{1995a) fraud survey.

The irregularities about which the respondents answered questions put to them in
Part I of the survey were not unimportant since 3%.7% involved management fraud.
This finding is of interest in view of the fact that financial statement fraud accounts
for about half the litigation cases against auditors in the U.S. (Palmrose, 1987).
Interestingly, directors were as likely as other management to perpetrate management
fraud. Differences were found between the types of management frauds encountered
by auditors in the Loebbecke et al. (1989) study (assets overvalued or incomectly
valued) and in the p;esent one {window dressing). Differences were alse found
between the two studies regarding the types of industries more frequently involved in
management fraud. However, manufacturing ranked number ene in both studies, In
Australia, trusts and fund management and construction appear to be plagued by
management fraud the most. As far as the audit procedure that alerted the auditors to
the irregularities is concerned, management review and/or tests of controls emerge as

the most likely ones to do so while in Loebbecke et al. it was subsiantive testing,
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Employee fraud, comprised 24% of the total number of irregularities, and it most
often took the form of expenses recorded incorrectly and was more frequeatly
reported in manufacturing. The respondents detected employee fraud largely as a
result of management review and/or tests of controls while in Loebbecke et al, it was
substantive testing. As with management fraud, both the lack of effective internal
controls and a code of conduct were statistically significantly associated with the
employee fraud impacting materially on the accounts, especially in manufacturing,

government administration and defence, and in finance and insurance.

Previous researchers have concerned themselves exclusively with management fraud
and employee fraud. The fact that there has been no previous research into other
illegal acts, other acts, and other illegal misstatements means that no comparisons of
findings are possible, Other illegal acts made up 19% of the imrepularities
encountered by the respondents in the last five years. Due to the small number of
cases in other acts and other illegal misstatements, caution is warranted in
interpreting the findings obtained about those two types of irregularities. The most
frequent other illegal acts encountered were non-compliance with accounting
standards and breach of security and insurance industry regulations. Other illegal acts
were most prevalent in finance and insurance and manufacturing. Substantive testing
and/or statutory record review was the andit procedure most likely to alert auditors to
the existence of other illegal acts, Once again, the indusiries that had a high incidence

of other illegal acts were the ones more likely to lack a code of conduct. In those
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cases, the other illepal acls impacted materially on the accounts.

A small proportion (4%) of the irregularities cncountered by the respondents
involved other acts which occurred mainly in the trusts and fund management
sectors. Auditors were alerted to the existence of cther acts largely as a result of a
review of records. Non-compliance with a trust deed was the one other acts that had a
material impact on the accounts. As in the case of the other irregularities mentioned,
other acts were associated significantly with an ineffective internal control system

and the absence of a code of conduct.

Intentional but not fraudulent or other illegal misstatements made up 6,7% of the
irregularities reported. These were likely to aceur in the trusts and fund management
sectors. They took the form of the accounts "not adding up" and came to light mainly
following a review of financial statements and/or review of accounting records.
Finally, errors accounted for 6.25 % of the total number of irepularities. Trusts and
fund management and the manufacturing industry had the highest incidence of errors,
The most common type of error detected was financial statement errors. Errors were
largely detected as a result of a review of financial statements. Errors provided
another instance where the absence of a code of conduct and an effective internal
control system correlated significantly with the error impacting materially on the
accounts, in support of Entwistle and Lindsay (1994), it was also found that

manufacturing is also an error-prone industry.
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Summing up the findings obtained by the survey, the following industries are prone
to the following irregularitics: management fraud and employee frand
(manufacturing); employee fraud (government administration and defence); other
illegal acts and other acts (finance and insurance); errors (trusts and fund

management).

In addition, the six irregularities examined tend to take the followinp forms:

. management fraud (window dressing),

. employee fraud (wrong expense claims and stealing of cash);

. other illegal acts (non-compliance with accounting standards or legislation);
. other acts (non-compliance with a trust deed),

. other illegal misstatements (accounts not adding up), and

. errors (financial statement errots).

One of the aims in camying out the survey was to test Loebbecke et al's (1989)
assessment model, It is for this veason that this chapter discusses at considerable
length, how the results of the present study compare with those of Loebbecke et al.
In contrast to what Loebbecke et al. reported, one of the significant findings obtained
in the survey is that red flags are of limited usefulness to auditors in detecting

irregularities, including fraud. In only a minority of cases, the auditors were alerted
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to the existence of an irregularity, by a red flag indication. This is despite the fact that
the majority of red flags were both applicable 1o the engagement and relevant to the
irregularity, The relationship between the applicability and relevance of a red flag
and whether the auditor was alerted to the irregularity depended on the particular

category of red flag indicators.

The utility of red flags at the planning stage was also examined, distinguishing
between management fraud and defalcations, and classifying red flags in terms of the
three components of Loebbecke et al's fraud-risk assessment model, namely
conditions, motives, and a!rt'tza:'é;'es. In comparison to their U.S counterparis,
Australian auditors appear to be less vigilant at the planning stage and too often were
not alerted to the existence of a material irregularity by one or more red flags. It is
not possible, however, to conclude as to the reason(s) for the difference found
between the auditors in the two study surveys. Future research should investigate the
hypothesis that cultural differences impact on auditors’ decision making (see
.iYamamura, Frakes, Sanders, and Ahn, 1996). In support of Loebbecke et al, it was
found that dominated decisions is a major indicator of material irregularity. Overall,
however, the survey results show that fraud-risk assessment utilising red flags is not

effective,

- In comparing the findings from the two studies some differences between the

auditors who participated in them need to be bome in mind. Loebbecke et al's
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auditors were from one firm only and were partners. Com.parcd to the auditors in the
present study, they were significantly older, 2 factor that explains the fact that they
had twice as much audit experience (in years). The participants in both studies,
however, were included in the research because they were cxperienced in detecting
irregularitics. Loebbecke et al.'s auditors had an average number of cngagements of
3.1 where an imregularity had been encountered andfer had encountered an
irregularity in 1.3% of the total number of engagements they had worked on. By
comparison, the auditors in the present study who came from varjous firms across the
country and had only been in the ﬁésition of {predominantly) manager or partner for
three years, had an average of 5.2 enpagements where an irregularity had been
encountered and/or had encountered an jrregularity in 19% of their total number of
engagements, However, the auditors in the present survey were 4.5 times less likely
than their counterparts in the U.S. study fo have encountered an irregularity
themselves, Often an irregularity would be detected by a combination of audit
procedures, whereas in Loebbecke et al. an irregularity was most often detected by

substantive testing.

It should be noted at this point that substantive tesiing was the audit procedure used
by the respondents in the present study to detect a material irregnlarity, encountered
within the last 12 months in Part II of the questionnaire. The same finding was also
obtained for other illepal acts (see Section 3.labove). However, whereas in

Loebbecke et al, (1989) it was substantive testing which detected management and
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employee fraud in the present study it was management review andfor tests of
controls, and management review respectively, The last conflicting finding may be
attributable to the different sample of respondents used or a shifi in audit approach by

audit firms.

The present study found that more than half of the irregularities were detected during
the first three years® (and especially in the third year) of an engagement and that
auditors were not likely to discover it. The survey highlights the crucial importance
of auditors not ceasing to be vigilant however long they have been auditing a
company's books. Auditors in the survey reported a material irregularity mainly to
the board of directors and did so especially when it involved theft of cash and

window dressing,

A major weakness in the Loebbecke et al. fraud risk assessment model is that its
“attitudes” component contains a centradiction between the way it is defined and the
examples given for it. Therefore, their model does not provide for offenders’

‘rationalisations — a component for fraud to occur.

The survey findings call into question one of the basic premises of Loebbecke et al.'s
model that all of its three components {conditions, motives and attitudes) of the

assessment model need to be present for management fraud to occur. In addition,

2] 1pebbecke et al. found that mast irregularities eccurred in companies that hed been audited for 1-10 years.
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their model has been shown by the survey results to perform weaker in defaleations
than in management fraud. While the findings from the present survey lend some
support to Loebbecke et al.'s model, they also cast doubt on it. It is argued, therefore,
that the Loebbecke et al. model should be revised in light of a major inherent

weakness with one of its components and the centradictory findings obtained.

Regarding the profile of the perpetrators generated by the auditors' responses, it is
very similar to that constructed in the MFG study”. The personality attribute of
"authoritarian”, however, is not part of the MFG profile and has been added to Figure
3 because it can be argued to be synonymous with “dominated decisions™ which has
been found to be a useful red flap, Management were the main perpetrators of the
material irregularity, were charactetised as authoritarian males, were aged 36-45,
married with high school or higher educational qualifications, who lead lifestyies that
sesm to lead them to committing such material irregularities as frand. However, as
already pointed out, the participating auditors' description of the perpetratorsl Ineeds to

be viewed with caution.

Finally, the findings reported in this chapter pfovide empirical support for the
eclectic fraud detection model developed in Chapter 4. The survey emphasises that
audit experience alone is not sufficient to improve the auditors' fraud-detection

performance as they seem to sefdom encounter ircegularities. In addition, the use of

22 The mafor froud offenders in Chapter 5 were in the ge group 36-45,
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red flags on its own is not enough for effective fraud detection by auditors. By

reporting patterns in the kinds of relationship between different industries, different

irregularities, different ways that alerted the auditors, and different audit procedures
that appear to detect them, the survey of auditors has added new knowledge to fraud
risk assessment. The findings support the general profile of fraud offender
constructed on the basis of the MFG study, but also emphasise the importance of a
person having a vice such as gambling as a good indicator of their being a fraud risk.
The survey alse identified having an autheritarian personality as indicative of crime-
proneness. The eclectic fraud detection model was borne out by the findings of the
survey. Furthermore, the results of the survey help to revise the model and to make it
even more useful to auditors by showing that fraud-risk assessment has to be
multifaceted if it is to achieve its objective, In the light of the evidence, it can be

concluded that the fraud detection model proposed in Chapter 7 is more likely to be

useful to auditors as it makes good the deficits in Albrecht et ab.'s (1995); Cressey's

{1986) and Loebbecke ¢t al.'s {128%) models,

The results of the survey challenge Loehbecke et al.'s (1989) assertion that all three
of their model's components must be present for fraud to occur, As in the cases of the
profile of the major fraud offender, the proposed fraud detection model weaves
together features and patterns identified at different levels, namely: the economic
environment, the particular industry, the company, particular financial areas within

the company and particular individuals holding positions of financial trust where



n7
lhe} can effect fraud. Hence, the ROP Fraud model is an ¢ssential component of the
revised eclectic fraud detection model (see Figure 4, Chapter 7). The fraud-detection
medel depicted in Figure 4 informs auditors thai; particular fraut:ii';'ronc industries are
characterised by five different types of irregularitics; that particular kinds of audit
procedure are more likely to identify particular kinds of irregularities, as well as what
factors alert auditors to different irrepularities in the different industries. This
additional knowledge enables the model developed in Chapter 4 to be further refined
and makes it more useful to auditors in a more practical way, by providing specific
guidance on what to leok out for and how te approach it in planning their audit and

carrying out a fraud risk assessment.

The reseatch findings should benefit auditors as far as fraud indicators are concerned,
and assist them to enhance their audit effectivenass. It is also hoped that the research
results reported below can be used to identify ways of detecting, preventing and
reducing major fraud within companies more effectively and efﬁciilcmly than at

present.

The next chapter describes the refined models of 'why people commit fraud and of
fraud detection and considers in what sense the present thesis can be said to be

making an original contribution to knowledge in the fields concerned.




CHAPTER7

DISCUSSION OF THE ROP FRAUD MODEL AND THE FRAUD

DETECTION MODEL

Fraudulent activity such as management and employee fraud arc examples of
itregularities that can have a material impact on the financial statements. Such frauds
are very costly for both the entities defrauded and society at large and are also
significant for the auditing profession. In Auslralia, the detection and prevention of
irregularities rests with management, This thesis has arpued that the ability to detect
fraud is vital to auditors, even though auditers in Australia do not have a legal duty to
detect imregularities, including fraud, but only to audit with reasonable skill and care.
This is because of: (1) the lepal liability anditors can face when they fail to detect
fraud; and (2) the fact that fraud detection is an important component of the
expectation gap and audit beneficiaries want an expanded role for the auditor as
society's corporate watchdog. Auditors are under increasing pressure to accept

responsibility for detecting material fraud.

Since auditors cannot become experts at fraud detection through audit experience
alone, they need to uhlise the relevant knowledge about why people commit fraud that
is available in such other disciplines as psychology, sociology and criminology. The
review of relevant theoretical perspectives and available empirical evidence in those
disciplines identified a number of {raud correlates regarding the offender’s personality
sttributes, thus making it possible to talk in terms of fraud-prone individuals, i.c.,

persons possessing certain personality traits and who are motivated to commit fraud.
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The notion of frawd-proneness has been lacking in various fraud-detection models pul

forward to assist auditors in assessing the risk of fraud when planning their audit.

Results reported in this thesis show that the exislence of an opportunity for, and
financial pressure on, somcone to commit frauvd are not enough to account for
individual differences in who does or does not coramit management or employee fraud.
The thesis has also identified and evaluated a significant amount of knowledge
regarding specific ways of improving auditots’ ability to detect fraud. This includes
being aware of company-level and financial-area-level carrelates of fraud-proneness, as
well as z broad range of approaches to frand detection put forward in recent years. It
needs to be emphasised in this context that diffcrent approaches to fraud detection by

auditors are best thought of as supplementing onc another.,

1.0 A DESCRIPTIVE MODEL OF THE AETIOLO™V OF FRAUD (ROP

FRAUD MODEL}

The study of 50 major fraud cases prosecuted by the MFG, examined the applicability
of the proposed ROP model of the aeticlogy of fraud (see Chapter 5). The results of the
study support the basic premise of the model (see Figure 3) that fraud is generally
committed as a result of a combination of factors, namely the existence of a crime-
prone person with a motive (P), an opportunity (0) and the possession by such a
person of rationalisations (R) that make it possible for himv/her to commit the crime
once or repeatedly (see Figure 3). The MFG study cast serious doubt on the validity of
the Loebbecke et al, (1989) model because it fails to take into account onc's

rationalisations for comrmitting fraud. The ROP model was revised in the light of the
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results of the study and highlights the importance of both “situational faciors™ and
“company characteristics” in operationally defining the “opportunity” component of
ROP. The MFG study results also confirmed that the “person” component of ROP
consists of two inseparable parts, namely “motive” and “crime-prone personality”.
Finally, the findings obtained confirm the crucial importance of “rationalisations™ for

fraud to occur.

The profile constructed on the basis of the literature discussion and the results of the
MFG study comprises information at two levels: firstly, at a general level, the culprit is
likely to be a male first offender, aged 31-45, occupying a position of trust, who needs
to solve a financial problem (or, simply, is motivated by greed), often acts alone,
breaches that trust and commits a spate of deception offences defiauding a number of
victims; secondly, the profile incorporates a taxenomy of offenders that comprises a
detailed account of twelve offender typolopies. The profile is significantly more
detailed than what has been reported by other authors and includes a minority of
offenders who are professional predators (see the motive component of Figiwe 3). The
offender profile consiructed would be useful to auditors if used in conjunctiq;,‘ln with
ather relevant knowledge about fraud risk, such as different industries and financial
areas. The profile constructed ought to be used in combination with (1) the knowledge
conceming the statistically significant inter-relationships found between offence,
offender and victim characteristics; and (2) the eclectic fraud-detection model reported

in Chaptet 6 (see Figure 4).
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The findings obtnined show thal the moedus operandi (deceptive action) of serious fraud
offenders is very much the same whether they operate in Australi or in the US. and

that the MFG-prosecuted offenders were very prolific,

1.1  Additional issues addressed by the two studies and incorporated in the
ROP model

Reflecting on the importance of opportunity, most (94%) of the offenders victimised

someone they knew. The fact that appreximately one-third of the offenders had a .

crimina} record (that was especially the case with managing directors) points to the

importance of careful screening of applicants for positions of financial trust, including

background checks, in order to reduce the risk of fraud victimisation (see "Company

characteristics" in Figure 3).

The finding that about one-third of the offenders had accomplices means that for such
offenders the decision to commit fraud follows a proup discussion, a very important
factor not previously discussed by other authors in this area, a factor catered for in the
ROP model (see "Company Characteristics” part of the "Opportunity" component of
Figure 3). In a sense, the availability of one or more other ¢rime - prone person(s} can
be considered an opportunity to collude in order to perpetrate fraud by, for example,

beating the internal control system.

The findings from the survey of auditors support the general profile of a fraud offender
constructed on the basis of the MFG study, but also emphasise the importance of a

person having a vice/motivation, such as gambling, as an indicator of their being a
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fraud risk. The survey also identified having an authoritarian personality as indicative
of crime-proneness (see "Crime-Prone Personality™), The results of the survey do not
support Loebbecke ct al's (1989) assertion that all three of their model's componenls
(conditions, motives and attitudes) must be present for management fraud to occur. in
addition, their model has also been shown to be weaker in defalcations than in
management fraud. There is, therefore, a nced for the Loebbecke et al. model to be
revised in the light of the doubt cast upon it by the findings of the research reported in
Chapters 5 and 6. In the light of the evidence, it can be concluded that the ROP model
is maore likely to be useful to auditors, as it makes good the deficits in Loebbecke et

al.'s model.

Contrary to what Gottfredson and Hirschi's (1990) General Theory of Crime predicts,
most major fraud offenders were not immersed in crime in the sense of being recidivist
career offenders. The offenders surveyed can, however, be said to support Gottfredson
and Hirschi's theory to some exlent in so far as they evidenced low self-control and
exploited opportunities available to them. The MFG study indicates that a diversity of
people commit fraud for a variety of reasons and in different circumstances, and who
the offenders are is not random. In other words, the offenders studied comprise a
number of typologies of major fraud offenders, many of whom experienced situational
pressures {e.g., high personal debts, financiak losses) and whe rationalised their
offending to make it acceptable to them, and thus to continue to percelve themselves as
successful professionals in their fields. Also, it should not be forgotien that solicitors,
accountants and bank managers, to name but a few, operate in an occupational culture

that values wealth and corporate success, considers failure quite unacceptable and at
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the same time provides opportunities for major fraud,

The ROP model sets out the different ways in which fraud becomes possible. These
are: when a crime-prone individual under financial pressure or with other motives,
petceives at least one opportunity to commit fraud; when the individual has both the
knowledge to commit the crime (alone or in collusion) and to conceal the fraud; and,
finally, the individual possesses the rationalisaticns needed to justify to himv/herself
committing the offence once or repeatedly. The need to locate the three components of
ROP in a broader sociceconomic context is emphasised. Rationalisations constitute by
far the most vital of the three components that make up the psychological process of
information processing and decision making that precedes an act of fraud. The model's

eight assumptions listed in Chapter 4 were bome out by the MFG study.

It is acknowledged earlier on in this thesis that the methodology used in the MFG and
the survey of auditors has its limitations. These limitations inﬁlude the fact that the
offenders’ rationalisations were studied after the offenders were apprehended by the
police and convicted by the cours. It is therefore, not certain whether the same
rationalisations existed before the offences in question or whether they could be used to
predict fraud. Also the fact that some types of irrcgularities plagued one type of
industry rather than another may well be due to some industries (e.g., manufacturing)

having mote companies,
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Withoeut ignoring the limitations of the two studizs, the findings show that it is no
tonger justifiable to llk about major fraud offenders as a homogeneous population and
emphasise the need to desegregate sub-categories of such oﬁenﬂcrs. The MFG
offenders surveyed made many decisions, both about their every«ay life, their business
activities, about who and how to deceive in order to obtain money and whether to act
alone or with one or more gccomplices. More specifically, for the majority of them
who are not professional conmen, there is the eriginal decision to solve their financial
problem by committing fraud, but there is also the decision to continue committing

fraud or to desist.

Whether the sentences imposed by the higher courts on such offenders serve tho;
purpose of individual and/or general deterrence is impossible to say on the basis of the
studies carried out. However, examination of voluntary statements made fo the police
by the offenders concemed indicates the following: a term of imprisonment of five
years or less is unlikely to be a deterrent because they fancy their chances of not being
apprehended; if charged, they believe they "can beat the charges" apainst them and,
even if they are incarcerated, they know they would be unlikely to serve their full
' sentence. Without a subjective perception by serious fraud offenders that (1) there is a
high risk of being detected, prosecuted and convicted; and (2) that the likely penalty
upon conviction will be severe enough, deterrence becomes a questionable moral

justification at the sentencing stage.
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2.6 ECLECTIC FRAUD DETECTION MODEL

in supporl of similar conclusions reached on the basis of the findings from the survey
of auditors reported m Chapter 6, the findings obtained in the Major Fraud Group study
suggest that audito__'.:-; played but a rather limited role in the detection of the frauds
involved. The fraud detection model, which includes the ROP model as one of its
components (see Figure 4}, shows how auditors can improve their fraud detection
ability. Given that most frauds invelve financial pressure on an individual and that
factor plays such an important part in contributing to fraud taking place, a simple
income-expenditure assessment of professional peaple in positions of trust should help
to identify potential/actual major frauds. Future research should also consider fraud in a
variety of officially-known and self-reported offenders in order to identify the factors
that best explain their specific nature and prevalence, There IS a need to desepregate
fraud in order to be able 1o integrate information about individual offenders, their
modus operandi and clues in their "distorted stories”, as well as to assist auditors to

narrow their search for major fraud offenders and to detect fraud.
It is not claimed that armed with the criminal profiling results obtained auditors can
identify an offender and significantly increase their fraud-detection efficiency. This is
simply because, on the basis of existing knowledge in this area, it is just not possible to
predict accurately who in a company will commit or has been committing fraud. What

thé ROP model can do is to increase an auditor's sensitivity to fraud-risk and focus .

his/her attention on persons who are potential fraud risks.
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The survey of Australian auditors' experience in detecting materiat irregularitics
including fraud found that for auditors encountering material rregularities is a rare
event and that the use of red flags is not particularly helpful on its own. Therefore,
au;i\';;\iirs caﬁgot rely on red flags or audit experience alone in their endeavours io
improve their fraud detection effectiveness. [t is hoped that the eclectic fraud detection

" model constructed will go some way towards enhancing auditors' fraud-detection

ability.

The irregularities about which the respondents answered questions put to them were
imponaﬂt, since 39.7% involved management fraud, the kind of fraud most likely to
land auditors in costly litigation suits in the courts. The survey of auditors has added a
new dimension to fraud-risk assessment by: (1) reporting pattemns in statically
significant relationships between different industries, different irregulerities, different
ways auditors were alerted, and different audit procedures that appear to detect such
' iﬁegulaﬁties; and (2) identifying two significant correlates {absence of an effective
system of internal control and a code of conduct) of an imegularity having a material
impact en the financial accounts of a company. Furthermore, the research reported in
Chapter 6 is the first time such issues have been addressed with reference to four kinds
of imegularities, namely other iliegal acts, other acts, imtentional non-fraudulent

misstatements and emors.

The eclectic fraud detection model was supported by the findings of the survey. The
results of the survey were used to revise the model and make it even more useful to

auditors by showing that fraud-risk assessment has to be multifaceted if it is to achieve
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its objective. As in the cases of the profile of the major fraud offender, the fraud-
detection model weaves together features and patiems identified al different levels,
These levels are: the economic environment, the particular industry, the company,
pénicular financial areas within the company Iand particular individuals holding
positions of financial trust where they can effect fraud, Hence, the ROP model is an
essential component of the fraud detection model, The survey of auditors indicates that,
unlike their counterparts in the U.S,, auditors in Australia appear to be less vigilant at
the planning stage and too often fail to be alerted by one or more red flags té the
existence of a material irregularity. The survey findings also highlight the crucial
importance of auditors not ceasing to be vigilant however long they have been auditing

a cornpany's books.

'Illg fraud detection model constructed also highlights the importance of having a
competent, ethically-minded auditor, who is well versed in the aetiology of fraud, in
management deception strategies and counter deception strategies, and who enjoys the
full support of hisker fitm as far as fraud detection is concerned. Additionally, an
auditor should: have a good bird's eye view of the company's environment and ternal
control system, be alert to information about both individuals within the company who
q.Iart: high risks of potential fraud and the company's refationship with outside parties.
Finally, the auditor should be aware of and guard against his‘her own unintentional

biases in carrying out the audit.
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 Without ignoring its limitations, what the rescarch reported in Chapters 5 and 6 can do

is 1o increase the fraud awareness of auditors. Together with empiriéa]ly obtained
knoivlcdgc ‘Ellbol.ll other sets of red fags pointing to vulnerable types of
industries/cnmpanies as i.well as vulnerable areas within particular types of
industries/companies, the red flags inherent in the ROP model provided above can at
best be used to alert an auditor to a greater likelihood of fraud and thus negate an

auditor's sense of complacency.
3.0 FUTURE RESEARCH

Future research should, explore further the patterns identified between offence,
offender, victim and criminal justice characteristics with a larger sample of such
offenders, including self-reported (as opposed to officially-known) fraud offenders, in
order to replicate the twoicbmponent criminal profile of a fraud offender reported
above, It could also cxamim; the applicability of the two medels with a larger and more
r;presentativc sample of management and employee fraud cases and auditors
respectively and test experimentally the use by auditors of red flags contained in the
fraud-detection model proposed in Chapter 6. This could help ascertain the actual
usefulness of the two proposed models to auditors in detecting fraud. Another approach
would be to utilise interviews with fraud offenders to shed some light on the varioﬁ:s‘
decisions that are necessary for fraud to oceur. Finally, there is a need to replicate the
MFG findings by measuring fraud offenders' level of self contro] using the instrument |

developed by Grasmick et al, (1993).



‘No §iﬁglc thesis can ésk alt the relevant qﬁcstio;s, let alone provide satiéfactory
: ansﬁrer;' to them. The author hopes tﬁe research contained in this thesis p.r_pvides some
.mt'lch-néeded answers to two basic but important contemporary issues/questions for

auditors, namely why people commit management and employee fraud and hiow

auditors can become beiter at detecting such fraudulent activity.
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) :'Appemh'x H

16 September 1995

Surveys by KPMG 1995) and Deakin Australia (1994) have found that the cost of fraud by
persons in positions of trust in our socicty is astronomical. Auditors are often sued for
negligence to the tune of billions of dollars as a result of failing to detect material irregularities.
Despite the importance of faud, researchers in Australia have paid scant atiention to jt,

In an effort to increase our understanding of fraud [ am carrying out a national questionnaire
survey of auditors' duties to detect and report irregularities. The purpose of the survey is to
better understand the various types of irregularities that are being committed in Australia by
white-collar crime offenders and, in the context of AUP16 (AUS210) to identify the type of
indicators present in an audit that should alert the auditor to the existence of irregularities. It is
estimated that the questionnaire will take approximately twenty minutes to complete. The
survey results will be made available to all respondents who wish to receive them, together with
a token of appreciation to recompense the participants for the time spent to complete the
guestionnaire.

Please rest assured that all data collected will be analysed anonymously and treated as stricily
confidential. Respondents' details will be detached from the questionnaire as soon as it is
received so as to maintain the confidentiality of the participants.

I would greatly appreciate both your endorsement of the survey and advising your finm's
auditors (those who have completed their PY or are at the Senior level) and fraud auditors or
forensic accountants if there are any. If your firm consents to part:(:lpate you will be sent the
questionnaire throuph the mail at the end of October.

Finally, please note that Commander A, Bowles, of the Major Fraud Group, Victoria Police, s
endorsing the questionnaire and a letter to that effect will be sent with the questionnaire.

1 shall be contacting you by phone within the next two weeks regarding this letter.

Thanking you in anticipation.
Yours Sincerely,

Maria Kapardis (ACA), M. Bus.
Senior Lectueer in Accounting.
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26 October 1995

Dear participant,

I am a Senior Lecturer in Accounting, and 1am currently conducting research inlo
Auditors' duty to detect, deter and report management fraud.

Part of the research utilises & structured questionnaire 1o be filled in by practising .
auditors/fraud  auditors/forensic accountantsfinternal auditors in Australia. It is
estimated it will {ake one about twenty minutes to complete the questionnaire, [ would
be grateful for your participation.

As you know, the cost to society of such irrepularities as fraud is astronomical, and
there is a controversy surrounding the role of the auditor in detecting and reporting
such offences. It is also evident that audit firms are sued for exorbitant damages for
alleged failure to detect and report irregularities. Interestingly, avditing research has
paid scant attention to fraud and auditors.

The survey consists of three parts:

Part I: Summary information about each of the imegulasities with which you
have had experience, during the last five years, This information is needed to
assist in the understanding of auditors' experience with material and immateriaj
irregularities, in terms of frequency of occurrence, nature, and impact on the
financial statements of the clients involved,

Part IT; Detailed information about one material irregularity selected by you is
required. The purposes of gathering this information are:

(a) to contribute to the understanding of irregularities at a detailed level, and

(b) 1o determine the presence of indicators available to the auditor before the
irregularity was discovered (in terms of the AUP16 (AUS210) factors).

Part HT: Demographic data about you and your experience.

‘It is hoped the research will benefit you personally in terms of identifying trand
indicators, and paining knowledge that should assist you to enhance your audit
effectiveness. Society in general will also benefit because the resenrch concemed will
identify ways of detecting, preventing and reducing such white-collar crime as fraud,
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Il you arc interested in  receiving an exceutive summary of the resulis and o pifi
voucher as a token of appreciation to recompense you for the time spent to complete
the questionnaire please fill in your details in the next page, I would greatly appreciate
it if you return the completeil questionnaire by 3¢ November, 1995,

Rest assured that your response will remain anonymous as your details will be detached
from your response when it is first reecived and will be treated as strictly conlidential.

Furthermore, in order for the rescarch to comply with the requirements of the
University's Ethics Committee the staternent in the next page would need 1o be filled
in by you,

Any questions conceming this project can be directed to Ms, Maria Kapardis of
Victoria University of Technology, Department of Accountancy and Law on (03) 9365
2549, fax (03)9365 2525.

Thanking you in anticipation.

Yours Sincerely,

Maria Kapardis (ACA), B. Ec., M. Bus.
Sentor Lecturer in Accounting
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1 have read the information on the previous
page and any questions | have asked have been answered 1o my satisfaction. | agree to
participate in this activity, realising 1 muy withdraw at any lime,

1 agree that the research data gathered for this study may be published provided I am
not identiftable,

Participant or authorised representative Date

M. KAPARDIS 26.10.1995

Investigator Date

If you would like to receive a copy of the executive summary together with a gift
voucher as a token of appreciation to recompense you for the time spent to complete
the questionnaire please fill in the details below. Please retun the questionnaire by 30
November.

Name:

Firm:

Address;




S TORA «?ﬁ‘l - *:A IuFIRIN

Major Fraud Group
2nd Floor

549 5t. Kilda Read
MIELBOURNE 13004

16 October 1995

TO WHOM IT MAY CONCERN
I write to strongly support Mrs Maria KAPARDIS applied research into fraud
detection and prevention,

The research has the formal approval of the Victoria Police and the full co-
operation of the Major FFraud Group.

I am of the view that the results of Mrs. KAPARDIS' research will maie an
eriginal and substantial contribution to knowledge and will be of practical use
to both the accounting profession in general and auditors in particular as well
as to law enforcement agencies. I therefore urge you to participate in this
study.

Major Fraud Group

it

1 9 3
WORLD POLIC:
8 FIAE GAME:
raat re v
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QUESTIONNAIRE
PART I
If as an auditor you have encountered any irreiulurities during the last 5 years please

provide summary information aboul cach type of material and immaterial imegularity
experienced:

Irregidurities comprise: fravd, ather itlegal aets, other acts, i ional but not fravdalent or ather
itlegal misstatements, and ervars.

L. How many times have you come across material and immaterial irregularities
in your experience as auditor?
material immaterial _

2. Please provide summary information about each material and immaterial
irregularity encountered by filling in tables A-F below.
A code of conductiethics/practice states where peaple in an organisation stand in relation to each

other and to the organisation itself and it expresses a moral dimension fo the activiies of the
business. It should cover areas like disciplinary actions, whisifeblowing etc.

A. Management Fraud {i.c., an act which involves the use of deception 1o obtain an illegal advantage by
management) ©.g., expense account, conflict of interest, kickbacks, purchase for personal use, thef
of inventory/plant, lapping and kiting, information, false financia! statements, phanlom vendors,

unnecessary purchese, diversion of sales, product substitulion, patent infringement, other

S B
# Describe the # Times Indusiry what effective code of material

irregularity encountered | eclient | alened internal conduct financial
operated you controls existed | impacton

in yin ¥n the
accounts

¥in
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Empleyee froud {an ac which involves (he use of deception lo obtain an illegal advenlage by an
employee) e, cheque forgery, expense account, conflict ol interest, kickbacks, purchase for
persenn} use, theft of inventoryfplam, peity cash fraud, lapping and kiting, information, patent
inlringement, other,

Deseribe thie f# Times Industry what cifective code of malerial
imegularity encountered tie client ateried intermal conduct financial
operated you conlrols cxisted impact on
in ¥ yin the
aceounls
yin

Oiker Tllegal Acts {i.c. acts which involve ncn'compl'imée with Jaws and regulations which may, or
may not, tesult in misstalements including omissions of amounts or other disclosures from an entity's

accounting records or financial repnns)

Describe the # Times [ndustry what effective code of malerial
irregularity encountered | theclient ] alerted internal conduct financial
operated you controls existed impact on
in ¥ia yin the
accounts

yin
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B. Other acts which contruvene the constitution of an entily including nen-compliance with trust deeds
or memenndum and aricles of assucintion;
—
# | Describe the # "Titnes Industry wiint cffeclive | codeol material
iregularity encounterctl the cliem alericd intemnal conduct linancial
operated yau conlrols existed | impact on
in ¥/in vin the
accounls
¥in
1
2
3
4
E. Intentional, but not fraudulent or other illegal missialements which include omissions of amounis or
other disclesures from an entity's accounting records or financial reports,
# | Describe the # Times Industry what effeclive | codeof | material
irregularity encountered the clignt alerted internal conduct | iinancial
operated ¥ou controls existed itnpact o
in yin yin the
accounts
¥
1
2
3
4
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I Etrors which are unintentional mislakes in, or umissivns of umounts or ather disclosures from,
linpneial reports.
ft Deseribe the # Times Tndustry whist effective catle of material
jrmegularity encouniered the client alerted intemal canduet financial
operated you conirals existed impact on
in y/n ¥in the
accounts
win
1
2
3 .
4
PART If
Please provide detailed information about ONE material imegularity
(i} detected by you,
(i1) or your firm B,

(iii} or one that you have worked on [ {please tick as appropriate.

1. Please describe how the irregularity was committed
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Who was involved in the irregularity (please tick)

Director(s) O Other top management [m
Sharcholder O CEQ O
Middle manapement O CFO ]
Others below managememt O Chief Accountant O
Pleasc tick the appropriate industry and status of the client.

Public Company O Private Company O

No industry designation

Agriculture, Forestry and Fishing
Mining

Manufacturing

Electricity, Gas and Water Supply
Construction

Wholesale Trade

Retail Trade

Accommodation, Cafes and Restaurants
Transport and Storage

Communication Services

Finance and Insurance

Property and Business Services
Government Administration and Defence
Education

Health and Community Services
Cultural and Recreational Services
Perscnal and Other Services

I:IDEIEIEICICIEIDDEIEIDEIDEIDD

Audit Areas affected by this irregularity (please tick more than one box, if
applicable):

Cash | Property, plant and equipment O3
Receivables g Intangibles (|
Investments d Other Non-Current Assets D
Inventories O Creditors and borrowings O
Other Current Assets O Provisions O
Share Capital £ Other Current Liabilities a
Reserves O Non-Current Liabilities d

[

Retained profits or accumulated losses!
Related Party transactions
Other (please specify)

a
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How long had your firm been the nuditor of that client when the
irregularity was discovercd?

Over what time period had this material irregularity been commaitted (e.g.,
3 months, or 5 years).

Please tick the audit procedures first indicating the irregularity.

Not discovered by auditor
Preliminary analytical review
Study/evaluation of internal conirol
Analytical tests of specific accounts
Subsiantive tests of details

Use of the checklist in AUP16

No procedure desipnation

Ooooooaaa

Who detected the irregularity eoncerned (please titk).

Assistant ] Senior O Supervisor [
Manager 0 Partner O Fraud auditor O
Other(please specify)

If a "fraud auditor" had been part of the audit team do you think the

irregularity would have been discovered carlier.
A fraud auditor is someone other than the financlal auditor who is invelved In detecting and
preventing fraud.

Yes [ No O

Profiling of the Perpetrator

A. Sex MO | F O
B. Approximate Age

C. Educational Standard:

High Scheol 0 Tertiary O Professional 0 Other O
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D. Marital Stalus:

Married O Single O

Divorced O Separated (]
E. Vices of the perpetrator:

Gambling a Greed O

Drugs/Alcohol £1 Lifestyle O

Personal Financial Pressures O

Other (please speeify)

F. Please provide a brief description of the perpetrator's main personahty
characteristics {e.g., authoritarian, introvert, loner, etc)

G. Please outline other impressions you have of the perpetrator

H. Number of accomplices:

One 0O Two O Three O
>Three 0 NAa O

11, Once deiected to whom was the irregularity reported ? (you may tick more than

one box}
CEQ L] DpP O
Board of Directors 0TI Audit Committee (]
ASC O Major Fravd Group TJ

Other




358

Please indicate which of the following "Red Flags"(fraud indicators) existed with
respect to the material irregularity discussed in the previous section,

Please note:Only tick if your answer is yes and you might have more than one tick

Buginess Enviranment (Red Flag} {Red Flug) (Red Flag)
Applicable io ftelevant to Alorted me
e the dhiring the
engagement {rregutarity planning
phuse

Nalure of the business is susceptible to
misappropriation

Unduly influential ciccumstances

Pressure to tneet forecasts

Weak management integrity

InefTectives non-existent regulation by cxternal
parties

Survival of company dependant on irregularity{ies).

Ineffective or non-existent code of conduct

Transactions with related parties not at am's length

Unusua! transactions with companies registered in
tax havens

Liquidity pressure
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Internal Comrol Structire fited Fag) {fted Fag) fHed Moyl

Applicatie tn Relevant to Aleried me
the the during the
eRgagCmEns ieregilarity planning
phuse

Organisalion is decentralised withowt adequate

moniloring

Management ovemide

Ineffeclive management

Lack of segregation of duties

Weak internal controls

Excessive authority vested in a senior efficsr

Poor systems

Ineftective intemal audit "

Inteprity/Competence af Management (Red Fiag) (Red Flag) (Red Flag)
Applicable to | Relevantte Alerted me

the the during the
engagement irmepularity planning
phase
Domineering management
Complex corporate structure

Continuing failure to correcl intemal control
weaknesses

High exccutive staff tumover

Significant/prolonged understaffing of the
aceounting deparlment

Frequent changes of lawyers

The client has engaged in epinion shopping

The auditot’s experience with management indicales

a degree of dishenesty

Intemnal audit is improperly staffed
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Unusual Pressires within an entily

(Red Flag) {Red Flag)

Applicable 1o Relevant o
he the

Ll IJ B I ;l)’

{Red Flag)
Aleried e
thuring the
plaaning
phase

Inzdequale working capital

Deteriorating quality of camings

A need for a rising profit

A sipnificant invesiment in an indusiry noled for
rapid chanpe

Entity heavily dependent on a product or a customer

Management displays an overly apgressive altitude
toward financial reporting and foreensts

Pressure exerted on accounting personnel to
complete financial reports in unusually short periods
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Unusual Occurrences/Transactions (Red Flag) (Red Flag) {Red lag)

Applicable to | Relevant 1o Alerted me
lhe 1he during the
cngagemenl Irepularity planning
phase

Unusual balace date transactions

Tayments for services thal appear excessive in

relalion to services provided

Payments [or goads which appear to be abave/betow

market price

Evidence of falsified documents

Large Cash paymicenls

Payments made to local or oversens officials

Problems with regulatery authorities

Ignored advice by legal adviser

Evidence of unduly lavish styles by officers or

employess

Investigalions by police

Unsatisfactory Recards/Prablems in Oblaining (Red Flap) (Red Flap) {Red Flap)

Sufficient Appropriale Audit Evidence Applicableto | Relevant ta Aleried me
the the during, Lthe
engagement irepularity planning

phase

Inadequate sccounting records

Inadequale documenlation

Excessive mumber of differences between accounting
records and third party confimations

Evasive, unreascnable or unsatisfaclory responses by
management lo itguires

New client without sufficient informatfon fram
predecessor auditor,

Conflicting audit evidence and inexplicable changes
in operating ratios.

Sipnificanily fewer responses to confirmation
requests than expecled
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harkel Pressures

(Hed Flag)
Applicable o
the
cHgagement

{Red Flag)
Relevant 1o
Ihe

irregutarity

(Red Flag)

Aleried me -

during the
planning
phase

Declining industty

Indusiry subfect to complex legislation

Volalile industry with numerous corporate take-avers

a
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Factlers Relevant 1o an EDP Environmenl {lted Flag) {fked Flag) {Red Flag)
Applicable to {  Relevani o Alerted me
he the during the
engagement irregularity planning
phase

Minimal planning for the installation af new
hardware

Inadequate corpuier skills amongst relevant entity

staff

Inappropriate hardware ar seftware to perform
imperant functions

Poor physical or lopical access controls

Inadequate or inapproptiate file access hicrarchy

Lack of clear audit trail and transaction log

Hardware failures, including excessive amounts of
‘down-time' and resullant input backlogs

Soflware failures

Failure to restricl access to software and
documentation 1o authorised personnel

Program changes that are nel documented, approved
and tesled

Inappropriate dala and program storage media

Inadequate detection procedures for system virses.

Inadequate overall balancing of computer
transaclions and data bases to the financial accounts

Shared or non-specific ownership of data
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;'i
PART 1]
DEMQGRAPHIC DETAILS .

TO BE COMPLETED BY ALL RESFONDENTS
(1) State residing
ACTOQLDONSWO NTO 5a0 TASO VICO WaAD

(2) Male O Female O

(3}  Current Position:

' Financial Auditor O Fraud Auditor a
ot Forensic Accountant O Internal Auditor O
Public Sector Auditor (W]

{4 Number of Years of experience as an auditor

(5)  Position in the Partnership (e.g., senior, supervisor ete)

(6)  Number of Years in current position

(N Approximate number of engagements worked on

(8) Industry speciali.j_ation as an auditor (YOU MAY TICK MORE THAN 1)

Ne industry desipnation

Agriculture, Forestry and Fishing
Mining

Manufacluring

Electricity, Gas and Water Supply
Construction

Wholesale Trade

Retail Trade

Accommodation, Cafes and Restaurants
Transport and Storage

Communication Services

Finance and Insurance

Property and Business Services
Government Administration and Defence
Education

Health and Community Services
Cuitural and Reercational Services
Personat and Other Services

CoodooooOdooooooooo




e}

(10}

(11}

(12)

(13)
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Type of audit firm you work in.

Big 6 a Medium Tier | 2]
Smallfim O Not Applicable (]

Tick il your practice provides,

Fraud auditor O Forensic accountant (0
If no then please go to question 13.

Qualifications of fraud auditor
Chartered Accountant O Company Auditor O

Psychologist O Criminologist O
Other (please speeily)

Qualifications of forensic Accountant
Farensic Acconntant is ene who is involved in the investigation ond the gathering of evidence for a clatm or
court ucilon,

Chartered Accountant [ Company Auditor O
Psychologist O Criminologist O
Lawyer (I

Qther(please specify)

Times in the last 12 mtl,i'-'nths you/ your clients required the services of a fraud
auditor forensic accountant

]

i

i




Appendix I

RESPONDENT CHARACTERISTICS AND BACKGROUND
INFORMATION

State residing Victoria {40%), Queensland (17%), NSW (15%), South Australia
(15%), Western Australia {8%), ACT (3%) and Tasmania (2%). The participants were
predcminately. males (85%) holding manager position {39%), partner (28%), senior
(13%), supervisors (12%), Assistant managers {8%).

i. Current Position: Yo i, Number of years
as an auditor experience as an auditor:
Years %
Financial auditor 82 3-10 58
Public Sector auditor 7 11-15 17
Fraud auditor 7 16-25 17
Internal auditor 4 >25 8
jiii.  Number of years in iv.  Approximate Numbcer of
in current position: engagements worked on
Years % No. of engagements %
1-3 62 10-50 48
4-8 24 51-100 27
-9-15 7 >100 25
>15 71
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Most seniars were at that position for one year mainly (94%), similarly for managers
who had been at hat position for twelve months {(60%), or two yeers {35%). The
pariners who responded had a spread of number of years at that position, 30% for the

first year, 27% for two years, 18% for the third year and 25% for the fourth year.

v, Industry specialisation: vi.  Type of andit firm pariicipant
worked in.

No industry Big Six 73
designation 19 Medium Tier 16
>3 industries 67 Small Firm 4
Finance and Insurance 6 Public Sector 6
Manufacturing 4 Internal Auditor 1
Mining 2

Public sector 2




vi,
vii.
viii,

ix.

xi.
Xii.
xiii.

Xiv.

XAV,
XXVi

Xxvil,

368

Appendix 111

Coding Guide Used for the MFG Study.
Gender;
marital siatus;
age in years;
ethnicity;
occupation;
main types of fraud commitied;
number of non fraud offences charged;
type of non fraud charges;
fraud charges summary;
under what law fraud charges;
number of fraud charges; .
number of victims;
relationship with victims;
number of accomplices;
wheo suspecied the [raud;
versatility of offender;
how many months did it take to prosecuts;
motivation;
type of plea;
pre-trial status;
legally represented or not;
type of legal representation; it
court of first instance;
main sentence imposed,;
severity of sentence;
prior offence;

amount involved.,
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